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ABSTRACT Reinforcement Learning (RL) agents demonstrating proficiency in a training environment
exhibit vulnerability to adversarial perturbations in input observations during deployment. This underscores
the importance of building a robust agent before its real-world deployment. To alleviate the challenging
point, prior works focus on developing robust training-based procedures, encompassing efforts to fortify
the deep neural network component’s robustness or subject the agent to adversarial training against potent
attacks. In this work, we propose a novel method referred to as Transformed Input-robust RL (TIRL),
which explores another avenue to mitigate the impact of adversaries by employing input transformation-
based defenses. Specifically, we introduce two principles for applying transformation-based defenses in
learning robust RL agents: (1) autoencoder-styled denoising to reconstruct the original state and (2)
bounded transformations (bit-depth reduction and vector quantization (VQ)) to achieve close transformed
inputs. The transformations are applied to the state before feeding it into the policy network. Extensive
experiments on multiple MuJoCo environments demonstrate that input transformation-based defenses,
i.e., VQ, defend against several adversaries in the state observations. The official code is available at
https://github.com/tunglm2203/tirl

INDEX TERMS Transformed Input-robust Reinforcement Learning (TIRL), Bounded Transformation,
Adversarial Attack, Autoencoder-styled Denoising, Bit-Depth Reduction, Vector Quantization (VQ).

I. INTRODUCTION

Modern deep reinforcement learning (RL) agents [1]–[8]
typically rely on deep neural networks (DNNs) as powerful
function approximations. However, it has been discovered
that even a well-trained RL agent can experience significant
failures due to small adversarial perturbations in its input dur-
ing deployment [9]–[13]. This vulnerability raises concerns
about deploying such agents in safety-critical applications,
such as autonomous driving [14]–[20]. Therefore, the devel-
opment of techniques to help RL agents withstand adversarial
attacks on state observations becomes crucial before their
deployment in the real world [9], [21]–[26].

Several approaches have been suggested in the literature to
safeguard against adversarial attacks on an agent’s state ob-
servations. One avenue of research concentrates on improv-
ing the robustness of the agent’s DNNs component, such as
the policy network or Q-value network, by promoting prop-
erties like invariance and smoothness through regularization
techniques [21], [27]–[29]. These regularizers yield policy
outputs that generate similar actions under bounded input
perturbations. However, these defenses do not account for

the dynamics of the RL environment and can be vulnerable
to stronger attacks [22]. An alternative approach involves
adversarial training of the RL agent, in which an adversary
is introduced to perturb the agent’s input as it takes actions
within the environment. The episodes collected under these
adversarial conditions are then utilized for training, leading
to a more robust RL agent. Perturbations in this context
can be induced from the policy or value function [11], [13],
[19], [30], or more recently, from another RL-based adver-
sary [22], [31]. RL-based adversaries are typically acquired
through online learning. Although training with RL-based
adversaries can yield robust agents, it often requires addi-
tional samples and computations due to the training of the
additional agent involved. Furthermore, online attacks may
lead to several unsafe behaviors, posing a potential risk to
the control system if adversarial training occurs in a physical
environment rather than a simulated one.

The approaches above can be seen as robust training-based
defenses, wherein the RL agent undergoes optimization to
concurrently fulfill the requirements of an RL task and meet
the robust performance criteria. Meanwhile, within the realm
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of image classification, an alternative strategy for countering
adversarial attacks is recognized as input transformation-
based defenses [32]–[42]. These defenses aim to eliminate
adversarial perturbations from the input by applying trans-
formations before presenting it to the classifier. The transfor-
mational process commonly relies on denoising techniques
to purify perturbations [33], [35], [39]–[43] or employs
image preprocessing techniques to mitigate the impact of
adversaries [32], [34], [36]–[38]. Moreover, as this strategy
exclusively modifies the input and not the model itself, in-
put transformation-based defenses could benefit RL agents
without substantially altering the underlying RL algorithms,
serving as a plug-and-play module. Despite their potential to
mitigate adversarial attacks, many of these transformations
are tailored to image data [32], [36]–[38] and may not eas-
ily extend to vector inputs such as low-dimensional states
in continuous control systems. This paper explores a new
input transformation-based defensive approach, referred to as
Transformed Input-robust RL (TIRL), against adversarial at-
tacks on state observations by applying input transformations
suitable for low-dimensional states in continuous control
tasks. To validate the effectiveness of the input transfor-
mations, various techniques are investigated, including bit-
depth reduction, vector quantization, and autoencoder-style
denoisers in continuous control tasks. Our findings indicate
that these novel defenses exhibit notable resilience against
adversarial attacks. Our contributions are summarized as
follows:
• We propose a new method, Transformed Input-robust RL

(TIRL) with two principles, i.e., (1) Bounded Transforma-
tion and (2) Autoencoder-styled Denoising, to use input
transformations to counter adversarial attacks on state ob-
servations in deep RL.

• Based on the two proposed principles, we explore the best
transformation, i.e., vector quantization (VQ), which is
beneficial for the RL agent in continuous control tasks for
the first time.

• Extensive experiments on continuous control tasks from
MuJoCo environments demonstrates that these defenses
can be surprisingly effective against existing attacks.

II. RELATED WORK
Adversarial perturbed states. Since the discovery of adver-
sarial examples in image classification [44], corresponding
vulnerabilities in deep reinforcement learning (RL) were first
demonstrated in [9], [10]. Huang et al. [9] evaluated the
robustness of Deep Q-Network (DQN) agents by employing
a weak Fast Gradient Sign Method (FGSM) attacker [45]
to initiate attacks at every step. Lin et al. [10] focused on
attacking specific steps within trajectories, using a planner to
devise perturbations that steer the agent toward a target state.
Pattanaik et al. [13] introduced a more potent attack strategy
that leverages both the policy and the Q function, departing
from perturbations based solely on the policy. Zhang et al.
[21] later introduced the state-adversarial Markov decision
process to formally define adversarial attacks on state obser-

vations, showing that optimal attacks can be learned as an RL
problem. Building upon this foundation, Zhang et al. [22] and
Sun et al. [31] introduced RL-based adversaries for black-box
and white-box attacks, respectively. Although these attackers
appear powerful, their effectiveness often relies on specific
assumptions, such as requiring knowledge of the victim’s
policy [31]. Consequently, the introduced defenses [21], [31],
[46] might be vulnerable to a more sophisticated, yet un-
known, attacker. In contrast, we focus on developing defense
strategies that are agnostic to the attacker’s characteristics.
Adversarial training. The robustness of RL agents can be
improved by training with adversarial samples [9], [11], [12],
[47]. In the Atari domain, Kos and Song [11] and Behzadan
et al. [12] used weak attacks to generate perturbations for
training DQN agents, achieving limited improvement. Al-
ternatively, regularization-based methods have emerged to
enhance the robustness of deep neural network components
in RL algorithms. Zhang et al. [21] introduced a hinge loss
regularizer to control the smoothness of the Q function under
bounded perturbations, while Russo and Proutiere [48] pro-
posed Lipschitz regularization. In continuous control tasks,
Huang et al. [9] generated attacks using both the policy and
Q function, then used the resulting trajectories for training.
However, recent work [21] shows this approach is unreliable
for enhancing robustness against new attacks. Smoothness
regularization has also been proposed to strengthen policy
model robustness in both online [21] and offline RL [29].
Based on the theory of optimal attacks from [21], Zhang
et al. [22] introduced a training paradigm that alternates
between learning the RL agent and a black-box RL-based
adversary to develop robustness. Similarly, Sun et al. [31]
applied this approach with a white-box RL-based adversary,
yielding a more robust RL agent. Training robust RL agents
with additional RL-based adversaries requires extra samples
and modifications to the underlying algorithms, making the
process more complex and sample-intensive [22], [31]. Our
approach, however, focuses on modifying the agent’s input
rather than altering the algorithm. This simplifies training
and offers greater flexibility when incorporating other RL
algorithms, providing a more practical and effective solution
for developing robust RL agents.
Input Transformation-based Defenses. Studies have used
input transformations to mitigate adversarial attacks in image
classification due to their simplicity and flexibility [33]–
[43]. Traditional image processing techniques such as image
cropping [36] and image rescaling [34] have been used
to reduce the effectiveness of adversarial attacks. Powerful
denoising models have also been employed to purify input
perturbations. For example, Meng and Chen [33] used an
autoencoder-style denoiser to reconstruct denoised images
from randomly perturbed ones, while Samangouei et al.
used GANs [49] for image reconstruction. Nie et al. [43]
applied diffusion models [50] to refine adversarial examples
before feeding them to classifiers. However, many of these
transformations are specifically designed for image data [32],
[36]–[38] and may not easily adapt to vector inputs, such
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as low-dimensional states in continuous control systems. To
alleviate those issues, this paper investigates a novel input
transformation-based defense that mitigates the impact of
adversarial attacks on state observations for RL agents.

III. PRELIMINARIES
This section presents the general reinforcement learning
framework and an RL algorithm, Soft Actor-Critic (SAC),
before introducing our novel input-transformation-based de-
fenses. To evaluate the effectiveness of our method with SAC,
we also describe test-time adversarial attacks.

A. REINFORCEMENT LEARNING
A reinforcement learning (RL) environment is modeled by
a Markov decision process (MDP), defined as a tuple of
(S,A, p, r, γ), where S is the state space, A is the action
space, p = Pr(st+1|st, at) is the transition probability dis-
tribution which is usually unknown, r : S×A×S → R is the
reward function, and γ ∈ [0, 1) is a discount factor. An agent
executes actions based on a policy π : S → A. In this work,
we use the terms state and state observation to indicate the
underlying state of the environment and the state perceived
by the agent, respectively. If there are no attacks, both of
them are identical. The target of RL agent is to maximize
the expected discounted return Eπ,p [

∑∞
t=0 γ

tr(st, at, st+1)],
which is the expected cumulative sum of rewards when
following the policy π in the MDP. The state value function
can measure this objective as follows:

V π(s) := Eπ,p

[ ∞∑
t=0

γtr(st, at, st+1)|s0 = s

]
,

or the state-action value function:

Qπ(s, a) := Eπ,p

[ ∞∑
t=0

γtr(st, at, st+1)|s0 = s, a0 = a

]
.

B. TRAINING SOFT ACTOR-CRITIC
Soft Actor-Critic (SAC) [5] is an actor-critic off-policy RL
algorithm widely used for solving continuous control tasks.
This paper adopts SAC as the backbone of the proposed
method for robustness evaluation due to its stability and sam-
ple efficiency in continuous control benchmarks. However,
our method can also be easily extended to other algorithms,
such as Proximal Policy Optimization (PPO) [51] and Twin
Delayed Deep Deterministic Policy Gradient (TD3) [4].

SAC alternates between the soft policy evaluation and
soft policy improvement steps to learn the optimal stochastic
policy that maximizes the expected returns and entropy of
actions. Denoting πθ as a stochastic policy parameterized
by θ. In soft policy evaluation step, SAC learns two critic
networks, denoted as Qϕ1

and Qϕ2
, parameterized by ϕ1 and

ϕ2, respectively, by minimizing the soft Bellman residual:

JQ(ϕi) = E(s,a,s′,r)∼R,a′∼πθ

[
(Qϕi

(s, a)− y)2
]
, (1)

where, y = r + γ[mini=1,2 Qϕ̂i
(s′, a′) − α log πθ(a

′|s′)],
R is the replay buffer, α is the temperature parameter. The
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FIGURE 1: Transformed Input-robust RL (TIRL)-Vector
Quantization (VQ): Reinforcement learning with the state
adversary at test time. The state s is adversarially perturbed
by the adversary Ψ(s) into s̃, which is then transformed by
the transformation T before being fed to the agent.

parameter ϕ̂i denotes the exponential moving average (EMA)
of ϕi, which empirically improves training stability in off-
policy RL algorithms [4], [5]. In soft policy improvement
step, the actor policy πθ is optimized by maximizing the
following objective:

Jπ(θ) = Es∼R,a∼πθ

[
min
i=1,2

Qϕi
(s, a)− α log(πθ(a|s))

]
,

(2)
where, the stochastic policy πθ(a|s) is a parametric tanh-
Gaussian that given the state s, an action a is sampled
from tanh (µ(s) + σ(s)ϵ), with ϵ ∼ N (0, 1), and µ and
σ are parametric mean and standard deviation. Finally, the
temperature α is learned with following objective:

J(α) = Es∼R,a∼πθ

[
−α log πθ(a|s)− αH̄

]
, (3)

where, H̄ ∈ R is the target entropy hyperparameter that
policy tries to match, which is usually set to −|A| in practice
with A is the action space.

C. TEST-TIME ADVERSARIAL ATTACKS
After training, the agent is deployed within its designated
environment and operates according to a fixed pretrained
policy πθ, i.e., the parameter θ is frozen. During this testing
phase, an adversary can observe interactions between the
victim agent and the environment, including states, actions,
and rewards, to mislead the agent. However, the adversary
does not possess knowledge of the environment’s dynamics
nor the capability to alter the environment directly. We focus
on a typical state adversary that targets the manipulation of
the state observation of the RL agent [9]–[11], [13], [22],
[27], [31], [48], [52], [53]. The MDP with a state adver-
sary involved is formally defined by the state-adversarial
Markov decision process (SA-MDP) introduced in [21]. Let
Ψ : S → S represent a state adversary. At each time
step, the adversary Ψ, equipped with a certain budget ϵ, is
allowed to inject perturbations to state s returned by the
environment before the agent perceives them, as illustrated in
Fig. 1. It is important to note that the underlying states of the
environment, returned rewards, and executed actions remain
unaffected. This setting aligns with many realistic scenarios,
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such as sensor measurement errors, noise in sensory signals,
or man-in-the-middle (MITM) attacks on a deep RL system.
For instance, in robotic manipulation, an attacker could inject
imperceptible noises into the camera, capturing an object
without altering the actual object’s location. As in many
of the existing works investigating adversarial robustness of
deep RL [9], [13], [21], [22], [28], [31], we focus on the ℓ∞-
norm attack, in which the adversary Ψ is constrained to per-
turb the state s ∈ S into another “neighboring” state s̃ within
an ϵ-radius ℓ∞-norm ball around s. Formally, the perturbed
state s̃ = Ψ(s) ∈ Bϵ(s), with Bϵ(s) = {s̃ : ∥s− s̃∥∞ ≤ ϵ}.
The details of state adversaries are described in Section V-A.

IV. TRANSFORMED INPUT-ROBUST RL (TIRL)
In this section, we theoretically analyze the effectiveness
of input transformation-based defenses in improving the
robustness of RL agents. Subsequently, two principles are
proposed to design transformation defenses for RL agents:
1) Bounded Transformation and 2) Autoencoder-styled De-
noising. Based on these principles, we explore potential
transformations to counter adversarial attacks.

A. EFFECTIVE INPUT TRANSFORMATION DEFENSES
We first characterize the agent’s performance changes before
and after attacks by measuring the difference in value func-
tions between the policy in MDP and SA-MDP. Let π be the
policy, V π(s) be its state value function in the regular MDP,
and V π◦Ψ(s) be its state value function in the SA-MDP with
the adversary Ψ. Prior work [21] provides an upper bound on
the difference between value functions caused by an optimal
adversary. Specifically, theorem 5 in [21] states that, under
the optimal adversary Ψ∗ in SA-MDP, the performance gap
between V π(s) and V π◦Ψ∗

(s) can be bounded as follows:

max
s∈S
{V π(s)− V π◦Ψ∗

(s)} ≤ κmax
s∈S

max
s̃∈Bϵ(s)

DTV (π(·|s), π(·|s̃))
(4)

where, DTV (π(·|s), π(·|s̃)) represents the total variance dis-
tance between π(·|s) and π(·|s̃), κ is a constant independent
of π, Bϵ(s) is defined as in Section III-C, and π ◦ Ψ∗

denotes the policy under perturbations, i.e., π(a|Ψ∗(s)). The
detailed proof for Eq. 4, which is based on tools developed
in constrained policy optimization [54], can be found in the
Appendix of [21].

Based on the upper bound between value functions, [21],
[27] proposed regularizing DTV (π(·|s), π(·|s̃)) during pol-
icy training. In contrast, we focus on simple yet effective
input transformations to reduce the performance gap. Let T
be a transformation that maps S → S̄, where S̄ is a set of
all transformed states. This transformation can be applied
during the training and testing phases or exclusively during
the testing phase. Our following proposition establishes the
connection between the performance gap and the input trans-
formations.
Proposition 1: Consider a K-Lipschitz continuous policy π
parameterized by the Gaussian distribution with a constant
variance independent of state for a regular MDP. Let the

corresponding value function be V π(s). Define Tt and Td
as the transformations applied during training and testing,
respectively. Under the optimal adversary Ψ∗ in SA-MDP,
for all s ∈ S we have:

max
s∈S
{V π◦Tt(s)−V π◦Td◦Ψ∗

(s)} ≤ ζmax
s∈S

max
s̃∈Bϵ(s)

∥Tt(s)− Td(s̃)∥2,
(5)

where, ζ is a constant independent of π. Here, π ◦ Tt and
π◦Td◦Ψ∗ denote π(·|Tt(s)) and π(·|Td(Ψ(s))), respectively.

Proof: Based on Pinsker’s inequality, we first upper bound
the total variance distance in RHS of Eq. (4) by Kullback-
Leibler (KL) divergence:

DTV (π(·|s), π(·|s̃)) ≤
√

1

2
DKL (π(·|s) ∥ π(·|s̃)). (6)

Assuming the state space has dimension d, and given that the
policy is Gaussian with constant independence variance, we
denote π(·|s) ∼ N (µs,Σs) and π(·|s̃) ∼ N (µs̃,Σs̃), where
µs, µs̃ ∈ Rd are produced by neural networks µθ(s), µθ(s̃),
repectively, and Σ is a diagonal matrix independent of the
state, i.e., Σs = Σs̃ = Σ. Using the K-Lipschitz assumption
of the policy network, we can bound the KL divergence as
follows:

DKL (π(·|s) ∥ π(·|s̃)) = 1

2
(log

|Σs̃|
|Σs|

− d+ tr(Σ−1
s̃ Σs)

+ (µs̃ − µs)
⊤Σ−1

s̃ (µs̃ − µs))

≤ L∥µs̃ − µs∥22
= L∥µθ(s)− µθ(s̃)∥22
≤ LK∥s− s̃∥22.

(7)
The first inequality holds because Σs̃,Σs are positive, then
ensuring there exists a positive constant L ∈ R+ that satisfies
this inequality. The second inequality holds because the
policy network is K-Lipschitz continuous. Let Tt and Td be
the transformations applied into state s and s̃, respectively.
By combining Equation (4), (6), and (7), we obtain:

LHS of (4) ≤ ζmax
s∈S

max
s̃∈Bϵ(s)

∥Tt(s)− Td(s̃)∥2 (8)

where ζ := 1√
2
κ
√
LK. The proof is complete. □

B. INPUT TRANSFORMATION PRINCIPLES
Proposition 1 says that the performance gap can be bounded
by the difference between the “origin” state and ”perturbed”
state in the transformed space, i.e., ∥Tt(s)− Td(s̃)∥2. It
suggests two distinct principles for reducing the performance
gap through transformations. We summarize our two princi-
ples as follows:

1) Bounded Transformation: If Tt and Td are used
for both training and testing, we can design Tt and
Td such that, after transformation, the difference be-
tween the state and its perturbed version is small, i.e.,
maxs̃∈Bϵ(s) ∥Tt(s)− Td(s̃)∥2 is minimized.
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FIGURE 2: Top: Illustration of using bit-depth reduction to
quantize the 1-D state space. The state is assigned to the
closest point. Bottom: The current state and its perturbed
versions may be assigned the same value if ϵ is not too large.
A larger bin width (bW ) led to greater robustness.

2) Autoencoder-styled denoising: If Tt is the identity func-
tion, i.e., Tt is not used during training, we need to design
Td such that it minimizes maxs̃∈Bϵ(s) ∥s− Td(s̃)∥2. In
other words, Td needs to reconstruct origin state s from
the perturbed state s̃. This naturally leads to the selection
of denoisers for Td.

In the autoencoder-styled denoising approach, we can
theoretically maintain the performance under attacks,
V π◦Td◦Ψ∗

(s), close to the natural performance V π(s) as long
as the denoiser can effectively reconstruct the original state s
from the perturbed state s̃. However, this approach might be
vulnerable to fully white-box gradient-based attacks, where
adversaries have access to the entire policy’s architecture,
including its parameters and the denoiser. In the bounded
transformation approach, the strength of these defenses lies
in their non-differential nature, making them more resilient
to white-box attacks. However, due to the use of transfor-
mations during training, it is not guaranteed that the natural
performance under the transformation, V π◦Tt(s), is identical
to V π(s), as some information in the state may be lost.
Nevertheless, as long as Tt retains the essential information
from the original space, we can expect V π◦Tt(s) to be close
to V π(s), as empirically observed in our experiments. We
present input transformation-based defenses following these
two principles in the following parts.

C. VARIOUS INPUT TRANSFORMATIONS
We investigate various input transformations to satisfy the
two principles. In each principle, we can summarize as fol-
lows: (1) Bounded Transformation (bit-depth reduction and
vector quantization (VQ) to achieve close transformations
of origin and perturbed state and (2) Autoencoder-styled
Denoising, i.e., VAED to reconstruct origin state.

1) Bounded Transformation: Bit-Depth Reduction
The bit-depth reduction (BDR) transformation, initially ex-
plored as a defense in image classification tasks [36], [37], is
adopted here for our control tasks. The BDR performs uni-
form quantization for each input dimension, assigning each
value to the nearest quantized point (Fig. 2 top). If the adver-
sary’s budget ϵ is not too large, the state s and its perturbed
state s̃ within the ϵ-radius can be assigned the same value
after transformation (Fig. 2 bottom). The BDR adheres to the

𝜖

FIGURE 3: Illustration of using vector quantization to reduce
the space of adversarial attacks in a 2-D state space. The
green dots represent the centroids of clusters, while the gray
dotted lines mark the boundaries between clusters. Each state
is assigned to closest centroid. Fewer clusters result in a
sparser state space, leading to greater robustness.

bounded transformation principle, keeping ∥Tt(s)− Td(s̃)∥2
small overall. The original design of BDR for images does
not directly apply to continuous vector states due to varying
value ranges and the continuous nature of the data. To address
the limited flexibility, we redesigned BDR by partitioning
each dimension into equally spaced bins, controlled by the
bin width (bW ) parameter, and rounding real-valued scalars
to the nearest bin value. To balance robustness and natural
performance, we adjust the bW parameter: increasing the
bin width enhances defense against attacks but may reduce
overall performance and vice versa.

2) Bounded Transformation: Vector Quantization
We propose a new sparse input transformation using vector
quantization (VQ) to discretize the entire state space into
discrete vectors more strongly, as shown in Fig. 3. To perform
VQ for state space, we employ the K-means algorithm.
Specifically, given a set of state vectors {si}Ni=1, the K-means
algorithm partitions the N points into K clusters. Subse-
quently, each state is then represented by its nearest centroid
in the codebook C = [c1, c2, . . . , cK ]. The training of K-
means is achieved by minimizing the following objective:

min
C,{pi}

N∑
i=1

∥si − Cpi∥22 (9)

where pi ∈ {0, 1}K is a one-hot vector with the value 1
indicating the index of the centroid nearest to data point si
and K controls the codebook size. In the backward pass,
the VQ module is treated as an identity function, referred
to as straight-through gradient estimation [55]. The above
objective is also convenient for learning the codebook online,
which is suitable for concurrent training with RL algorithms
since the data collected by the RL agent continuously evolves
during training time. Unlike BDR, after transformation, VQ
can produce a more “sparse” state space, thus significantly
reducing the space of attacks, leading to the agent being more
robust against adversarial attacks.
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3) Autoencoder-styled Denoising
Training denoisers requires perturbed states, which are ad-
ditionally collected by interacting with the environment un-
der attack, making the process inefficient. To obtain stable
denoising results, we only apply the autoencoder-styled de-
noiser [33], [35] after completing the training of the RL
agent. Moreover, sampling data under online adversarial
attacks can result in potentially unsafe behaviors, especially
in a physical system. For instance, in manipulation tasks
using a robotic arm, collecting samples under attacks might
lead to the breakage of objects. To mitigate these challenges,
we leverage samples from the replay buffer collected during
the training of RL agents for denoiser training. To generate
perturbed states, we use Action Diff [21] and Min Q [13]
attacks, as they only require a policy or Q-value network and
do not necessitate interaction with the environments. This
strategy helps reduce costs for acquiring additional data and
avoids unsafe behaviors. In this approach, we must select an
appropriate ϵ-radius for generating perturbations. If the ϵ is
too large, the denoiser might be unable to reconstruct the
original states.

Algorithm 1 TIRL for training the agent with SAC
1: Input: T training steps, initialize policy network πθ and critic

networks Qϕ1 , Qϕ2 with parameters θ, ϕ1, and ϕ2, the target
critic networks ϕ̂1 ← ϕ1, ϕ̂2 ← ϕ2, initialize replay buffer R.
Transformation T and its hyperparameter, i.e., bW for BDR or
K for VQ.

2: for t = 0 to T do
3: Execute action ai ∼ πθ(T (si)) into environment.
4: Store transition {st, at, rt, st+1} intoR.
5: Sample a mini-batch of N samples {sj , aj , rj , s

′
j} fromR.

6: yj = rj + γ[mini=1,2 Qϕ̂i
(s′j , a

′) − α log πθ(a
′|T (s′j))],

for all j ∈ [N ], and a′ ∼ πθ(·|T (s′j)).
7: Train critic:

J(ϕi) =
1
N

∑
j(Qϕi(sj , aj)− yj)

2

8: Train policy:
J(θ) = 1

N

∑
j mini=1,2 Qϕi(sj , a)− α log(πθ(a|T (sj)))

where, a ∼ πθ(·|T (sj)).
9: if TIRL-VQ is used then

10: Update codebook C for TIRL-VQ using Eq. (9).
11: end if
12: end for

Algorithm 2 TIRL for the agent at test time
1: Input: N episodes for evaluation, pretrained policy network πθ

from Alg. 1. Adversary Ψ and ϵ-radius. Transformation T .

2: for i = 0 to N do
3: while not done do
4: Get state s from environment
5: Get perturbed state s̃ = Ψ(s)
6: Execute action a ∼ πθ(T (s̃)) into environment.
7: end while
8: end for

The pseudo-code for applying BDR or VQ during agent
training is shown in Algorithm 1. Note that we only apply
these transformations to the input of the policy network.

After training is complete, the transformations are applied to
mitigate adversarial attacks, as demonstrated in Algorithm 2.

V. EXPERIMENTS
In this section, we evaluate the efficacy of our defenses across
continuous control tasks. Section V-A details the setup and
adversaries used to evaluate the robustness. The experiment
in Section V-B evaluates performance in a gray-box setting,
where adversaries can access the model architecture and pa-
rameters but are unaware of the applied transformations. The
experiment in Section V-C focuses on a white-box setting,
where the adversaries are aware of the defense strategies.

A. EXPERIMENTAL SETUP
Environments and Baseline. We evaluate the effectiveness
defenses on five MuJoCo environments, as commonly used
in the literature [4], [21], [57], including Walker2d, Hopper,
Ant, Inverted Pendulum, and Reacher, as shown in Fig. 4.
We use SAC as a base RL algorithm with the implementation
from [58], the hyperparameters for the five environments
similar to those in [5]. When applying the input transforma-
tions, we maintain the same hyperparameters for the under-
lying RL algorithm and only conduct a grid search for the
transformation’s hyperparameter. We run Walker2d and Ant
3× 106 steps, Hopper 106 steps, and Inverted Pendulum and
Reacher 2× 105 steps.
Adversaries. We attack the trained policies with multiple
existing attack methods, as used in [9], [21], [22], [31],
including Random, Action Diff, Min Q, Robust Sarsa (RS),
and Policy Adversarial Actor Director (PA-AD). Specifically,
given an attack budget ϵ, a state s is adversarially perturbed
into state s̃ by adversaries as follows:

• Random uniformly samples perturbed states within an ϵ-
radius ℓ∞-norm ball.

• Action Diff [21] is an attack method relied on
the agent’s policy. It directly finds the perturbed
states within an ϵ-radius ℓ∞-norm ball to satisfy:
maxs̃∈Bϵ(s) DKL(πθ(·|s)||πθ(·|s̃)) with DKL is the
Kullback-Leibler divergence.

• Min Q [13] relies on the agent’s policy and Q function to
perform attacks. It generates the perturbed states within an
ϵ-radius ℓ∞-norm ball to satisfy: mins̃∈Bϵ(s) Qϕ(s, πθ(s̃))

• Robust Sarsa (RS) [21] is performed similar to Min Q
attack with a robust action-value function.

• Policy Adversarial Actor Director (PA-AD) [31] is cur-
rently the most powerful attack on RL agents, as it learns
the optimal adversary using RL. Specifically, given a pre-
trained policy πθ, PA-AD learns an adversarial policy πadv ,
which takes the state s as input to generate the adversarial
state s̃. The adversarial policy is trained using Proximal
Policy Optimization (PPO) [51].

Generally, the strength of attackers is ranked in ascending
order as follows: Random < Action Diff < Min Q < RS <
PA-AD. For Action Diff, Min Q, and RS, we use projected
gradient descent (PGD) to generate the optimal perturbed
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FIGURE 4: The five MuJoCo environments in OpenAI Gym [56] are used to evaluate the robustness for SAC-based TILR.

TABLE 1: Main hyperparameter of TIRL.

TIRL/ Env. Ant Hopper Walker2d Pendulum Reacher
BDR (bW ) 0.05 0.15 0.1 0.05 0.4

VQ (K) 5× 105 5× 105 105 3× 105 2× 105

AED (ϵ) 0.15 0.1 0.05 0.3 0.25

VAED (ϵ) 0.15 0.1 0.05 0.3 0.25

state, as in [10], [13], [21], [59]. For example, the perturbed
state s̃ is obtained by PGD in Action Diff attack as follows:

s̃k+1 = s̃k + η proj[∇s̃kDKL(πθ(·|s)||πθ(·|s̃k))] (10)

where s̃0 = s, k = 0, . . . ,H − 1, proj[.] is a projection to
Bϵ(s), η is the step size, and H is the number of iterations.
Through experiments, we use 10-step PGD for optimization
for these attacks (i.e., H = 10) with a step size η = 0.1.
For PA-AD, we follow the setup in [31] to evaluate pre-
trained SAC policies. The architecture of the adversarial
policy is similar to the SAC policy, consisting of two 256-
dimensional hidden layers followed by ReLU activations,
except for the last layer, which uses Tanh activation. The
ϵ-radius of attackers for each environment is shown in the
tables.

Input Transformations for Robust RL
• TIRL-BDR: We apply the BDR transformation to the input

of the policy network of SAC, while leaving the input
of the Q networks unchanged. Note that BDR is applied
in both training (in a regular environment) and testing
(with adversaries). The hyperparameter bW is searched in
{0.1, 0.25, 0.4, 0.5} for Reacher, and {0.05, 0.1, 0.15, 0.2}
for the other environments.

• TIRL-VQ: Similar to BDR, the VQ transformation is ap-
plied only to the input of the policy network and is used
during both training and testing. The codebook is learned
concurrently with the agent while training by optimizing
Eq.( 9); during testing, the learned codebook is fixed. The
codebook size K is searched in {2 × 105, 5 × 105, 106}
for Ant, Hopper, and Walker2d, and {5×104, 1×105, 2×
105, 3× 105, 5× 105} for the other environments.

• TIRL-AED: We use an autoencoder-based denoiser to re-
construct an original state from a perturbed state. To train
the denoiser, we collect a set of N states {si}Ni=1 from a
pretrained policy’s replay buffer, then use Min Q attacks
to generate perturbed states {s̃i}Ni=1. The autoencoder is
trained to reconstruct the original states by optimizing the

mean square error: ∥s − Dω2(Eω1(s̃)∥22, where Eω1 and
Dω2 are the encoder and decoder, respectively. Note that
the denoiser is only used to denoise the perturbed inputs
of the policy network during testing. We use the Adam
optimizer [60] for training the denoiser, with a learning
rate of 3 × 10−4. For the Min Q attacker, we search the ϵ-
radius in {0.25, 0.3, 0.35, 0.4} for Inverted Pendulum, and
{0.05, 0.1, 0.15, 0.2, 0.25} for the other environments.

• TIRL-VAED: We follow a similar setting as TIRL-AED,
except for the training objective. We utilize the variational
autoencoder [61] objective: −βDKL(Eω1

(z|s̃)∥p(z)) +
EEω1

(z|s̃) [logDω2
(s|z)], where p(z) is the standard nor-

mal distribution, and β is set to 1 × 10−4. We also search
the ϵ-radius in the same range as TIRL-AED.

We summarize the best hyperparameters for transformations
across environments in the Table 1.

B. EVALUATION WITH GRAY-BOX ATTACKS
In this scenario, adversaries can access the policy archi-
tecture and its parameters but not the applied transfor-
mations. When generating perturbations, the clean state is
fed directly into the policy network, bypassing transfor-
mations. For example, in the Action Diff attack, the ad-
versarial state s̃ is generated using the formula: s̃k+1 =
s̃k + η proj[∇s̃kDKL(πθ(·|s)||πθ(·|s̃k)], ignoring any trans-
formations applied during policy training. Min Q and RS
are analogous to Action Diff. In RL-based attacks like PA-
AD, the transformation is also excluded from the pre-trained
policy when learning the adversarial policy.

The performance of both the vanilla SAC agent and the
TIRL with various transformations under different attacks is
presented in Table 2. The results illustrate the effectiveness
of the investigated transformations in mitigating the impact
of attacks. The TIRL-BDR improves performance by 31%
over the vanilla SAC across five environments, achieving the
highest robustness in the Walker2d and Inverted Pendulum
environments at 45% and 44%, respectively. The TIRL-VQ
significantly enhances robustness by 55% over the vanilla
SAC, with the most substantial improvements observed in the
Ant (117%) and Hopper (56%) environment among transfor-
mations. In the Reacher environment, the TIRL-VAED excels
with the highest performance, reaching 40%. When com-
paring the TIRL-AED and TIRL-VAED, both demonstrate
comparable performance. Overall, in the gray-box setting,
the TIRL-VQ transformation appears to be the most effective
among the transformations considered. However, it is essen-
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TABLE 2: Average episode return ± standard deviation of SAC agents and SAC-TIRL with various transformation defenses in
the gray-box setting. Results are averaged over 5 runs, with evaluations conducted over 50 episodes per run. Following [7], we
bold all scores within 5 percent of the maximum in each attack and environment (≥ 0.95 · max).

Environment Method Natural Returns Random Action Diff Min Q RS PA-AD Average

Ant
(state-dim: 111)

ϵ: 0.15

SAC 6859 ± 126 5637 ± 293 454 ± 335 370 ± 279 463 ± 216 -962 ± 341 2136.8
SAC-TIRL-BDR 6543 ± 506 5445 ± 477 1113 ± 310 1071 ± 564 910 ± 329 899 ± 367 2663.5
SAC-TIRL-VQ 4785 ± 164 4737 ± 205 4667 ± 405 4595 ± 90 4485 ± 498 4569± 237 4639.7
SAC-TIRL-AED 6002 ± 430 5059 ± 499 1766 ± 803 1956 ± 949 1567 ± 887 1384 ± 697 2955.7
SAC-TIRL-VAED 5957 ± 804 5034 ± 525 2054 ± 784 2207 ± 752 1459 ± 467 1646 ± 851 3059.5

Hopper
(state-dim: 11)

ϵ: 0.075

SAC 3476 ± 163 2967 ± 414 1570 ± 261 1557 ± 325 1098 ± 194 1028 ± 279 1949.3
SAC-TIRL-BDR 3516 ± 90 3015 ± 427 2620 ± 695 2320 ± 760 1687 ± 432 1774 ± 935 2488.7
SAC-TIRL-VQ 3253 ± 182 3123 ± 288 3177 ± 218 3188 ± 300 2500 ± 46 2997 ± 595 3039.7
SAC-TIRL-AED 3195 ± 409 2303±383 1729 ± 325 1956 ± 221 1461 ± 47 1499 ± 565 2023.8
SAC-TIRL-VAED 3189 ± 665 2914 ± 289 1749 ± 176 1606 ± 277 1593 ± 367 1704 ± 291 2125.8

Walker2d
(state-dim: 17)

ϵ: 0.05

SAC 6242 ± 383 6067 ± 433 3700 ± 655 3524 ± 600 3854 ± 1359 1782 ± 818 4194.8
SAC-TIRL-BDR 6266 ± 417 6243 ± 392 6142 ± 387 6144 ± 401 5651 ± 688 5968 ± 156 6069.0
SAC-TIRL-VQ 5455 ± 459 5298 ± 479 5400 ± 547 5333 ± 277 5225 ± 607 5211 ± 453 5320.3
SAC-TIRL-AED 6211 ± 367 5938 ± 458 4374 ± 797 4215 ± 1291 4909 ± 1122 3280 ± 1332 4821.2
SAC-TIRL-VAED 6184 ± 210 5704 ± 189 4596 ± 635 3975 ± 1090 4690 ± 1260 3240 ± 1589 4731.5

Pendulum
(state-dim: 4)

ϵ: 0.3

SAC 1000 ± 0 916 ± 169 638 ± 304 736 ± 317 89 ± 76 188 ± 94 594.5
SAC-TIRL-BDR 1000 ± 0 1000 ± 0 953 ± 66 963 ± 52 434 ± 94 789 ± 97 856.5
SAC-TIRL-VQ 1000 ± 0 1000 ± 0 738 ± 230 814 ± 263 797 ± 134 703 ± 95 842.0
SAC-TIRL-AED 1000 ± 0 1000 ± 0 949 ± 40 869 ± 155 474 ± 68 489 ± 65 796.8
SAC-TIRL-VAED 1000 ± 0 1000 ± 0 775 ± 285 756 ± 388 499 ± 92 534 ± 99 760.7

Reacher
(state-dim: 11)

ϵ: 1.0

SAC -3.68 ± 0.07 -7.77 ± 0.66 -32.31 ± 2.0 -29.59 ± 2.51 -21.52 ± 0.53 -21.36 ± 0.72 -19.4
SAC-TIRL-BDR -3.76 ± 0.03 -6.99 ± 0.32 -26.95 ± 1.76 -24.93 ± 1.35 -17.58 ± 2.62 -17.30 ± 0.52 -16.3
SAC-TIRL-VQ -4.46 ± 0.03 -7.57 ± 0.17 -19.02 ± 1.87 -18.60 ± 1.29 -13.0 ± 0.39 -14.1 ± 1.21 -12.8
SAC-TIRL-AED -3.67 ± 0.09 -8.22 ± 0.61 -21.8 ± 3.0 -21.46 ± 2.13 -11.49 ± 1.73 -14.90 ± 0.98 -13.6
SAC-TIRL-VAED -3.68 ± 0.10 -7.04 ± 0.34 -16.59 ± 1.61 -16.51 ± 1.59 -10.71 ± 1.56 -14.72 ± 1.41 -11.5

tial to note that applying VQ impacts natural returns due to
the loss of information in quantized states. This highlights
the trade-off between balancing robustness and maintaining
natural performance.

C. EVALUATION WITH WHITE-BOX ATTACKS
While the previous experiment demonstrates that input
transformation defenses are relatively effective in mitigat-
ing adversarial attacks, we now conduct experiments us-
ing white-box attacks in a more challenging setting. In
this scenario, adversaries can access the policy architec-
ture, parameters, and applied transformations. Specifically,
in the Action Diff, Min Q, and RS attacks, adversaries
are allowed to backpropagate through the transformations
while generating perturbations. For example, the Action Diff
generates an adversarial state as follows: s̃k+1 = s̃k +
η proj[∇s̃kDKL(πθ(·|T (s))||πθ(·|T (s̃k))]. Similarly, RL-
based adversaries can use the complete pretrained policy,
including its transformations, in RL-based attacks to train the
adversarial policy.

Table 3 presents the performance results in this scenario.
The results show that TIRL-VQ maintains the highest robust-
ness among all transformations, achieving a 50% improve-
ment over vanilla SAC. Although TIRL-BDR’s improvement
decreases, it still partially mitigates the attacks’ effects,
showing a 20% improvement across five environments. In

contrast, the autoencoder-style denoising approach exhibits
a performance decline in this setting, resulting in outcomes
similar to vanilla SAC. This decline is because the denoisers
are composed of deep neural network components, which
adversaries can easily exploit to generate more robust per-
turbations. Additionally, we observe that TIRL-VQ performs
best in 4 out of 5 environments in the white-box setting,
compared to 2 out of 5 environments in the gray-box setting.
This indicates that VQ’s performance hardly deteriorates as
the adversary’s strength increases.

D. COMPARISON WITH PRIOR WORK
In this experiment, we compare our defenses with prior
robust training-based methods, including SAC-SA [21] and
PA-ATLA [31]. We conduct experiments on the Ant, Hop-
per, and Walker2d environments, which were also used in
previous works. The results are presented in Table 4. In the
Ant environment, we observe that SAC-TIRL-VQ performs
comparably to PA-ATLA and better than SAC-SA. In the
Walker2d environment, SAC-TIRL-VQ and TIRL-BDR are
comparable to SAC-SA and outperform PA-ATLA. Across
all three environments, SAC-TIRL-VQ achieves an average
return of 4216.1, SAC-SA achieves an average return of
4196.1, and PA-ATLA achieves an average return of 3823.6.
Overall, SAC-TIRL-VQ shows comparable improvement to
SAC-SA across environments, with an approximate 52%
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TABLE 3: Average episode return ± standard deviation of SAC agents and SAC-TIRL with various transformation defenses
in the white-box setting. Results are averaged over 5 runs, with evaluations conducted over 50 episodes per run. Following [7],
we bold all scores within 5 percent of the maximum in each attack and environment (≥ 0.95 · max).

Environment Method Natural Reward Random Action Diff Min Q RS PA-AD Average

Ant
(state-dim: 111)

ϵ: 0.15

SAC 6859 ± 126 5637 ± 293 454 ± 335 370 ± 279 463 ± 216 -962 ± 341 2136.8
SAC-TIRL-BDR 6543 ± 506 5445 ± 477 877 ± 54 767 ± 174 1073 ± 375 719 ± 513 2570.7
SAC-TIRL-VQ 4785 ± 164 4737 ± 205 4699 ± 308 4456 ± 236 4379 ± 129 4103± 161 4526.5
SAC-TIRL-AED 6002 ± 430 5059 ± 499 721 ± 153 819 ± 153 479 ± 393 -154 ± 302 2154.3
SAC-TIRL-VAED 5957 ± 804 5034 ± 525 799 ± 395 864 ± 341 590 ± 314 -150 ± 308 2182.3

Hopper
(state-dim: 11)

ϵ: 0.075

SAC 3476 ± 163 2967 ± 414 1570 ± 261 1557 ± 325 1098 ± 194 1028 ± 279 1949.3
SAC-TIRL-BDR 3516 ± 90 3015 ± 427 2620 ± 695 2300 ± 634 1613 ± 432 1521 ± 811 2430.8
SAC-TIRL-VQ 3253 ± 182 3123 ± 288 2947 ± 334 2706 ± 129 2369 ± 301 2634 ± 491 2838.7
SAC-TIRL-AED 3195 ± 409 2303±383 1374 ± 392 1527 ± 307 1234 ± 471 1176 ± 182 1801.5
SAC-TIRL-VAED 3189 ± 665 2914 ± 289 1445 ± 396 1864 ± 299 1446 ± 213 1097 ± 241 1992.5

Walker2d
(state-dim: 17)

ϵ: 0.05

SAC 6242 ± 383 6067 ± 433 3700 ± 655 3524 ± 600 3854 ± 1359 1782 ± 818 4194.8
SAC-TIRL-BDR 6266 ± 417 6243 ± 392 5180 ± 908 5265 ± 1028 5198 ± 550 4019 ± 1558 5361.8
SAC-TIRL-VQ 5455 ± 459 5298 ± 479 5560 ± 282 4823 ± 524 5370 ± 349 5193 ± 558 5283.2
SAC-TIRL-AED 6211 ± 367 5938 ± 458 4117 ± 1130 3942 ± 927 4876 ± 947 3011 ± 633 4682.5
SAC-TIRL-VAED 6184 ± 210 5704 ± 189 4158 ± 1291 3752 ± 1484 4639 ± 1260 3143 ± 858 4596.7

Pendulum
(state-dim: 4)

ϵ: 0.3

SAC 1000 ± 0 916 ± 169 638 ± 304 736 ± 317 89 ± 76 188 ± 94 594.5
SAC-TIRL-BDR 1000 ± 0 1000 ± 0 934 ± 47 946 ± 77 272 ± 235 223 ± 97 729.2
SAC-TIRL-VQ 1000 ± 0 1000 ± 0 820 ± 181 744 ± 338 621 ± 360 597 ± 97 797.0
SAC-TIRL-AED 1000 ± 0 1000 ± 0 386 ± 436 398 ± 428 324 ± 125 248 ± 111 559.3
SAC-TIRL-VAED 1000 ± 0 1000 ± 0 245 ± 29 241 ± 27 240 ± 15 121 ± 15 474.5

Reacher
(state-dim: 11)

ϵ: 1.0

SAC -3.68 ± 0.07 -7.77 ± 0.66 -32.31 ± 2.0 -29.59 ± 2.51 -21.52 ± 0.53 -21.36 ± 0.72 -19.4
SAC-TIRL-BDR -3.76 ± 0.03 -6.99 ± 0.32 -27.37 ± 1.97 -25.37 ± 0.87 -18.12 ± 1.67 -19.91 ± 2.03 -16.9
SAC-TIRL-VQ -4.46 ± 0.03 -7.57 ± 0.17 -15.83 ± 0.05 -16.25 ± 1.25 -15.2 ± 1.29 -14.90 ± 2.16 -12.4
SAC-TIRL-AED -3.67 ± 0.09 -8.22 ± 0.61 -22.15 ± 1.74 -23.08 ± 1.88 -13.21 ± 2.06 -15.90 ± 1.22 -14.4
SAC-TIRL-VAED -3.68 ± 0.10 -7.04 ± 0.34 -18.2 ± 1.24 -19.5 ± 2.25 -16.01 ± 1.22 -14.21 ± 1.64 -13.1
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FIGURE 5: The ablation study of different bin width (bW ) for BDR transformation in Hopper environment. We evaluate the
robustness under different attacks with various ϵ scales.

improvement compared to vanilla SAC. It is worth noting
that, unlike SAC-SA and PA-ATLA, we do not use adver-
sarial examples during training. Moreover, our method only
modifies the model’s input, making it possible to combine
with robust training-based defenses for further robustness
enhancement. We leave this investigation for future work.

E. ABLATION EXPERIMENTS

In this section, we conduct an ablation study on hyperpa-
rameters for TIRL-BDR and TIRL-VQ transformations. We
first train the agents with different hyperparameters. Subse-

quently, with each pretrained model, we evaluate robustness
as a function of adversary strength (i.e., the ϵ-radius) for each
of the three attackers: Random, Action Diff, and Min Q.

Fig. 5 illustrates the robustness of TIRL-BDR in the Hop-
per environment with varying values of bin width (bW ). As
observed, if bW is small (e.g., 0.05), it resembles the robust-
ness of vanilla SAC, particularly noticeable in Action Diff
and Min Q attacks. This is because a smaller bW essentially
reflects the original state space, thus having less impact on
countering perturbations caused by attacks. However, a value
that is too large, bW , dramatically drops natural performance
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TABLE 4: Average episode return ± standard deviation of different defenses. Results are averaged over 5 runs, with evaluations
conducted over 50 episodes per run. Following [7], we bold all scores within 5 percent of the maximum in each attack and
environment (≥ 0.95 · max). Note that Min Q is not applicable for PA-ATLA since it does not contain a Q network.

Environment Method Natural Reward Random Action Diff Min Q RS PA-AD Average

Ant
(state-dim: 111)

ϵ: 0.15

SAC-TIRL-BDR 6543 ± 506 5445 ± 477 877 ± 54 767 ± 174 1073 ± 375 719 ± 513 2570.7
SAC-TIRL-VQ 4785 ± 164 4737 ± 205 4699 ± 308 4456 ± 236 4379 ± 129 4103± 161 4526.5
SAC-SA 6626 ± 675 5263 ± 1657 4357 ± 1734 3735 ± 1647 3414 ± 850 1021 ± 943 4069.3
PA-ATLA 5469 ± 106 5469 ± 158 5328 ± 169 - 4124 ± 291 2986 ± 864 4675.2

Hopper
(state-dim: 11)

ϵ: 0.075

SAC-TIRL-BDR 3516 ± 90 3015 ± 427 2620 ± 695 2300 ± 634 1613 ± 432 1521 ± 811 2430.8
SAC-TIRL-VQ 3253 ± 182 3123 ± 288 2947 ± 334 2706 ± 129 2369 ± 301 2634 ± 491 2838.7
SAC-SA 3652 ± 359 3522 ± 375 3394 ± 675 2987 ± 359 2869 ± 862 2504 ± 653 3154.7
PA-ATLA 3449 ± 237 3325 ± 239 3145 ± 546 - 3002 ± 129 2521 ± 325 3086.6

Walker2d
(state-dim: 17)

ϵ: 0.05

SAC-TIRL-BDR 6266 ± 417 6243 ± 392 5180 ± 908 5265 ± 1028 5198 ± 550 4019 ± 1558 5361.8
SAC-TIRL-VQ 5455 ± 459 5298 ± 479 5560 ± 282 4823 ± 524 5370 ± 349 5193 ± 558 5283.2
SAC-SA 5895 ± 305 5884 ± 419 5502 ± 499 5275 ± 234 5124 ± 383 4505 ± 684 5364.3
PA-ATLA 4178 ± 529 4129 ± 78 4024 ± 572 - 3966 ± 307 2248 ± 131 3709.0

A
ve

ra
ge

 e
p

is
o

d
e 

re
tu

rn

FIGURE 6: The abluation study of different codebook size (K) for VQ transformation in Reacher environment. The agents
are evaluated under different attacks with various ϵ scales.

due to inaccurate representations.
Fig. 6 showcases the results for various codebook sizes of

the VQ transformation in the Reacher environment. Across
all considered values, robustness in policy performance re-
mains consistently strong. However, our primary objective is
to identify smaller codebook sizes that yield higher natural
rewards. This choice is motivated by the increasing computa-
tional cost of larger codebook sizes in the VQ transformation.
Notably, in our experiments on the Hopper environment, the
wall-clock time for training SAC-VQ with K = 5 × 105

is approximately 2.5 times longer compared to SAC-BDR.
This cost differential becomes even more pronounced in
higher-dimensional environments. Consequently, when se-
lecting hyperparameters for VQ, we recommend commenc-
ing with smaller values and incrementally adjusting them
until achieving a satisfactory balance between robustness and
computational efficiency.

F. COMPUTATIONAL COST COMPARISON

We compare the training and testing times for different
transformations on a single machine equipped with a Tesla
V100 16GB GPU. Note that TIRL-AED and TIRL-VAED
are trained after completing the training of RL agents, which
takes approximately 15-20 minutes for training the denoiser.

TABLE 5: Average training and testing times in the Ant
environment. Note that only Bounded Transformation is used
during RL agent training, while the Autoencoder-styled De-
noising is applied after the agent’s training is complete.

Method
Running time

Training
(hours per 106 steps)

Testing
(seconds per 50 episodes)

SAC 5.28 91

SAC-TIRL-BDR 5.38 91.5

SAC-TIRL-VQ 10.54 109.5

SAC-TIRL-AED - 92.5

SAC-TIRL-VAED - 92.5

The results are presented in Table 5. Although TIRL-VQ is
effective in mitigating adversarial attacks, its training time
with SAC is longer, primarily due to the K-means algorithm.
This poses a limitation when extending our method to high-
dimensional states, such as images. Future investigations
could explore more advanced variants of VQ to optimize effi-
ciency further and expand the scope of potential applications.

VI. CONCLUSIONS
Reinforcement Learning (RL) agents demonstrating profi-
ciency in a training environment exhibit vulnerability to
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adversarial perturbations in input observations during de-
ployment. This underscores the importance of building a
robust agent before its real-world deployment. To alleviate
the challenging point, prior works focus on developing robust
training-based procedures, encompassing efforts to fortify
the deep neural network component’s robustness or sub-
ject the agent to adversarial training against potent attacks.
In this work, we proposed a novel method referred to as
Transformed Input-robust RL (TIRL), which explores another
avenue to mitigate the impact of adversaries by employing
input transformation-based defenses. Specifically, we intro-
duced two principles for applying transformation-based de-
fenses in learning robust RL agents: (1) autoencoder-styled
denoising to reconstruct the original state and (2) bounded
transformations (bit-depth reduction and vector quantization
(VQ)) to achieve close transformed inputs. The transforma-
tions are applied to the state before feeding them into the
policy network. Extensive experiments on multiple MuJoCo
environments demonstrated that input transformation-based
defenses, i.e., VQ, defend against several adversaries in the
state observations.

In this paper, we focus primarily on low-dimensional envi-
ronments due to the high computational cost of applying VQ
to high-dimensional environments like those in Atari games.
Future research can address this challenge by developing
more advanced and efficient VQ techniques. Additionally,
our proposed TIRL method holds the potential to syner-
gistically complement other robust training-based defenses,
significantly enhancing the overall robustness of RL agents.
This direction opens exciting opportunities for developing
more resilient RL systems capable of operating effectively
in complex and adversarial environments.
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