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Abstract

The Gottesman-Knill theorem shows that Clifford circuits operating on stabilizer states
can be efficiently simulated classically. However, in the setting of interactive protocols, it has
remained unclear whether Clifford strategies with shared entanglement between provers offer
any advantage over classical ones. We provide a negative answer to this question, demon-
strating that even when Clifford provers are additionally allowed to perform general classical
operations on measured qubits—a computational model for which we introduce the complex-
ity class Clifford-MIP∗—there is no advantage over classical strategies. Our results imply that
Clifford-MIP∗ = MIP.

Furthermore, we utilize our findings to resolve an open question posed by Kalai et al. (STOC
2023). We show that quantum advantage in any non-local game requires at least two quantum
provers operating outside the Clifford-MIP∗ computational model. This rules out a suggested
approach for significantly improving the efficiency of tests for quantum advantage that are based
on compiling non-local games.

1 Introduction

The Clifford group over n qubits comprises quantum operations on a 2n-dimensional Hilbert space
and is generated by the Clifford gates {H,CNOT, S}. When supplemented with T gates or with the
ability to create magic states, Clifford gates become sufficient for universal quantum computation
[1]. However, the Gottesman-Knill theorem demonstrates that quantum circuits composed solely
of Clifford gates and measurements in the standard basis can be efficiently simulated on a classical
computer when acting on qubits in stabilizer states [3]. This efficient simulation arises because the
Clifford group is the normalizer of the Pauli group within the group of all 2n×2n unitary matrices.

This implies that Clifford gates do not encapsulate the full power of quantum computation, par-
ticularly that of BQP. Moreover, quantum computation limited to Clifford gates offers no real
advantage over classical computation in the BQP setting. Nonetheless, a different setting where
quantum computers are known to outperform classical ones is that of non-local games and inter-
active protocols. This raises a natural question, not addressed by the Gottesman-Knill theorem:
Do quantum computers using only Clifford gates have an advantage over classical computers in the
setting of interactive protocols where they are allowed to share entanglement?
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1.1 Our Results

In an interactive protocol, a classical verifier interacts with non-communicating provers through one
or more rounds of classical communication, ultimately deciding whether to accept or reject based
on the interaction. We consider two different computational models. In the first model, which
we refer to as the classical computational model, the provers can only perform classical operations
and are allowed to share random bits prior to the interaction. In the second model, termed the
Clifford computational model, the provers are quantum but are restricted to applying only Clifford
operations to their qubits, in addition to applying any classical operations to qubits immediately
after measuring them. Moreover, in this model the provers are allowed to share entangled qubits
before the interaction begins.

We answer the question given above by proving a theorem:

Theorem: For any K,R ∈ N, let G be an interactive protocol with K provers and R rounds, and
let S be a quantum strategy for G in the Clifford computational model. Then, there exists a classical
strategy S∗ for G which is equivalent to S.

Strategies are considered equivalent if their interaction with the protocol’s verifier produces the
same distribution of questions and answers. Notably, unlike the Gottesman-Knill theorem, our
result is not limited to circuits operating on qubits initialized in stabilizer states; it holds for any
quantum state shared by the provers, including those whose preparation requires using non-Clifford
operations. The computation of random bits shared between the provers that execute the classical
strategy we describe is not known to be efficient, unless the provers in the quantum strategy share
a stabilizer state. However, the computation performed by the classical provers throughout the in-
teraction is efficient with respect to the circuit complexity of provers that implement the quantum
strategy and the number of qubits they use.

This result directly implies an equality between the complexity classes Clifford-MIP∗ and MIP.
MIP is the class of languages decidable by a classical verifier interacting with multiple classical
provers that may share random bits prior to the interaction. We define Clifford-MIP∗ as the class
of languages decidable by a classical verifier interacting with multiple quantum provers sharing
entanglement but limited to performing only Clifford operations in addition to classical operations
on measured qubits. Notably, the class MIP∗, defined similarly to Clifford-MIP∗ but allowing the
provers to perform any quantum operations, equals the class RE of recursively enumerable lan-
guages—vastly larger than MIP [4]. The stark contrast between the powers of MIP∗ and Clifford-
MIP∗ highlights the significant limitations of strategies restricted to Clifford gates and classical
operations in the non-local setting compared to general quantum strategies.

Furthermore, we use this result to address a question raised by Kalai et al. in their work which
introduces a method for compiling any non-local game into a single-prover interactive game [5].
A non-local game is a single-round interactive protocol. In the compiled game, quantum homo-
morphic encryption (QHE) is employed to simulate the spatial separation of the different provers,
and is required for evaluating the strategies of all but one of the provers on encrypted queries. It
is shown that, assuming the existence of quantum homomorphic encryption satisfying a natural
form of correctness with respect to auxiliary quantum input, the quantum completeness and clas-
sical soundness guarantees of any non-local game are preserved under this compilation method.
In follow-up work, similar (but weaker) results were obtained regarding the quantum soundness of
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compiled non-local games [2, 6, 7].

When this compilation method is paired with a non-local game exhibiting a quantum advantage,
it naturally suggests a protocol for verification of quantum advantage. In this protocol, a verifier
plays the compiled game with a single prover, who is asked to demonstrate quantum advantage
by surpassing the classical soundness guarantee of the game. Unlike other verification schemes for
quantum advantage, this protocol does not require assuming the adaptive hardcore bit property,
nor does it require quantum random oracles.

However, a potential weakness of this protocol is the computational cost of applying general quan-
tum homomorphic encryption, which thus renders the resultant protocol for verification of quantum
advantage rather inefficient. In contrast, QHE schemes handling only Clifford gates are much sim-
pler than general QHE schemes; in particular, they only require applying the intended Clifford
gates and additional classical computations. Therefore, the authors pose the question of whether
there exists a non-local game where, once an appropriate bipartite state is prepared, all but one of
the prover strategies can be implemented using only Clifford gates. If such a game exists, it could
be compiled using a QHE scheme handling only Clifford gates, resulting in a truly efficient protocol.

We provide a negative answer to this question by proving the following statement:

Theorem: Let there be a non-local game G and a quantum strategy S, such that the success proba-
bility of S in G exceeds that of any classical strategy. Then, at least two provers in S must operate
outside the Clifford computational model.

Operating outside the Clifford computational model means using quantum operations other than
Clifford operations and classical operations on measured qubits. We achieve this result by describ-
ing an equivalent classical strategy for any quantum strategy for a non-local game in which all
players but at most one operate in the Clifford computational model.

Overall, our results advance the understanding of the power of quantum computation restricted
to Clifford operations. We show that, unlike general quantum strategies, those in the Clifford
computational model cannot leverage entanglement to outperform classical strategies in interactive
protocols. Our proof offers insight into the mechanisms underlying this limitation (see the Proof
Overview section for details). Additionally, we provide an answer to an open question, which may
contribute to a better understanding of certain potential paths towards designing realizable proto-
cols for verification of quantum advantage.

Next, we provide a high-level overview of the proof of our main result. The proof of our result on
non-local games uses a similar approach.

1.2 Proof Overview

Our main result can be stated informally as follows:

Theorem: Let G be an interactive protocol with K provers and R rounds, and let S be a quantum
strategy for G in the Clifford computational model. Then, there exists an classical strategy S∗ for
G which is equivalent to S.
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A formal statement of this result is Theorem 1. In our proof, we construct a classical strategy
equivalent to any circuit implementation C of a quantum strategy S for an interactive protocol G,
provided that S uses only Clifford operations and classical computations on measured qubits. The
classical strategy operates as follows:

1. The classical provers have a hard-coded series of arbitrary questions that may be sent by the
verifier of G to the provers throughout a full interaction.

2. Before the interaction begins, the classical provers jointly sample measurement results and
answers from the distribution that would arise if provers following the quantum strategy S
received the hard-coded questions. They share an encoding of this precomputed interaction.

3. During the interaction, when the verifier sends actual questions that may differ from the
hard-coded ones, the provers compute corrections to their precomputed measurement results
based on the differences between the expected and received questions. Thus, they produce
responses that mimic the statistical behavior of the quantum strategy.

The corrections applied by the classical provers are computed using a sequence of operators Rr
i,w

in the Pauli group, where each Rr
i,w corresponds to prover i (1 ≤ i ≤ K), round r (1 ≤ r ≤ R), and

measurement index w (1 ≤ w ≤ ℓri ). Each operator Rr
i,w encapsulates the cumulative effect of the

ith prover’s operations up to the wth measurement it performs in the rth round. The result of this
measurement is calculated by the ith classical prover through applying Rr

i,w to the corresponding
measurement result in the precomputed interaction. Note that a Pauli operator indeed maps any
standard basis element to another standard basis element.

The operators Rr
i,w are defined recursively, based on the precomputed interaction and the actual

questions received and measurement outcomes computed during the interaction of the classical
provers with the verifier. Each operator is computed through the conjugation of a Pauli operator
by a Clifford unitary, and hence is itself a Pauli operator. Specifically, for each prover i, round r,
and measurement index w, the operator Rr

i,w is defined as:

Rr
i,w = U r

i,w

(

Ar
i,w ⊗Rr

i,w−1

)

U r†
i,w,

where:

• U r
i,w is the Clifford unitary applied by prover i at step w of round r,

• Ar
i,w is a Pauli operator (specifically, a tensor product of Pauli-X and Pauli-I operators) that

accounts for the differences between the expected and received questions or results of classical
computations on measurement outcomes,

• Rr
i,w−1 is the operator from the previous measurement (with Rr

i,0 being the identity operator

if r = 1, or otherwise the final operator from the previous round, Rr−1

i,ℓr−1

i

).

Crucially, each prover can compute their corresponding operators locally—without exchanging in-
formation with the other provers. Hence, the classical strategy respects the locality constraints
of the protocol. This local computability may be seen as equivalent to the inherent limitations of
strategies within the Clifford computational model in exploiting entanglement beneficially.
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Consider the state of all qubits held by the quantum provers executing S with implementation C
immediately after receiving the first question from the verifier. This state can be transformed, via
conjugation with the Pauli operator

⊗K
i=1R

1
i,1, into the shared state corresponding to receiving

the first round of hard-coded questions used in the algorithm. Because Clifford operations nor-
malize the Pauli group, we can show that this property is maintained throughout the interaction.
That is, for any measurement result computed by a classical prover exceuting the classical strategy,
the post-measurement state of the quantum provers—assuming they have followed the interaction
simulated by the classical provers up to that point—can be modified to their state at the corre-
sponding step in the precomputed interaction, by conjugation with the Pauli operator

⊗K
i=1R

r
i,w,

for the corresponding w, r.

Employing this fact, we show that the following two probabilities are equal with respect to any
measurement result computed by the classical simulation:

1. The probability that quantum provers executing S with implementation C obtain this mea-
surement result, given that their interaction up to that point is exactly as computed by the
classical provers.

2. The probability that the quantum provers executing S with implementation C obtain the
corresponding measurement result in the precomputed interaction, given that their interaction
up to that point is exactly as in the precomputed interaction.

From this equality we conclude that the probability of the classical provers producing any given
interaction with the verifier, is equal to the probability of quantum provers producing this interac-
tion. This proves the correctness of the algorithm.

Regarding the efficiency of the simulation, Pauli operators can be efficiently represented classically.
Additionally, the mapping of one Pauli operator to another via a Clifford operator, as well as the
mapping of one standard basis element to another via a Pauli operator, can both be efficiently com-
puted classically. This ensures that except the pre-computation of the shared encoded interaction,
the computation performed by the classical provers throughout the interaction with the verifier is
efficient with respect to the circuit complexity of provers that apply the corresponding quantum
strategy and the number of qubits they use. Computing the shared interaction is only guaranteed
to be efficient if the quantum provers share a stabilizer state.

1.3 Future Work

Our work establishes that for any quantum strategy within the Clifford computational model for
a multi-round interactive protocol, as well as any quantum strategy for a single-round interactive
protocol where at most one prover is outside the Clifford computational model, there exist equivalent
classical strategies. This result is optimal for single-round protocols, as there are known protocols
where a strategy involving two provers outside the Clifford computational model outperforms the
best possible classical strategy. A famous example of such a protocol is the CHSH game. However,
it remains an open question whether a multi-round protocol exists such that a quantum strategy,
with exactly one prover outside the Clifford computational model, surpasses the best classical
strategy.
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2 Preliminaries

We assume a basic knowledge of the theory of quantum information and computation. For an
introduction to this topic, the reader is referred to [8]. We open with a series of definitions regarding
interactive protocols.

Definition 1. An interactive protocol with K provers and R rounds is defined as

G =
(

(Qi)
K
i=1 , (Ai)

K
i=1 , {πr}

R
r=1 , v

)

.

Here:

• For each prover i (1 ≤ i ≤ K), Qi ⊆ {0, 1}si (si ∈ N), is a finite set of possible questions
that can be sent to prover i, and Ai ⊆ {0, 1}ti is a finite set of possible answers that can be
returned by prover i in the rth round of interaction.

• The protocol proceeds in R rounds. In each round r (1 ≤ r ≤ R):

– The verifier sends a question qri ∈ Qi to each prover i.

– Each prover i replies with an answer ari ∈ Ai.

• The provers cannot communicate with each other during the protocol.

• A history up to round r (1 ≤ r ≤ R) is a sequence

hr :=

(

(

qji , a
j
i

)K

i=1

)r

j=1

consisting of the questions sent to and answers received from all provers in rounds 1 to r. Let
us denote the set of histories up to round r by Hr.

We denote all questions sent by the verifier in round j (1 ≤ j ≤ r) of hr by

qj := (qji )
K
i=1

Similarly, we denote all answers sent by the provers in round j (1 ≤ j ≤ r) of hr by

aj := (aji )
K
i=1

• For each prover i, a local history up to round r is a sequence

hri =
(

qji , a
j
i

)r

j=1
,

consisting of the questions received by prover i and the answers provided by prover i in rounds
1 to r. Let us denote the set of local histories for prover i up to round r by Hr

i .
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• For each round r, the function πr assigns a probability mass to the sequence of questions sent
by the verifier in that round, conditioned on the history up to that point:

πr : H
r−1 ×

K
∏

i=1

Qi → [0, 1],

• The function v determines the outcome of the protocol (win or loss) based on the history after
R rounds:

v : HR → {0, 1},

where HR is the set of possible histories after R rounds.

Definition 2. A non-local game is an interactive protocol with a single round of communication.

Definition 3. A quantum strategy S for an interactive protocol G =
(

(Qi)
K
i=1 , (Ai)

K
i=1 , {πr}

R
r=1 , v

)

is defined as

S =

(

|ψ〉 ,
(

(M r
i )

K
i=1

)R

r=1

)

.

Here, |ψ〉 is a pure quantum state over n qubits (for some n ∈ N) which are shared by the provers.
M r

i (1 ≤ i ≤ K, 1 ≤ r ≤ R) is the projective measurement (PVM) performed by the ith prover in
the jth round, on the question (bit-string) it receives from the verifier, and on its part of |ψ〉. The
outcomes of M j

i correspond to elements of Ai.

Some definitions of a strategy allow a prover to operate on ancilla qubits in addition to the prover’s
part of |ψ〉. However, we assume without loss of generality that all ancilla qubits a prover operates
on are included in the part of |ψ〉 that is held by the prover.

Definition 4. A classical strategy with shared randomness S for G is defined as

S =

(

P,
(

(f ri )
K
i=1

)R

r=1

)

.

Here, P is a probability distribution on {0, 1}λ (for some λ ∈ N), from which the random bits that are
shared by the provers are sampled at the beginning of the protocol. For each 1 ≤ i ≤ K, 1 ≤ r ≤ R:

• Hr−1
i denotes the set of possible local histories of prover i up to round r − 1.

• f ri : {0, 1}λ×Hr−1
i ×Qi → Ai is a function that, given a shared random bit-string s ∈ {0, 1}λ,

a local history hr−1
i ∈ Hr−1

i , and a question qri ∈ Qi received in round r, outputs the answer
ari ∈ Ai of prover i in round r.

Definition 5. A full history up to round r (1 ≤ r ≤ R) of an interaction between a verifier of a
protocol G and provers following a quantum strategy S with an implementation C, is a sequence

hr :=

(

(

qji , a
j
i , (v

j
i,w)

ℓ
j
i

w=1

)K

i=1

)r

j=1

consisting of the questions sent to and answers received from all provers, in addition to the results
of all measurements performed by the provers, in rounds 1 to r. ℓri is the number of measurements
performed by the ith prover in the rth round. Let us denote the set of full histories of implementa-
tion C up to round r by Ĥr

C.
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We denote all questions sent by the verifier in round j (1 ≤ j ≤ r) of hr by

qj := (qji )
K
i=1

Similarly, we denote all answers sent by the provers in round j (1 ≤ j ≤ r) of hr by

aj := (aji )
K
i=1

Additionally, we denote all measurements results obtained by in round j (1 ≤ j ≤ r) of hr by

vj := (vji )
K
i=1

where vji := (vji,1, ..., v
j

i,ℓ
j
i

), and vji,w is the result of the wth measurement performed by the ith prover

in the jth round.

Definition 6. Let G be an interactive protocol, and let S =
(

|ψ〉 , (Mi)
K
i=1

)

be a quantum strategy

for it. An implementation of S is a sequence of quantum circuits
(

(Cr
i )

K
i=1

)R

r=1
, such that for each

prover i and each round r, Cr
i implements the measurement M r

i .

Definition 7. For any strategy S for G, whether quantum or classical, we denote by PG,S the joint
probability distribution over histories hR after R rounds.

Formally, for any history hR =
(

(qri , a
r
i )

K
i=1

)R

r=1
:

PG,S

(

hR
)

=

R
∏

r=1

[

πr
(

hr−1, qr
)

· pS
(

ar | hr−1, qr
)]

,

where:

• hr−1 is the history up to round r − 1.

• pS
(

ar | hr−1, qr
)

is the probability that the provers following strategy S, provide answers
ar1, . . . , a

r
K in round r given the history hr−1 and the questions qr1, . . . , q

r
K in round r.

Definition 8. For any quantum strategy S for G, and an implementation C of S, we denote by
PG,S,C the joint probability distribution over full histories hR after R rounds.

Formally, for any full history hR =

(

(

qri , a
r
i , (v

r
i,w)

ℓri
w=1

)K

i=1

)R

r=1

:

PG,S,C(h
R) =

R
∏

r=1

π(hr−1, qr) ·

ℓr
∏

w=1

pS,C(v
r
w | hr−1, qr, vr1, ..., v

r
w−1)

pS,C(v
r
w | hr−1, qr, vr1, ..., v

r
w−1) is the probability of the wth measurements of provers executing S

with an implementation C being vrw := (vr1,w, . . . , v
r
K,w), provided that the history of the interaction

in the first r−1 rounds was hr−1, the questions sent in round r were qr := qr1, . . . , q
r
K , and previous

measurement results in round r were (vr1, . . . , v
r
w−1).

Definition 9. Two strategies S and S′ for G, whether quantum or classical, are considered equiv-
alent if and only if

PG,S = PG,S′ .

That is, they induce the same joint probability distribution over histories after R rounds.
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Definition 10. [8]
The single-qubit Pauli group P1 consists of all 2×2 unitary matrices generated by the Pauli matrices
I, X, Y , and Z, along with multiplicative factors {±1,±i}:

P1 =
{

eiθP | θ ∈
{

0, π2 , π,
3π
2

}

, P ∈ {I,X, Y, Z}
}

,

where

I =

(

1 0
0 1

)

, X =

(

0 1
1 0

)

, Y =

(

0 −i
i 0

)

, Z =

(

1 0
0 −1

)

.

The n-qubit Pauli group Pn is defined as the n-fold tensor product of single-qubit Pauli operators
with phase factors:

Pn =
{

eiθP1 ⊗ P2 ⊗ · · · ⊗ Pn | θ ∈
{

0, π2 , π,
3π
2

}

, Pi ∈ {I,X, Y, Z}
}

.

.

Definition 11. The set of Clifford quantum gates consists of the following unitary operations:

H = 1√
2

(

1 1
1 −1

)

CNOT =









1 0 0 0
0 1 0 0
0 0 0 1
0 0 1 0









S =

(

1 0
0 i

)

Definition 12. Let U(2n) denote the group of 2n × 2n unitary operators acting on n qubits. The
Clifford group on n qubits, denoted by Cn, is the normalizer of the Pauli group Pn in U(2n):

Cn =
{

U ∈ U(2n) | UPnU
† = Pn

}

That is, for all U ∈ Cn and all P ∈ Pn, the conjugation of P by U yields another Pauli operator:

UPU † ∈ Pn

Furthermore, the Clifford group is the largest subgroup of U(2n) that preserves the Pauli group
under conjugation.

Next, let us state a lemma regarding the Clifford group.

Lemma 1. [8] The Clifford group on n qubits, denoted by Cn, is generated by the following set of
matrices:

{Hi : 1 ≤ i ≤ n} ∪ {Si : 1 ≤ i ≤ n} ∪ {CNOTi,j : 1 ≤ i, j ≤ n, i 6= j}

Where Hi, Si are H,S (respectively) operating on the ith qubit, and CNOTi,j is CNOT operating
on the ith, jth qubits.

According to Definition 12, conjugation by any Clifford unitary U ∈ Cn maps elements of the Pauli
group Pn to other elements within Pn. Lemma 1 establishes that any such U can be implemented
using Clifford gates. To classically compute UPU † for P ∈ Pn, one can proceed as follows:

1. Represent P as a tensor product of single-qubit Pauli operators and a complex phase.

2. Decompose U into a sequence of Clifford gates (e.g., H, S, and CNOT gates).

9



3. Sequentially update the representation of P by applying the conjugation action of each gate
in the sequence. Since the conjugation of a Pauli operator by a Clifford gate results in another
Pauli operator, the updated representation remains within Pn.

The computational complexity depends on the number of gates m in the implementation of U :

• If m = O(n), the computation can be performed in O(n) time.

• Otherwise, the computation requires O(m) time.

Theorem 1 (Gottesman-Knill Theorem). [3] Any quantum circuit that is composed entirely of the
following can be efficiently simulated on a classical computer:

• Initialization of qubits in computational basis states.

• Application of quantum gates from the Clifford group Cn.

• Measurement of qubits in the computational basis.

The simulation can be performed in polynomial time in the number of qubits n and the number of
gates in the circuit.

Definition 13. A quantum circuit limited to Clifford gates and classical operations is one that
includes only the following gates:

1. Clifford gates (CNOT, H, S).

2. Any classical logical operations, which can only be performed on qubits immediately after they
are measured. These operations are not necessarily invertible.

Lemma 2. [9] The deferred measurement principle states that measurements can be postponed until
the end of a quantum circuit without affecting the outcome, provided that any operations dependent
on measurement results are appropriately adjusted. If measurement results are used during the
circuit, classically controlled operations can be replaced with conditional quantum operations.

We explain how the deferred measurement principle can be applied to move all measurements in
a quantum circuit to its final step, while maintaining the circuit’s functionality. Let there be a
quantum circuit C. The deferred measurement principle can be applied as follows:

1. For any measurement of a qubit q in C that is not at the final step, add an ancilla qubit a
initialized to |0〉.

2. Instead of measuring q, insert a CNOT gate controlled by q targeting qubit a.

3. At the final step of the circuit, measure qubit a in the standard basis.

Definition (MIP): The complexity class MIP consists of all languages L for which there exists a
probabilistic polynomial-time verifier V that interacts with multiple computationally unbounded
but non-communicating classical provers P1, P2, . . . , Pk, that are allowed to share random bits before
the interaction, such that there exist functions c, s : N → [0, 1] satisfying c(|x|) − s(|x|) ≥ 1

poly(|x|) ,
and:

• (Completeness) If x ∈ L, then there exist provers that convince the verifier to accept with
a probability at least c(|x|).
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• (Soundness) If x /∈ L, then any provers can convince the verifier to accept except with a
probability at most s(|x|)

Definition (MIP∗): The complexity class MIP
∗ consists of all languages L for which there exists

a probabilistic polynomial-time verifier V that interacts with multiple computationally unbounded
but non-communicating quantum provers P1, P2, . . . , Pk that are allowed to share entangled qubits
prior to the interaction, such that there exist functions c, s : N → [0, 1] satisfying c(|x|) − s(|x|) ≥

1
poly(|x|) , and::

• (Completeness) If x ∈ L, then there exist provers that convince the verifier to accept with
a probability at least c(|x|).

• (Soundness) If x /∈ L, then any provers can convince the verifier to accept except with a
probability at most s(|x|)

We define a new complexity class, denoted Clifford−MIP
∗, as follows:

Definition (Clifford-MIP∗): The complexity class Clifford−MIP
∗ consists of all languages L

for which there exists a probabilistic polynomial-time verifier V that interacts with multiple com-
putationally unbounded but non-communicating quantum provers P1, P2, . . . , Pk that are allowed
to share entangled qubits prior to the interaction, and are constrained to applying only Clifford
operations in addition to classical computations on measured qubits, such that for some parameters
c(|x|) > s(|x|) + 1

poly(|x|) :

• (Completeness) If x ∈ L, then there exist provers that convince the verifier to accept with
a probability at least c(|x|).

• (Soundness) If x /∈ L, then any provers can convince the verifier to accept except with a
proability at most s(|x|).

3 Clifford Strategies for Interactive Protocols

3.1 Classical Simulation of Clifford Strategies

We state and prove the main theorem of the current section.

Theorem 2. Let there be an interactive protocol with K provers and R rounds

G =
(

(Qi)
K
i=1 , (Ai)

K
i=1 , {πr}

R
r=1 , v

)

with K provers, and a quantum strategy S =

(

|ψ〉 ,
(

(M r
i )

K
i=1

)R

r=1

)

for G. Furthermore, there exists an implementation of S denoted C =
(

(Cr
i )

K
i=1

)R

r=1
such that

∀1 ≤ i ≤ K, 1 ≤ r ≤ R, Cr
i is a quantum circuit limited to Clifford gates and classical opera-

tions on measured qubits. Then, there exists a classical strategy S∗ for G that meets the following
conditions:

1. S∗ is equivalent to S.

2. The computation performed by the provers executing S∗ throughout the interaction is efficient
with respect to the circuit complexity of the provers that implement S and the number of
qubits they use. However, computing the random bits that are shared between the provers
before the interaction is only known to be efficient with respect to the same parameters if |ψ〉
is a stabilizer state.
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Proof. In the proof, we present a classical strategy for G which is equivalent to S. However, before
presenting this classical strategy, we begin by analyzing the strategy S.

3.1.1 Analysis of the Quantum Strategy S

Let (P1, ..., PK) be provers that follow this strategy with an implementation C. Then at the begin-
ning of the game (before receiving questions from the verifier), the state of all qubits held by the
provers is ρ := |ψ〉 〈ψ|.

For any 1 ≤ i ≤ K, 1 ≤ r ≤ R, the circuit Cr
i operates on the input bit-string received by Pi

from the verifier in the rth round of the interaction, and on Pi’s part of the shared state at that
point. We can represent Cr

i as a sequence (U r
i,1,M

r
i,1, f

r
i,1, ..., U

r
i,ℓri−1,M

r
i,ℓri−1, f

r
i,ℓri−1, U

r
i,ℓri
,M r

i,ℓri
),

where ∀1 ≤ w ≤ ℓri , U
r
i,w is a unitary composed of Clifford gates, M r

i,w is a standard basis mea-

surement of a subset of the qubits held by the ith prover in the rth round, and f ri,w is a classical
computation which operates on the qubits measured by M r

i,w. C
r
i is equivalent to the application

of the elements in the above sequence in chronological order going from left to right.

Furthermore, consider two sequences of questions:

q :=
(

(qri )
K
i=1

)R

r=1
, q̃ :=

(

(q̃ri )
K
i=1

)R

r=1
,

such that for all 1 ≤ i ≤ K and 1 ≤ r ≤ R, we have qri , q̃
r
i ∈ Qi. Additionally, let there be

two sequences of possible measurement outcomes obtained by the provers throughout the different
rounds:

v :=

(

(

(

vri,w
)ℓri
w=1

)K

i=1

)R

r=1

, ṽ :=

(

(

(

ṽri,w
)ℓri
w=1

)K

i=1

)R

r=1

,

where the bit-string vri,w is a possible outcome of the measurement M r
i,w, which is the w-th mea-

surement performed by the i-th prover in the r-th round. Based on v and ṽ, we denote by y and
ỹ the corresponding sequences of results of the classical computations performed on measurement
outcomes. That is,

yri,w = f ri,w(v
r
i,w), ỹri,w = f ri,w(ṽ

r
i,w).

For convenience, we make two assumptions without loss of generality:

1. The result of any classical computation performed on a set of measured qubits is stored in
ancilla qubits that are each initialized to |0〉 and are not used by the prover up to that point.
That is, for all 1 ≤ i ≤ K, 1 ≤ r ≤ R, and w, the unitary U r

i,w does not operate on qubits

that are designated for storing yr
′

i,w′ for w′ ≥ w and r′ ≥ r. This implies that U r
i,w+1 may

operate on more qubits than U r
i,w does. We denote by dri,w the number of qubits on which

U r
i,w operates.

2. As the last step performed by the ith prover in any round r, it measures ti qubits and sends
the measurement result to the verifier.

12



3.1.2 Definitions of Operators

Next, let there be two bitstrings x, y ∈ {0, 1}n for some n ∈ N. We define the operator Ax,y as
follows:

Ax,y =
n
⊗

i=1

XI[xi,yi]

where

I[xi 6= yi] =

{

1 if xi 6= yi

0 if xi = yi

XI[xi,yi] =

{

X if I[xi 6= yi] = 1

I if I[xi 6= yi] = 0

X is the Pauli-X (bit-flip) operator and I is the identity operator. By definition of Ax,y, the
following holds:

|x〉 = Ax,y |y〉

We proceed to define a sequence of unitary operators which depends on q, q̃, y, ỹ, that will be used by

provers that implement the classical strategy. We denote these operators by

(

(

(

Rr
i,w(q, q̃, y, ỹ)

)ℓri

w=1

)K

i=1

)R

r=1

.

For brevity, we will often omit (q, q̃, y, ỹ) from the notation when the choice of parameters is clear
from context. These operators are defined recursively as follows for any 1 ≤ i ≤ K:

R1
i,1 := U1

i,1(Aq1i ,q̃
1
i
⊗ I1i,1)(U

1
i,1)

†

∀2 ≤ w ≤ ℓ1i : R
1
i,w := U1

i,w(Ay1i,w−1
,ỹ1i,w−1

⊗R1
i,w−1)(U

1
i,w)

†

Furthermore, we define the following operators for any 2 ≤ r ≤ R:

Rr
i,1 := U r

i,1(Aqri ,q̃
r
i
⊗Rr−1

i,ℓr−1

i

)(U r
i,1)

†

∀2 ≤ w ≤ ℓri : R
r
i,w := U r

i,w(Ayri,w−1
,ỹri,w−1

⊗Rr
i,w−1)(U

r
i,w)

†

Iri,1 is the identity operator which operates on the qubits of Pi that are not designated for stor-

ing the question sent to the ith prover in the rth round, nor the results of later classical computation.

As mentioned above, U r
i,w is a unitary composed of Clifford gates. Hence U r

i,w ∈ Cdri,w , the d
r
i,w-qubit

Clifford group. Furthermore, Aqri ,q̃
r
i
∈ Psi , the si-qubit Pauli group. According to the definition of

the Clifford group, for any n ∈ N, a matrix in Cn maps any matrix in the Pauli group Pn to another
matrix in that group by conjugation. Therefore, ∀1 ≤ i ≤ K : R1

i,1 ∈ Pd1i,1
. This serves as the basis

for an inductive argument that proves the following statement:

∀1 ≤ i ≤ K, 1 ≤ r ≤ R, 1 ≤ w ≤ ℓri : R
r
i,w ∈ Pdri,w

We first perform induction over w, and then over r. Let there be 1 ≤ r ≤ R, 1 ≤ i ≤ K, 1 ≤ w ≤
ℓri−1, and assume that Rr

i,w ∈ Pdri,w
. Hence, ξ := Ayri,w,ỹri,w

⊗Rr
i,w ∈ Pdri,w

, which directly implies that

Rr
i,w+1 = U r

i,w+1ξ(U
r
i,w+1)

† ∈ Pdri,w+1
. Next, let there be 1 ≤ r ≤ R− 1, 1 ≤ i ≤ K. We assume that

Rr
i,ℓri

∈ Pdr
i,ℓr

i

. Hence, ξ′ := Aqr+1

i ,q̃r+1

i
⊗ Rr

i,ℓri
∈ Pdr+1

i,1
. Therefore, Rr+1

i,1 = U r+1
i,1 ξ′(U r+1

i,1 )† ∈ Pdr+1

i,1
.
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This completes the argument.

3.1.3 An Equivalent Classical Strategy

We are now ready to discuss Algorithm 1, which describes a classical strategy for G that is equiv-
alent to S.

In the description of Algorithm 1, Îri,w is the identity operator which operates on the same qubits

on which Rr
i,w does, excluding these that the ith prover measures to obtain vri,w. Next, we prove

the correctness of the strategy described by Algorithm 1 and analyze its running time complex-
ity. Consider an interaction between a verifier V executing protocol G and provers (P1, . . . , PK)
implementing strategy S. This interaction produces a full history:

hR =
(

(qri , v
r
i , a

r
i )

K
i=1

)R

r=1
.

We denote the series of questions asked by the verifier in hR by:

q =
(

(qri )
K
i=1

)R

r=1
.

Let there be another possible series of questions q̃ =
(

(q̃ri )
K
i=1

)R

r=1
. We analyze an interaction

between V and classical provers executing Algorithm 1, assuming their shared randomness encodes
the interaction hR, while the questions presented to them by the verifier throughout the interaction
are q̃. In this analysis, we refer to the values computed during the interaction as:

(

(

(

ṽri,w, ỹ
r
i,w

)ℓri
w=1

)K

i=1

)R

r=1

,

and to the corresponding operators:

(

(

(

Rr
i,w(q, q̃, y, ỹ)

)ℓri
w=1

)K

i=1

)R

r=1

,

From now on, we omit the dependence on (q, q̃, y, ỹ) in the notation for brevity. For each 1 ≤ i ≤ K
and 1 ≤ r ≤ R, as in Algorithm 1, we define bri ∈ {0, 1}ti such that:

(

|bri 〉 〈b
r
i | ⊗ Îri,ℓr

i

)

= Rr
i

(

|ari 〉 〈a
r
i | ⊗ Îri,ℓr

i

)

Rr†
i .

Without loss of generality, we assume that for each round 1 ≤ r ≤ R, the number of measurements
performed in that round is the same across all provers:

ℓr := ℓr1 = ℓr2 = · · · = ℓrK .

If this is not the case we set ℓr := max1≤i≤K{ℓri }, and for any prover i with ℓri < ℓr, we define for
ℓri < w ≤ ℓr:

U r
i,w = I, M r

i,w =M r
i,ℓri
, f ri,w = f ri,ℓri .

This means that the redundant operations are identical to the prover’s last original operation, and
thus do not change its state. By assuming all provers make the same number of measurements at
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Algorithm 1 Classical Simulation of a Clifford Strategy

1: An arbitrary sequence of questions for all rounds, q = (q1, . . . , qR), is hard-coded into the
algorithm. For each round r = 1 to R, sample measurement results vr and answers ar in
ascending order:

• Sample vr from the distribution PS

(

vr | q≤r, v<r, a<r
)

.

• Sample ar from the distribution PS

(

ar | q≤r, v≤r, a<r
)

.

Here, q≤r = (q1, . . . , qr), v<r = (v1, . . . , vr−1), and a<r = (a1, . . . , ar−1). The measurement

results vr are given by vr =

(

(

vri,w

)K

i=1

)ℓri

w=1

.

The provers share the randomness h = (qr, vr, ar)Rr=1.
2: The interaction with the provers begins. Denote the interaction transcript by h̃ = (q̃r, ṽr, br)Rr=1.

In the first round (r = 1), each prover i performs the following:

1. Compute the matrix Aq1i ,q̃
1
i
, represented as a bit-string z ∈ {0, 1}si , where zj = I[(q1i )j 6=

(q̃1i )j ] for all 1 ≤ j ≤ si.

2. Compute R1
i,1 = U1

i,1

(

Aq1i ,q̃
1
i
⊗ I1i,1

)

U1†
i,1 in the Pauli group.

3. Compute ṽ1i,1 = R1
i,1

(

v1i,1 ⊗ Î1i,1

)

R1†
i,1.

4. Compute ỹ1i,1 = f1i,1

(

ṽ1i,1

)

and y1i,1 = f1i,1

(

v1i,1

)

.

5. Compute Ay1i,1,ỹ
1
i,1
.

6. For w = 2 to ℓ1i , repeat steps (2)–(5) to compute R1
i,w and Ay1i,w ,ỹ1i,w

recursively.

3: In each subsequent round r = 2 to R, each prover i performs:

1. Compute the matrix Aqri ,q̃
r
i
.

2. Compute Rr
i,1 = U r

i,1

(

Aqri ,q̃
r
i
⊗Rr−1

i,ℓr−1

i

)

U r†
i,1.

3. Compute ṽri,1 = Rr
i,1

(

vri,1 ⊗ Îri,1

)

Rr†
i,1.

4. Compute ỹri,1 = f ri,1

(

ṽri,1

)

and yri,1 = f ri,1

(

vri,1

)

.

5. Compute Ayri,1,ỹ
r
i,1
.

6. For w = 2 to ℓri , repeat steps (2)–(5) to compute Rr
i,w and Ayri,w,ỹri,w

recursively.

4: At the end of each round r = 1 to R, each prover i computes its answer bri ∈ {0, 1}ti such that:

(|bri 〉 〈b
r
i | ⊗ Iri ) = Rr

i,ℓri
(|ari 〉 〈a

r
i | ⊗ Iri ) (R

r
i,ℓri

)†.
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each given round, we can model their operation by considering them to perform the wth measure-
ment in a given round simultaneously, for each w. For all 1 ≤ r ≤ R and 1 ≤ w ≤ ℓr, let ρa,q,v,r,w
denote the post-measurement state of all qubits held by the K provers executing the strategy S
right after the wth measurement of the rth round, under the following conditions:

• For each 1 ≤ j ≤ r, the provers receive the questions (qj1, . . . , q
j
K) from the verifier in the jth

round.

• For 1 ≤ j < r, the measurement results throughout the jth round are vj =

(

(

vji,w′

)K

i=1

)ℓj

w′=1

,

and their final answers are aj =
(

aji

)K

i=1
.

• In the rth round, the results of the first w measurements are

(

(

vri,w′

)K

i=1

)w

w′=1

.

We begin by examining ρb,q̃,ṽ,1,1. We have:

ρb,q̃,ṽ,1,1 =

(

K
⊗

i=1

(

|ṽ1i,1〉 〈ṽ
1
i,1| ⊗ Î1i,1

)

)(

K
⊗

i=1

U1
i,1

)(

(

K
⊗

i=1

|q̃1i 〉 〈q̃
1
i |)⊗ ρ

)

(

K
⊗

i=1

U1†
i,1

)(

K
⊗

i=1

(

|ṽ1i,1〉 〈ṽ
1
i,1| ⊗ Î1i,1

)

)

.

Using the relation:

|ṽ1i,1〉 〈ṽ
1
i,1| ⊗ Î1i,1 = R1

i,1

(

|v1i,1〉 〈v
1
i,1| ⊗ Î1i,1

)

(R1
i,1)

†,

we can rewrite ρb,q̃,ṽ,1,1 as:

ρb,q̃,ṽ,1,1 =

(

K
⊗

i=1

R1
i,1

(

|v1i,1〉 〈v
1
i,1| ⊗ Î1i,1

)

R1†
i,1

)(

K
⊗

i=1

U1
i,1

)(

(
K
⊗

i=1

|q̃1i 〉 〈q̃
1
i |)⊗ ρ

)

(

K
⊗

i=1

U1†
i,1

)(

K
⊗

i=1

R1
i,1

(

|v1i,1〉 〈v
1
i,1| ⊗ Î1i,1

)

(R1
i,1)

†
)

.

Since (R1
i,1)

† = R1
i,1, then (R1

i,1)
†U1

i,1 = (R1
i,1)U

1
i,1 = U1

i,1(Aq1i ,q̃
1
i
⊗ I1i,1)(U

1
i,1)

†U1
i,1 = U1

i,1(Aq1i ,q̃
1
i
⊗ I1i,1).

Thus, we have:

ρb,q̃,ṽ,1,1 =

(

K
⊗

i=1

R1
i,1

(

|v1i,1〉 〈v
1
i,1| ⊗ Î1i,1

)

U1
i,1(Aq1i ,q̃

1
i
⊗ I1i,1)

)(

(
K
⊗

i=1

|q̃1i 〉 〈q̃
1
i |)⊗ ρ

)

(

K
⊗

i=1

R1
i,1

(

|v1i,1〉 〈v
1
i,1| ⊗ Î1i,1

)

U1
i,1(Aq1i ,q̃

1
i
⊗ I1i,1)

)†

.

Aq1i ,q̃
1
i
|q̃1i 〉 〈q̃

1
i |Aq1i ,q̃

1
i
= |q1i 〉 〈q

1
i |, and therefore:
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ρb,q̃,ṽ,1,1 =

(

K
⊗

i=1

R1
i,1

)(

K
⊗

i=1

|v1i,1〉 〈v
1
i,1| ⊗ Î1i,1

)(

K
⊗

i=1

U1
i,1

)(

(

K
⊗

i=1

|q1i 〉 〈q
1
i |)⊗ ρ

)

(

K
⊗

i=1

U1
i,1

)†( K
⊗

i=1

|v1i,1〉 〈v
1
i,1| ⊗ Î1i,1

)(

K
⊗

i=1

R1
i,1

)†

=

(

K
⊗

i=1

R1
i,1

)

ρa,q,v,1,1

(

K
⊗

i=1

R1
i,1

)†

.

This serves as a basis for an inductive argument over both r and w, proving the following statement:

For 1 ≤ r ≤ R, 1 ≤ w ≤ ℓr : ρb,q̃,ṽ,r,w =

(

K
⊗

i=1

Rr
i,w

)

ρa,q,v,r,w

(

K
⊗

i=1

Rr
i,w

)†

(1)

We proceed to describe the induction step on w. Let 1 ≤ r ≤ R and 2 ≤ w ≤ ℓr. Assume that for
w − 1 the following holds:

ρb,q̃,ṽ,r,w−1 =

(

K
⊗

i=1

Rr
i,w−1

)

ρa,q,v,r,w−1

(

K
⊗

i=1

Rr
i,w−1

)†

(2)

Then, the following equalities hold:

ρb,q̃,ṽ,r,w =

(

K
⊗

i=1

(

|ṽri,w〉 〈ṽ
r
i,w| ⊗ Îri,w

)

)(

K
⊗

i=1

U r
i,w

)(

(

K
⊗

i=1

|ỹri,w−1〉 〈ỹ
r
i,w−1|)⊗ ρb,q̃,ṽ,r,w−1

)(

K
⊗

i=1

U r
i,w

)†

(

K
⊗

i=1

(

|ṽri,w〉 〈ṽ
r
i,w| ⊗ Îri,w

)

)

=

(

K
⊗

i=1

Rr
i,w

(

|vri,w〉 〈v
r
i,w| ⊗ Îri,w

)

Rr†
i,w

)(

K
⊗

i=1

U r
i,w

)(

(

K
⊗

i=1

|ỹri,w−1〉 〈ỹ
r
i,w−1|)⊗ ρb,q̃,ṽ,r,w−1

)

(

K
⊗

i=1

U r
i,w

)†( K
⊗

i=1

Rr
i,w

(

|vri,w〉 〈v
r
i,w| ⊗ Îri,w

)

Rr†
i,w

)

(3)

Where the last equality holds due to the relation

Rr
i,w

(

|vri,w〉 〈v
r
i,w| ⊗ Îri,w

)

Rr†
i,w = |ṽri,w〉 〈ṽ

r
i,w| ⊗ Îri,w

Moreover, since (Rr
i,w)

† = Rr
i,w, then

(Rr
i,w)

†U r
i,w = (Rr

i,w)U
r
i,w = U r

i,w(Ayri,w−1
,ỹri,w−1

⊗Rr
i,w−1)(U

r
i,w)

†U r
i,w = U r

i,w(Ayri,w−1
,ỹri,w−1

⊗Rr
i,w−1)

Thus, we have the following:

ρb,q̃,ṽ,r,w =

(

K
⊗

i=1

Rr
i,w

(

|vri,w〉 〈v
r
i,w| ⊗ Îri,w

)

U r
i,w(Ayri,w−1

,ỹri,w−1
⊗Rr

i,w−1)

)

(

(

K
⊗

i=1

|ỹri,w−1〉 〈ỹ
r
i,w−1|)⊗ ρb,q̃,ṽ,r,w−1

)(

K
⊗

i=1

Rr
i,w

(

|vri,w〉 〈v
r
i,w| ⊗ Îri,w

)

U r
i,w(Ayri,w−1

,ỹri,w−1
⊗Rr

i,w−1)

)†

(4)
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We note that Ayri,w,ỹri,w
|ỹri,w〉 〈ỹ

r
i,w|Ayri,w,ỹri,w

= |yri,w〉 〈y
r
i,w|. Furthermore, according to the induction

hypothesis, ρb,q̃,ṽ,r,w−1 =
(

⊗K
i=1R

r
i,w−1

)

ρa,q,v,r,w−1

(

⊗K
i=1R

r
i,w−1

)†
. Using these facts, we can

directly derive the following equalities:

ρb,q̃,ṽ,r,w =

(

K
⊗

i=1

Rr
i,w

)(

K
⊗

i=1

|vri,w〉 〈v
r
i,w| ⊗ Îri,w

)(

K
⊗

i=1

U r
i,w

)(

(

K
⊗

i=1

|yri,w−1〉 〈y
r
i,w−1|)⊗ ρa,q,v,r,w−1

)

(

K
⊗

i=1

U r
i,w

)†( K
⊗

i=1

|vri,w〉 〈v
r
i,w| ⊗ Îri,w

)(

K
⊗

i=1

Rr
i,w

)†

=

(

K
⊗

i=1

Rr
i,w

)

ρa,q,v,r,w

(

K
⊗

i=1

Rr
i,w

)†

.

This completes the induction step over w. Next, we proceed to describe the induction step over r.
Let 2 ≤ r ≤ R and 1 ≤ w ≤ ℓr. Assume that for r − 1 the following holds:

ρb,q̃,ṽ,r−1,ℓr−1 =

(

K
⊗

i=1

Rr−1
i,ℓr−1

)

ρa,q,v,r−1,ℓr−1

(

K
⊗

i=1

Rr−1
i,ℓr−1

)†

(5)

The following equalities hold:

ρb,q̃,ṽ,r,1 =

(

K
⊗

i=1

(

|ṽri,1〉 〈ṽ
r
i,1| ⊗ Îri,1

)

)(

K
⊗

i=1

U r
i,1

)((

K
⊗

i=1

|q̃ri 〉 〈q̃
r
i |

)

⊗ ρb,q̃,ṽ,r−1,ℓr−1

)(

K
⊗

i=1

U r
i,1

)†

(

K
⊗

i=1

(

|ṽri,1〉 〈ṽ
r
i,1| ⊗ Îri,1

)

)

(6)

We use the induction hypothesis, the relation (|ṽri,1〉 〈ṽ
r
i,1| ⊗ Îri,1) = Rr

i,1(|v
r
i,1〉 〈v

r
i,1| ⊗ Îri,1))R

r†
i,1 and

the fact (Rr
i,1)

† = Rr
i,1 to obtain the following equality:

ρb,q̃,ṽ,r,1 =

(

K
⊗

i=1

Rr
i,1

(

|vri,1〉 〈v
r
i,1| ⊗ Îri,1

)

Rr
i,1

)

(

K
⊗

i=1

U r
i,1

)





(

K
⊗

i=1

|q̃ri 〉 〈q̃
r
i |

)

⊗





(

K
⊗

i=1

Rr−1
i,ℓr−1

)

ρa,q,v,r−1,ℓr−1

(

K
⊗

i=1

Rr−1
i,ℓr−1

)†







(

K
⊗

i=1

U r
i,1

)†( K
⊗

i=1

Rr
i,1

(

|vri,1〉 〈v
r
i,1| ⊗ Îri,1

)

Rr
i,1

)

(7)

Since Rr
i,1 = U r

i,1(Aqri ,q̃
r
i
⊗Rr−1

i,ℓr−1

i

)(U r
i,1)

†, then Rr
i,1U

r
i,1 = U r

i,1(Aqri ,q̃
r
i
⊗Rr−1

i,ℓr−1

i

). Hence, we have:
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ρb,q̃,ṽ,r,1 =

(

K
⊗

i=1

Rr
i,1

(

|vri,1〉 〈v
r
i,1| ⊗ Îri,1

)

U r
i,1(Aqri ,q̃

r
i
⊗Rr−1

i,ℓr−1

i

)

)





(

K
⊗

i=1

|q̃ri 〉 〈q̃
r
i |

)

⊗





(

K
⊗

i=1

Rr−1
i,ℓr−1

)

ρa,q,v,r−1,ℓr−1

(

K
⊗

i=1

Rr−1
i,ℓr−1

)†







(

K
⊗

i=1

Rr
i,1

(

|vri,1〉 〈v
r
i,1| ⊗ Îri,1

)

U r
i,1(Aqri ,q̃

r
i
⊗Rr−1

i,ℓr−1

i

)

)†

(8)

We use the fact that Rr−1
i,ℓr−1

i

is in the Pauli group and the fact that Aqri ,q̃
r
i
|q̃ri 〉 = |qri 〉, to derive the

following result:

ρb,q̃,ṽ,r,1 =

(

K
⊗

i=1

Rr
i,1

)(

K
⊗

i=1

(

|vri,1〉 〈v
r
i,1| ⊗ Îri,1

)

)(

K
⊗

i=1

U r
i,1

)((

K
⊗

i=1

|qri 〉 〈q
r
i |

)

⊗ ρa,q,v,r−1,ℓr−1

)

(

K
⊗

i=1

U r
i,1

)†( K
⊗

i=1

(

|vri,1〉 〈v
r
i,1| ⊗ Îri,1

)

)(

K
⊗

i=1

Rr
i,1

)†

=

(

K
⊗

i=1

Rr
i,1

)

ρa,q,v,r,1

(

K
⊗

i=1

Rr
i,1

)†

(9)

This completes the induction step over r. Thus, we have proven statement (1). Based on it, we
would like to prove the following equality:

∀1 ≤ r ≤ R, 1 ≤ w ≤ ℓr : pS,C(ṽ
r
w | h̃r−1, q̃r, ṽr1, ..., ṽ

r
w−1) = pS,C(v

r
w | hr−1, qr, vr1, ..., v

r
w−1) (10)

We will prove this for the case of w ≥ 2. The proof for w = 1 is similar and it is left for the reader
to verify. Let there be 1 ≤ r ≤ R, 2 ≤ w ≤ ℓr.

pS,C

(

ṽrw | h̃r−1, q̃r, ṽr1, ..., ṽ
r
w−1

)

= Tr[
(

|ṽrw〉 〈ṽ
r
w| ⊗ Îrw

)

(

K
⊗

i=1

U r
i,w

)

(

|ỹrw−1〉 〈ỹ
r
w−1| ⊗ ρb,q̃,ṽ,r,w−1

)

(

K
⊗

i=1

U r
i,w

)†

] (11)

We use the equality ρb,q̃,ṽ,r,w−1 =
(

⊗K
i=1R

r
i,w−1

)

ρa,q,v,r,w−1

(

⊗K
i=1R

r
i,w−1

)†
, to obtain the follow-

ing result:

pS,C

(

ṽrw | h̃r−1, q̃r, ṽr1, ..., ṽ
r
w−1

)

= Tr[
(

|ṽrw〉 〈ṽ
r
w| ⊗ Îrw

)

(

K
⊗

i=1

U r
i,w

)



|ỹrw−1〉 〈ỹ
r
w−1| ⊗

(

K
⊗

i=1

Rr
i,w−1

)

ρa,q,v,r,w−1

(

K
⊗

i=1

Rr
i,w−1

)†



(

K
⊗

i=1

U r
i,w

)†

] (12)
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Next, observe that Aỹri,w−1
,yri,w−1

|ỹri,w−1〉 = |yri,w−1〉. With that observation at hand, we continue as
follows:

pS,C

(

ṽrw | h̃r−1, q̃r, ṽr1, ..., ṽ
r
w−1

)

= Tr[
(

|ṽrw〉 〈ṽ
r
w| ⊗ Îrw

)

(

K
⊗

i=1

U r
i,w

(

Aỹri,w−1
,yri,w−1

⊗Rr
i,w−1

)

)

(

|yrw−1〉 〈y
r
w−1| ⊗ ρa,q,v,r,w−1

)

(

K
⊗

i=1

U r
i,w

(

Aṽri,w−1
,vri,w−1

⊗Rr
i,w−1

)

)†

] (13)

Since Rr
i,w = U r

i,w

(

Aỹri,w−1
,yri,w−1

⊗Rr
i,w−1

)(

U r
i,w

)†
, then U r

i,w

(

Aỹri,w−1
,yri,w−1

⊗Rr
i,w−1

)

= Rr
i,wU

r
i,w.

Hence, we derive the following equalities:

pS,C

(

ṽrw | h̃r−1, q̃r, ṽr1, ..., ṽ
r
w−1

)

= Tr[
(

|ṽrw〉 〈ṽ
r
w| ⊗ Îrw

)

(

K
⊗

i=1

Rr
i,wU

r
i,w

)

(

|yrw−1〉 〈y
r
w−1| ⊗ ρa,q,v,r,w−1

)

(

K
⊗

i=1

Rr
i,wU

r
i,w

)†

]

= Tr[
(

|ṽrw〉 〈ṽ
r
w| ⊗ Îrw

)

(

K
⊗

i=1

Rr
i,w

)(

K
⊗

i=1

U r
i,w

)

(

|yrw−1〉 〈y
r
w−1| ⊗ ρa,q,v,r,w−1

)

(

K
⊗

i=1

U r
i,w

)†( K
⊗

i=1

Rr
i,w

)†

]

= Tr[

(

K
⊗

i=1

Rr
i,w

)†
(

|ṽrw〉 〈ṽ
r
w| ⊗ Îrw

)

(

K
⊗

i=1

Rr
i,w

)(

K
⊗

i=1

U r
i,w

)

(

|yrw−1〉 〈y
r
w−1| ⊗ ρa,q,v,r,w−1

)

(

K
⊗

i=1

U r
i,w

)†

]

= Tr[

(

K
⊗

i=1

Rr
i,w

)

(

|ṽrw〉 〈ṽ
r
w| ⊗ Îrw

)

(

K
⊗

i=1

Rr
i,w

)†( K
⊗

i=1

U r
i,w

)

(

|yrw−1〉 〈y
r
w−1| ⊗ ρa,q,v,r,w−1

)

(

K
⊗

i=1

U r
i,w

)†

]

= Tr[
(

|vrw〉 〈v
r
w| ⊗ Îrw

)

(

K
⊗

i=1

U r
i,w

)

(

|yrw−1〉 〈y
r
w−1| ⊗ ρa,q,v,r,w−1

)

(

K
⊗

i=1

U r
i,w

)†

] = pS
(

vrw | hr−1, qr, vr1, ..., v
r
w−1

)

(14)

where in the second to last equality, we rely on the fact that

(

K
⊗

i=1

Rr
i,w

)

(

|ṽrw〉 〈ṽ
r
w| ⊗ Îrw

)

(

K
⊗

i=1

Rr
i,w

)†

=
(

|vrw〉 〈v
r
w| ⊗ Îrw

)

Thus, we have proven (10). We denote by fG,S : HR → [0, 1] the probability mass function marking
the distribution of questions and answers in an interaction between provers that execute Algorithm
1 with respect to the strategy S and a verifier following the protocol G. We would like to show
that the following holds:

∀hR ∈ HR : fG,S(h
R) = PG,S(h

R) (15)

We denote by fS,C(ṽ
r
w | hr−1, q̃r, ṽr1, ..., ṽ

r
w−1), the probability that provers that execute Algorithm

1 with respect to the implementation C of S obtain the value ṽrw := (ṽr1,w, ..., ṽ
r
K,w) at the relevant

point of their computation (which corresponds to the wth measurement of the rth round that is
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performed by the quantum provers they simulate), conditioned on their interaction up to this point
being (h̃r−1, q̃r, ṽr1, ..., ṽ

r
w−1). Then, we have:

fG,S(h̃
R) =

R
∏

r=1

π(h̃r−1, q̃r) ·

ℓr
∏

w=1

fS,C(ṽ
r
w | h̃r−1, q̃r, ṽr1, ..., ṽ

r
w−1)

We calculate fS,C(ṽ
r
w | h̃r−1, q̃r, ṽr1, ..., ṽ

r
w−1). If the interaction of the provers following Algorithm

1 up to this point is h̃r−1, q̃r, ṽr1, ..., ṽ
r
w−1, then the next value computed by them is ṽrw if and only

if the following condition holds:

∀1 ≤ i ≤ K : (|ṽri,w〉 〈ṽ
r
i,w| ⊗ Iri ) = Rr

i,w(|v
r
w〉 〈v

r
w| ⊗ Iri )(R

r
i,w)

†

Where vrw denotes the value calculated at this point in the interaction that is encoded in the random
coins of the provers following algorithm 1. This condition holds if and only if vrw = vrw. Hence, we
have that

fS,C(ṽ
r
w | h̃r−1, q̃r, ṽr1, ..., ṽ

r
w−1) = pS,C(v

r
w | hr−1, qr, vr1, ..., v

r
w−1)

Therefore

fG,S(h̃
R) =

R
∏

r=1

π(h̃r−1, q̃r) ·

ℓr
∏

w=1

fS,C(ṽ
r
w | h̃r−1, q̃r, ṽr1, ..., ṽ

r
w−1)

=

R
∏

r=1

π(h̃r−1, q̃r) ·

ℓr
∏

w=1

pS,C(v
r
w | hr−1, qr, vr1, ..., v

r
w−1)

=

R
∏

r=1

π(h̃r−1, q̃r) ·

ℓr
∏

w=1

pS,C(ṽ
r
w | h̃r−1, q̃r, ṽr1, ..., ṽ

r
w−1) = PG,S(h̃

R)

where the second to last equality is due to (10). This implies that when interacting with the ver-
ifier of G, quantum provers following an implementation C of the strategy S produce the same
probability of questions and answers as the one produced by classical provers executing Algorithm
1 with respect to an implementation C of S. This proves the correctness of Algorithm 1.

3.1.4 Running Time Complexity Analysis

We now turn to discuss the running time complexity of Algorithm 1. We begin with step 1, in
which the provers draw their shared random bits. If provers executing S share a stabilizer state,
then the random bits can be drawn by simulating the provers classically using the Gottesman-Knill
Theorem. The operation of different provers in the same round can be computed in parallel, and
hence the time complexity of classical simulation is O(poly(d +

∑R
r=1maxi=1,...,K{|Cr

i |})), where
|Cr

i | is the number of Clifford gates and classical logical gates in the circuit, and d is the number
of qubits held by all provers together. However, if we do not assume the provers share a stabilizer
state, we do not provide a non-trivial bound on the running time complexity required to complete
step 1.
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Nevertheless, the next steps, which describe the computation of the classical provers during the
interaction with the verifier, can be computed efficiently. Steps 2 and 3 are completed using the
method for calculating the mapping of one matrix in the Pauli group to another by conjugation
with a Clifford matrix, which is described in the Preliminaries section (2). Here, too, The operation
of different provers in the same round can be computed in parallel. dr := maxi=1,...,K{dri,ℓr} is the

maximal number of qubits held by a prover in the rth round of the interaction. The time complexity
of steps 2 and 3 together is as follows: O(

∑R
r=1max{dr,maxi=1,...,K{|Cr

i |}}). This is the overall
running time complexity of the computation of the provers during the interaction, because step 4
takes time O(

∑R
r=1 d

r).

3.2 Clifford-MIP∗ = MIP

In this section, we state the following equality between complexity classes. It is a straightforward
corrolary of Theorem 2, but we provide a full proof of it for completeness.

Theorem 3. Clifford-MIP∗ = MIP

Proof. We will show that Clifford−MIP∗ = MIP by proving both inclusions.

(1) Clifford−MIP∗ ⊆ MIP
Let L ∈ Clifford−MIP∗. Then L is decided by an interactive proof system G where a classical ver-
ifier interacts with quantum provers limited to Clifford gates and classical operations on measured
qubits. By Theorem 2, any such quantum strategy S can be replaced by an equivalent classical
strategy S∗ without loss of performance.

Completeness: If x ∈ L, the quantum provers have a strategy S that convinces the verifier to accept
with probability at least c(|x|). The equivalent classical strategy S∗ achieves the same acceptance
probability, satisfying the completeness condition of MIP.
Soundness: If x /∈ L, no strategy using Clifford gates and classical operations on measured qubits
can convince the verifier to accept with probability greater than s(|x|), hence no classical strategy
can do it as well.

Thus, L ∈ MIP.

(2) MIP ⊆ Clifford−MIP∗

Let L ∈ MIP. Then there exists an interactive proof system where a classical verifier interacts
with classical provers deciding L with completeness c(|x|) and soundness s(|x|). We show that this
protocol has the same completeness and soundness parameters in the Clifford−MIP∗ setting.

Completeness: If x ∈ L, there exist classical provers that convince the verifier to accept with
probability at least c(|x|). The Clifford − MIP∗ provers replicate this strategy using the same
classical operations, thereby achieving the same acceptance probability.
Soundness: If x /∈ L, no classical strategy can convince the verifier to accept with probability
greater than s(|x|). Hence, if there existed a strategy in the Clifford−MIP∗ setting surpassing this
soundness parameter, it would contradict Theorem 2.

Thus, L ∈ Clifford−MIP∗.
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4 Non-Local Games with At Most One Non-Clifford Prover

In this section, we answer a question posed by Kalai et al. [5] (for details, see the Introduction
section) by proving the following theorem.

Theorem 4. Let G =
(

(Qi)
K
i=1, (Ai)

K
i=1, π, v

)

be a non-local game with K provers, and let S =
(

|ψ〉 , (Mi)
K
i=1

)

be a quantum strategy for G. Suppose there exists an implementation of S, denoted
(Ci)

K
i=1, such that for all but at most one of the indices 1 ≤ i ≤ K, the circuit Ci consists only of

Clifford gates and classical computations on measured qubits. Then, there exists a classical strategy
for G that is equivalent to S.

This directly implies the following corollary.

Corollary 1. Let there be a non-local game G =
(

(Qi)
K
i=1 , (Ai)

K
i=1 , π, v

)

with K provers, and a

quantum strategy S =
(

|ψ〉 , (Mi)
K
i=1

)

for G. If the success probability of S in G is higher than that

of any classical strategy, then for any implementation (Ci)
K
i=1 of S, at most K−2 of the circuits Ci

(1 ≤ i ≤ K) consist only of Clifford gates in addition to classical computations on measured qubits.

We now turn to present the proof of Theorem 4.

Proof. Without loss of generality, assume that the circuits C1, C2, . . . , CK−1 consist only of Clifford
gates and classical operations on measured qubits; that is, the K-th prover may perform general
quantum operations.

Consider the interaction between a verifier V for the game G and provers executing the strategy
S. According to Theorem 2, there exists a classical strategy S∗ for K − 1 provers, such that the
distribution of questions and answers arising from the interaction between V and provers executing
S∗, is identical to the distribution of questions and answers received and sent by the first K − 1 of
the K provers that implement S and interact with V .

An interaction of K − 1 provers with V is defined as follows:

1. V draws K questions q = (q1, q2, . . . , qK) at random from the distribution π.

2. It sends the first K − 1 questions q1, q2, . . . , qK−1 to the corresponding provers and discards
the K-th question qK .

3. The K − 1 provers send their answers b = (b1, b2, . . . , bK−1) back to V .

We now define a classical strategy for K provers which is equivalent to S:

Algorithm 2 Classical Simulation of a Mostly-Clifford Strategy

1: A fixed arbitrary sequence of questions q = (q1, . . . , qK) is hard-coded into the algorithm. The
corresponding answers a = (a1, . . . , aK) are sampled from the distribution pS(a | q) defined
with respect to strategy S. The provers share an encoding of h = (q, a).

2: While interacting with the verifier, the first K − 1 provers implement the classical strategy S∗

as defined in Algorithm 1, using the hard-coded questions q.
3: The K-th prover, upon receiving the question q̃K from V , samples its answer bK from the

conditional distribution pS(aK | q1, ..., qK−1, q̃K , a1, . . . , aK−1).
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Let there be quantum provers denoted P1, . . . , PK that execute S with an implementation C. As-
sume, without loss of generality, that each prover measures all the qubits they hold as the last step
of their computation and returns the measurement outcomes as their answer. This assumption
does not limit generality, since if only a subset of the measurement results serve as the prover’s
answer, or if only a subset of the qubits are measured at the final step, then measuring all qubits
and sending all outcomes does not change the probability distribution of the relevant subset.

For any possible interaction with the verifier h̃ = (q̃, b), let fS,C(b | q̃) denote the probability that
classical provers following Algorithm 2 with respect to strategy S and implementation C return the
answer b upon receiving the questions q̃ from the verifier. Similarly, let pS,C(b | q̃) denote the proba-
bility that quantum provers executing the strategy S with the implementation C do so. To prove the
correctness of Algorithm 2, we need to show that for any such interaction, fS,C(b | q̃) = pS,C(b | q̃).

For any 1 ≤ i ≤ K − 1, the circuit Ci operates on the input bit-string received by Pi from the
verifier, and on Pi’s part of the shared state. We can represent Ci as a sequence
(Ui,1,Mi,1, fi,1, ..., Ui,ℓi−1,Mi,ℓi−1, fi,ℓi−1, Ui,ℓi ,Mi,ℓi), where ∀1 ≤ w ≤ ℓi, Ui,w is a unitary composed
of Clifford gates, Mi,w is a standard basis measurement of a subset of the qubits held by the ith

prover at the rth round, and fi,w is a classical computation which operates on the qubits measured
by Mi,w. Ci is equivalent to the application of the elements in the above sequence in chronological
order going from left to right. We assume, without loss of generality, that each of the first K − 1
provers executing S with the implementation C performs ℓ = ℓ1 = ... = ℓK−1 measurements.

Analogously to the proof of Theorem 2, we proceed to define a sequence of unitary operators that
depend on q, q̃, y, ỹ, where also here yri,w, ỹ

r
i,w are results of classical computations performed by the

provers. We denote these operators by Ri,w(q, q̃, y, ỹ) for w = 1, . . . , ℓ and i = 1, . . . ,K − 1. For
brevity, we omit (q, q̃, y, ỹ) from the notation. These operators are defined inductively as follows
for any 1 ≤ i ≤ K − 1:

Ri,1 := Ui,1(Aqi,q̃i ⊗ Ii,1)(Ui,1)
†

∀2 ≤ w ≤ ℓ : Ri,w := Ui,w(Ayi,w−1,ỹi,w−1
⊗Ri,w−1)(Ui,w)

†

From the definition of Algorithm 1, we have that given the questions q̃1, . . . , q̃K−1 from the verifier,
and having the interaction h = (q, a) encoded as shared randomness, the i-th prover (1 ≤ i ≤ K−1)
following Algorithm 2 with respect to the implementation C of strategy S returns the answer bi
such that:

|bi〉 〈bi| = Ri,ℓ |ai〉 〈ai|R
†
i,ℓ.

We have shown in the proof of Theorem 2 that for all 1 ≤ i ≤ K − 1, Ri,ℓ is in the Pauli
group. Denote by ρq̃,b the shared state of all K quantum provers executing the strategy S with the
implementation C, after the first K − 1 provers send their answers to the verifier, and before the
K-th prover performs any computation (we enforce this order between the provers for the sake of
the argument), conditioned on the series of questions sent by the verifier to the provers being q̃,
and on the answers of the first K − 1 provers being b = (b1, . . . , bK−1). From the proof of Theorem
2, we have:

ρq̃,b = ((

K−1
⊗

i=1

Ri,ℓ)⊗ I)ρq,a((

K−1
⊗

i=1

Ri,ℓ)⊗ I)†
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where I is the identity operator acting on the qubits held by the Kth prover. Since we assumed the
first K−1 provers measure all their qubits, then we can represent ρq̃,b, ρq,a by |b〉 〈b|⊗σK,b, |a〉 〈a|⊗
σK,a, respectively, where σK,b, σK,a are quantum states over the qubits held by the Kth prover.
Hence, the following equalities hold:

|b〉 〈b| ⊗ σK,b = ρq̃,b = ((

K−1
⊗

i=1

Ri,ℓ)⊗ I)ρq,a((

K−1
⊗

i=1

Ri,ℓ)⊗ I)†

= ((
K−1
⊗

i=1

Ri,ℓ)⊗ I)(|a〉 〈a| ⊗ σK,a)((
K−1
⊗

i=1

Ri,ℓ)⊗ I)†

= (

K−1
⊗

i=1

Ri,ℓ)(|a〉 〈a|)(

K−1
⊗

i=1

Ri,ℓ)
† ⊗ σK,a

= |b〉 〈b| ⊗ σK,a (16)

Therefore,

σK,b = σK,a (17)

We denote by fK−1
S,C (b | q̃) the probability that the first K − 1 classical provers implementing Al-

gorithm 2 with respect to S and implementation C return the answer b = (b1, . . . , bK−1) upon
receiving the question q̃. Analogously, we denote by pK−1

S,C (b | q̃) the corresponding probability for
the first K − 1 out of the K quantum provers following S with implementation C. Theorem 2
proves the correctness of Algorithm 2, hence guaranteeing that pK−1

S,C (b | q̃) = fK−1
S,C (b | q̃).

Furthermore, we denote by fKS,C(bK | q̃, b) the probability that the K-th prover implementing
Algorithm 2 returns the answer bK , conditioned on all provers receiving the question q̃ and the first
K − 1 provers returning the answers b = (b1, . . . , bK−1). Additionally, we denote by pKS,C(bK | q̃, b)
the corresponding probability for the K-th prover following S with implementation C. By the
definition of the strategy of the K-th prover following Algorithm 2,

fKS,C(bK | q̃, b) = pKS,C(aK | q, a) (18)

According to equation (17), pKS,C(aK | q, a) = pKS,C(bK | q̃, b). Therefore,

fKS,C(bK | q̃, b) = pKS,C(bK | q̃, b) (19)

We can now state the equality which shows the correctness of Algorithm 2:

fS(b | q̃) = fK−1
S (b | q̃) · fKS (bK | q̃, b) = pK−1

S (b | q̃) · pKS (bK | q̃, b) = pS(b | q̃) (20)

Due to the fact that Algorithm 2 requires classically simulating a general quantum computation in
step 3, we do not derive a non-trivial bound on its running-time complexity.
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