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Abstract. In-context Learning (ICL) has achieved notable success in
the applications of large language models (LLMs). By adding only a few
input-output pairs that demonstrate a new task, the LLM can efficiently
learn the task during inference without modifying the model parameters.
Such mysterious ability of LLMs has attracted great research interests
in understanding, formatting, and improving the in-context demonstra-
tions, while still suffering from drawbacks like black-box mechanisms and
sensitivity against the selection of examples. In this work, inspired by
the foundations of adopting testing techniques in machine learning (ML)
systems, we propose a mutation testing framework designed to character-
ize the quality and effectiveness of test data for ICL systems. First, we
propose several mutation operators specialized for ICL demonstrations,
as well as corresponding mutation scores for ICL test sets. With com-
prehensive experiments, we showcase the effectiveness of our framework
in evaluating the reliability and quality of ICL test suites. Our code is
available at https://github.com/weizeming/MILE.

Keywords: In-context learning, Mutation testing, Large Language Mod-
els

1 Introduction

In the past few years, Large Language Models (LLMs) [1,63,42,4] have achieved
milestone success across a variety of tasks [22,53,47]. In particular, the In-Context
Learning (ICL) [7,14] property of LLMs has been recognized as a key emerging
ability of LLMs [28,39]. By prompting a few input-label demonstrations as the
context, LLMs can be adapted efficiently to new tasks without modifying any
model parameters. This enigmatic characteristic of LLMs has sparked significant
research interest in comprehending [54,33,11,48,18] and utilizing [51,52,36,49]
ICL in diverse scenarios.

However, ICL has been shown to have notable reliability issues, such as strong
dependence on the selection of examples [3], the order sensitivity [29,62] of the
demonstrations, and vulnerabilities against adversarial attacks [52,46,37].To miti-
gate these issues, a series of works have been proposed to automatically organize
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demonstrations [29,3] or design intrinsically robust ICL mechanisms [38,59,16].
While these works mainly focus on improving the robustness of ICL, how to select
high-quality test suites for evaluating ICL systems remains an open research
problem. Moreover, as the computational cost of LLMs becomes significantly
higher than that of conventional deep neural networks [55], the need for high-
quality datasets to conduct more efficient and accurate evaluations is emphasized
even further.

On the other hand, mutation testing [24] techniques have showcased impressive
potential in studying the reliability defects and test suite quality of machine
learning (ML) systems [32,45,58,21]. By regarding the ML system as the software
under test (SUT) [12], several mutation testing methods have been designed
for different ML paradigms including deep learning [32,40,20], reinforcement
learning [43,31], and unsupervised learning [30]. Specifically, similar to mutation
testing for general software systems, these methods apply mutators particularly
designed for the machine learning models or training data, and then study the
behavior differences between the original model and the mutant models. Since
the primary goal of mutation testing is to assess the efficacy of test cases in
characterizing faults in the ML model, test suites showcasing superior performance
disparities between the original model and the mutant models are deemed of
better quality.

In this paper, driven by the observation that ICL systems also encounter
robustness issues and demand high-quality test cases, we propose MILE, a
Mutation testing framework for In-context LEarning systems. First, we propose
mutators specialized for ICL systems. Unlike mutation testing on conventional
deep learning systems that consider both data and model mutators [32,20], we
primarily focus on mutation operations on the ICL prompt since ICL systems
typically use a static pre-trained LLM and mainly concentrate on designing
demonstrations. Taking into account the characteristics of ICL, such as sensitivity
to the orders and strong dependence on the labels, we propose a kit of mutators
including demonstration-level ones and prompt-level ones. Meanwhile, we design
corresponding mutation scores for MILE. Besides classic mutation scores, we
propose a group-wise mutation score that takes into consideration the diversity
of defects within the prompt. This score is helpful for identifying how well test
suites can characterize diverse defects, beyond just evaluating the test set as a
whole.

We finally evaluate our MILE framework across benchmark datasets and
popular LLMs. Similar to existing mutation testing frameworks [32,20], we sample
test data from uniform or non-uniform classes to simulate high- or low-quality
datasets and calculate the mutation scores on them. The experiment results
suggest that our mutation scores have a strong correlation to the quality of the
test sets, showcasing the effectiveness of our framework in measuring the quality
of test suites. In addition, we take an in-depth analysis of each mutator to better
understand their sensitivity to the defects within the ICL prompts, which is
helpful for mutation operation selection and allocation for testing ICL systems
with different scenarios.
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Overall, our contributions in this work can be summarized as follows:

1. We propose a mutation testing framework of in-context learning systems,
named MILE, to comprehensively assess the effectiveness and quality of the
test cases for ICL.

2. We design demonstration-level and prompt-level mutation operators based on
the characteristics of ICL. Furthermore, we propose standard and group-wise
mutation scores for better evaluation.

3. We implement MILE and evaluate it across benchmark datasets and LLMs
to showcase its effectiveness in assessing the quality of test cases. We also
conduct an analysis for each independent mutator.

The rest of this paper is organized as follows. We start by briefly introducing
the backgrounds and related notations for ICL and mutation testing in Section 2.
In Section 3, we first provide an overview of our framework, followed by intro-
ducing our mutation operators and scores designed for ICL. We then present our
evaluation of MILE in Section 4, including experiment set-up, overall assessment,
and independent mutator analysis. Finally, we discuss related work in Section 5
and conclude our work in Section 6.

2 Preliminaries

In this section, we provide background information and define formal notations
for ICL and mutation testing.

In-context learning (ICL). ICL [7,14] is an intriguing property that emerges
in LLMs in which they learn a specific task demonstrated by a few input-label pair
examples. By keeping the model parameters static, prompting a system message
that briefly describes the task and a set of input-label pairs demonstrating
the task, the LLM can learn a mapping between the inputs and labels, and
then successfully predict the label of a new input query attached behind the
demonstrations in the prompt. Specifically, the definition of an ICL system can
be formulated as follows:

Definition 1 (In-context Learning System). An ICL system consists of a pre-
trained LLM M(·) that returns a response M(p) for any prompt p, a system prompt
ps, and a set of in-context demonstrations D = {(x1, y1), (x2, y2), · · · , (xk, yk)}.
For any test prompt xtest, the model gathers all sources to form the ICL prompt
p∗ = [ps, x1, y1, x2, y2, · · · , xk, yk, xtest] and return the final response by M(p∗).

An example of an ICL prompt for the RTE task [10] is illustrated in the
following block. In this task, the goal is to determine whether the hypotheses can
be derived from the premises, as instructed in the system message (lines 1-2).
Then, 2 demonstrations consisting of inputs (the premises and hypotheses) and
labels (answer ↑ or ↓) are attached behind the system prompt. Generally, the
shots (number) of demonstrations are much more than 2. Finally, the prompt
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ends with a querying input for inference. From the text, we can know that the
hypothesis “Qatar is located in Doha” cannot be derived from the premise, which
is the same as the 2nd demonstration, so the correct output from the model
should be ↓.

Example ICL prompt for RTE task

<s> Determine whether the hypotheses made based on the premises below
are ↑ or ↓.
Premise: The Democrats’ success in the 2006 elections means changes at the
top in the House and Senate.
Hypothesis: Democrats won the 2006 elections.
Answer: ↑

Premise: IKEA offers fantastic and affordable solutions for your home
furnishing needs.
Hypothesis: Ikea is a home.
Answer: ↓

Premise: VCU School of the Arts In Qatar is located in Doha, the
capital city of Qatar.
Hypothesis: Qatar is located in Doha.
Answer:

Mutation Testing. Test cases play a crucial role in characterizing and evaluating
the vulnerability and reliability of software systems. As a pioneering technique,
mutation testing was first proposed in the 1970s [34,24,25] to measure the quality
of test suites for software systems. Generally, mutation testing aims to replicate
potential faults and vulnerabilities in the system to determine which test cases
can effectively detect them. To this end, the mutation testing first artificially
mutates a normal system to introduce fault with a set of pre-defined mutation
operators (mutators). Then, given a test suite, its quality judged by this testing
framework is determined by the ratio of the mutants that are killed by this
dataset, as formally stated in the following definition.

Definition 2 (Mutation Testing). Consider a program P , a set of mutation op-
erators O = {o1, o2, · · · , om}, and a test set T = {(X1, Y1), (X2, Y2), · · · , (Xn, Yn)}
where each Xi is an input and each Yi is a label. With each mutator oi turns
the program P into a mutant program oi(P ) = P ′

i , a mutation testing process
evaluates oi(P ) on all (Xi, Yi) and studies the difference between the performance
of P and the mutants {o1(P ), o2(P ), · · · , om(P )}.

So far, mutation testing has been acknowledged as one of the most fundamen-
tal software testing techniques, which is widely adopted in scenarios like fault
localization [35] and software repairment [19]. In particular, mutation testing has
proven to be successful in evaluating the adequacy of test datasets by providing a
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metric to determine whether existing tests have good fault-revealing capabilities.
In the context of ML systems, a representative application of mutation testing
is to assess the quality of test sets by treating the model as a program, and
when the mutated models (mutants) output false prediction, this mutant can be
regarded as killed. We provide more related work on applying mutation testing
for ML systems in Section 5.

3 Mutation Testing For In-Context Learning

In this section, we present MILE, our mutation testing framework for in-context
learning systems. We begin with a brief overview of the testing pipeline and
general design for mutation operator and score, then put forward our solutions
to them respectively.

3.1 Overview

Similar to existing mutation testing techniques for ML systems, we devise a two-
stage testing framework consisting of mutant generation and test set evaluation.
However, in contrast to traditional machine learning approaches that train models
from scratch (i.e. with random parameter initialization), ICL systems usually use
a pre-trained static LLM and concentrate on creating in-context demonstrations.
As a result, we only consider mutations in the demonstrations while keeping the
LLM unchanged.

The overall pipeline of our proposed MILE is elaborated in Algorithm 1. In
line 1, we first obtain the mutated in-context demonstrations D′

i from D with all
mutators. Then, by incorporating these demonstrations into the original LLM
M , we obtain ICL modelsM andM′

i (line 2). The second stage is to evaluate
the test set T with the mutants. In line 5, we first filter out the examples that
are misclassified by the original model. Following existing work [32], we primarily
illustrate our framework on classification tasks, but it can be easily adapted to
other scenarios like regression tasks by adding a threshold function. Further, in
line 6 for these passed test cases, we track all mutant predictions on them and
finally calculate the mutation scores based on these outputs and true labels, as
detailed in the following sections.

3.2 Mutation Operators for ICL

In this section, we propose several mutation operators specialized for ICL prompts.
Considering the principle of the mutation operator, which is to characterize
potential faults and the sensitivity of a program that may have suffered, we
design mutators based on possible problems and the sensitivity of ICL prompts,
and divide them into demonstration-level and prompt-level ones.
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Algorithm 1: Pipeline of MLIE
Input :LLM M , System prompt ps, In-context demonstrations

D = {(x1, y1), (x2, y2), · · · , (xk, yk)}, Test set under evaluation
T = {(X1, Y1), (X2, Y2) · · · , (Xn, Yn)}, Mutation operators
O = {o1, o2, · · · , om}

Output :Mutation scores and analysis
1 Obtain mutant prompts D′

i ← oi(D), i = 1, 2, · · · ,m;
2 Construct ICL model M(·) = M([ps, D, ·]) and mutant models
M′

i(·) = M([ps, D
′
i, ·]), i = 1, 2, · · · ,m;

3 Mutant_Outputs← [ ];
4 for (Xi, Yi) ∈ T do
5 if M(Xi) = Yi then
6 Mutant_Outputs.append([M′

1(X1),M′
2(Xi), · · · ,M′

m(Xi)])
7 end
8 else
9 continue;

10 end
11 end
12 return Mutation_Score(Mutant_Outputs, [Y1, Y2, · · · , Yn]);

Demonstration-level mutation operators. First, we consider demonstration-
level mutations for a single demonstration (xi, yi) that modify xi or yi to construct
a mutant ICL prompt, including:

– Noisy Labels (NL). ICL is known to be sensitive to the noise of labels
in the demonstrations [9,17]. However, recent research emphasizes the po-
tential of scaling ICL to very large volumes [2,5] where ensuring label ac-
curacy becomes challenging, leading to potential concerns about noisy la-
bels within the prompt. Therefore, we first propose a Noisy Label (NL)
mutator which randomly replaces a correct label in the demonstration:
yi ← y′, i ∼ Uniform([1...k]), y′ ∈ Y − {yi} where Y is all class labels.

– Out-of-distribution Labels (OL). Similar to the Noisy Labels mutator,
we also consider another common reliability issue that the label assigned
to data may be out-of-distribution (OOD), as the OOD detection is still a
not fully addressed problem [27,56]. Unlike the NL mutator which injects
a false label, this Out-of-distribution Labels mutator replaces the original
label with one that does not belong to the task classes, e.g. a special token:
yi ← z, i ∼ Uniform([1...k]), z ̸∈ Y. Intuitively, the OOD label mutator
may be more moderate than the noisy label mutator, as verified in our
experiments.

– Blurred Inputs (BI). In addition to mutating the labels in the demon-
strations, we further consider potential issues in the inputs xi. As stated
in prior research [33], high-quality inputs are essential for helping the lan-
guage model better understand the task. Therefore, we suggest simulating
questionable inputs in the demonstrations by blurring the input content:



MILE: A Mutation Testing Framework of In-Context Learning Systems 7

xi ← x̃i, i ∼ Uniform([1...k]). In our implementation, we achieve this by
simply truncating the input to its prefix.

Prompt-level mutation operators. We also consider prompt-level mutation,
where we maintain input-label pairs for each individual demonstration but explore
mutating between different demonstrations, including:

– Demonstration Shuffle (DS). The order of the demonstrations can have a
significant impact on the ICL prompts, as noted in previous studies [29,16].
Therefore, test cases for which the prediction changed after re-ordering the
demonstrations would be considered as being near the decision boundary,
indicating that they may be effective test cases [32,30]. This motivates us to
propose the Demonstration Shuffle mutator that randomly re-orders all demon-
strations in the prompt: (xi, yi)← (xσ(i), yσ(i)), where {σ(1), σ(2), · · · , σ(k)}
is a random permutation of [1...k].

– Out-of-distribution Demonstrations (OD). Similar to the proposed
OOD Label mutator, we also consider another form of OOD mutator that
introduces a self-consistent OOD demonstration (x′, y′) from a different
dataset, which may also distract the model from the target task: (xi, yi)←
(x′, y′), i ∼ Uniform([1...k]).

– Demonstration Repetition (DR). Finally, we consider the demonstration
repetition mutator. The training data repetition mutator was suggested for
deep learning with the idea that the same data point might be gathered
repeatedly from similar sources [32]. In the case of ICL prompts, repetition or
very similar prompts might be seen as unnecessary. As a result, we propose the
Demonstration Repetition mutator that incorporates repeated demonstrations
into the prompt: (xi+j , yi+j)← (xi, yi), i ∼ Uniform([1...k]), j = 1, 2, ..., N
where N is the times of repetition.

We present the implementation details of each mutator in experiments in
Section 4. Based on these mutators, we further devise the mutation scores in the
testing framework in the following.

3.3 Mutation Scores

We first consider the standard mutation score in the context of mutation testing,
which is defined as the ratio of mutators killed by (i.e. misclassify any case in)
the test set. Based on the notations presented in Section 2, this metric can be
formulated as:

Definition 3 (Standard Mutation Score). The standard mutation score MSS

is defined by

MSS(M,O, T ) =
#{oi|∃j, M ′

i(Xj) ̸= Yj}
#O

, (1)

where #S denotes the cardinality of set S. Please note that in this section
we abuse the notation T to denote the test samples that are correctly classified
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by M . Apart from the standard metric, we are also interested in the test set’s
ability to identify different types of defaults. As outlined in the previous section,
the ICL system may have various potential defects. Hence, a high-quality test
set should be able to detect a variety of vulnerabilities, measured by the average
number of mutator groups killed by the test cases. Motivated by this notion, we
propose a Group-wise mutation score as follows:

Definition 4 (Group-wise Mutation Score). Suppose that the mutation
operators can be divided into K groups O = {O1, O2, · · · , OK}. The group-wise
mutation score MSG is defined by

MSG(M,O, T ) =

#T∑
i=1

K∑
j=1

I(∃ol ∈ Oj ,M
′
l (Xi) ̸= Yi)

#T ×K
, (2)

where I(·) is the indicator function. Intuitively, MSG measures how many

groups of mutators can be killed on average, i.e.
K∑
j=1

I(∃ol ∈ Oj ,M
′
l (XI) ̸= Yi).

We divide this by K for normalization. This metric underscores the diversity
among different mutator groups. This metric is useful for preventing inflation of
mutation scores when a test case can only kill mutators from a few groups. In
practice, we consider all mutators that are generated from the same operator in
the previous section as one group, thus we generally have 6 mutator groups in
this testing framework.

4 Experiments

In this section, we conduct evaluations across diverse datasets and LLMs to
evaluate and comprehend our MILE framework. We start by elaborating the
experiment set-ups, and then showcasing the effectiveness of MILE on measuring
dataset quality. Finally, we analyze and compare the mutators for a better
understanding of them.

4.1 Experiment Set-up

Datasets. Following common practice in ICL research [59], we consider 5 popular
datasets:

(1) SST-2 [41] (Stanford Sentiment Treebank) is a binary single-sentence
classification dataset that is used for sentiment analysis.

(2) AGnews [60] (AG’s News Topic Classification Dataset) is a collection of
news articles categorized into four different classes: World, Sports, Business, and
Sci/Tech.

(3) RTE [10] (Recognizing Textual Entailment) contains pairs of sentences
where the goal is to determine if the second sentence logically follows from the
first.
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(4) MRPC [13] (Microsoft Research Paraphrase Corpus) is a dataset for
text pair classification on whether two sentences are semantically equivalent or
not.

(5) QNLI [44] (Question Answering Natural Language Inference) is a dataset
for question answering through natural language inference with the task of
determining if the answer is supported or contradicted.

The system prompts and input-label pair formats for these tasks are summa-
rized in Table 1.

Table 1. System prompts and input-label pair formats for the tasks we used in the
experiments.

Dataset System Prompt Content

SST2 [41] The following are multiple film re-
views with answers (← or →).

Review, Answer

AGnews [60] Classify the news articles into the
categories of 1, 2, 3, or 4.

Title, Description, Answer

RTE [10] Determine whether the hypotheses
made based on the premises below
are ↑ or ↓.

Premise, Hypothesis, An-
swer

MRPC [13] Assess if each pair reflects a seman-
tic equivalence relationship. Use ←
or → to indicate the answers.

Sentence 1, Sentence 2,
Answer

QNLI [44] Please determine whether the para-
graph contains the answer to the
corresponding question. Use ↑ or ↓
to indicate the answers.

Question, Paragraph, An-
swer

LLMs for evaluation. We consider 3 popular open-sourced LLMs for our
evaluation: (1) Vicuna-7b [63], (2) Llama-2-chat-7b [42] and (3) Falcon-
7b-instruct [4], which all achieved notable performance across popular LLM
benchmarks [26,15].

To ensure that these LLMs are capable of conducting ICL on these datasets,
we evaluate the vanilla performance of the 3 models on the 5 benchmark datasets
with 20 shots ICL, as summarized in Table 2. In most cases, they achieve
satisfactory accuracy on the tasks, verifying that their ICL inference is reasonable
on these datasets. The 20 examples are randomly sampled from the validation set
for each task, with the numbers of demonstrations for all classes kept the same.
To ensure a fair comparison, we fix these demonstration sets in all following
experiments.
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Table 2. Accuracy evaluation of the 3 LLMs across 5 datasets with vanilla 20 shots
ICL.

Model SST2 AGnews RTE MRPC QNLI

Vicuna 92.8% 68.0% 71.2% 35.6% 56.4%
Llama-2 93.6% 61.2% 77.2% 68.4% 63.2%
Falcon 78.4% 27.6% 47.6% 68.4% 52.4%

Mutant implementation details. We provide the details of implementing
each mutator:

(1) Noisy Labels (NL): For each input-label demonstration, we randomly flip
the label to another possible class in this task and obtain 20 mutant prompts.

(2) OOD Labels (OL): For each demonstration, we replace the label with a
special token ’&’, obtaining 20 mutants.

(3) Blurred Inputs (BI): For each demonstration, we truncate the input with
its first-half prefix, getting 20 mutants.

(4) Demonstration Shuffle (DS): To keep the number of mutants the same
as other operators, we randomly generate 20 permutations of [1...20] and apply
these orders to the demonstration set.

(5) OOD Demonstrations (OD): For each demonstration, we replace it with
1 input-output pair randomly sampled from the WMT [6] dataset, which is a
machine translation task from English to France.

(6) Demonstration Repetition (DR): For each demonstration, we insert two
same demonstrations behind it, obtaining 20 mutants.

Finally, with 20 mutants generated by each mutation operator, we collect 120
mutants in total for each vanilla ICL prompt.

4.2 Overall Assessment

Uniform and Non-uniform datasets. Our main evaluation aims to evaluate
whether the mutation score can reflect the quality of the test set. Following
existing evaluation frameworks [32,20], we simulate the quality of the test set
through the aspect of the uniformity of the classes. Specifically, a good dataset
consists of samples uniformly sampled from all classes, while a dataset consisting
of samples from imbalanced classes is considered of poor quality.

As such, we first construct a dataset that is uniformly sampled from all
classes (abbreviated as uni.), and also construct non-uniformly sampled datasets
(abbreviated as non.). Specifically, 50% samples of the dataset are from one single
class (called biased class), and another 50% samples are uniformly sampled from
all classes. To make our evaluation results more robust, we create non-uniformly
sampled datasets by enumerating all possible biased classes, and then report the
average scores across these datasets. We first set the controlled number n as the
half-size of the complete dataset, and control the size test set as 1

2n in our main
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Table 3. Standard Mutation Score MSS comparison between the uniform sampled
dataset (uni.) and non-uniformly sampled (non.) dataset.

Model Vicuna Llama-2 Falcon Average
Task uni. non. uni. non. uni. non. uni. non.

SST2 54.2% 20.4% 53.3% 20.4% 90.0% 44.6% 65.8% 28.5%
AGnews 78.3% 36.9% 94.2% 69.2% 60.8% 34.2% 77.8% 46.8%

RTE 47.5% 50.4% 94.2% 85.8% 4.2% 4.2% 48.6% 46.8%
MRPC 69.2% 50.8% 95.0% 73.3% 75.0% 45.8% 79.7% 56.6%
QNLI 98.3% 60.4% 95.8% 63.3% 3.3% 3.3% 65.8% 42.3%

Avg 69.5% 43.8% 86.5% 62.4% 46.7% 26.4% 67.6% 44.2%

evaluation. We also investigate the impact of dataset size on the mutation scores
in the following.

Mutation score comparison. Based on the settings presented above, we
evaluate the standard mutation score (MSS) and group-wise mutation score
(MSG) on all datasets and models, and report them in Table 3 and Table 4
respectively.

As shown in Table 3, for all tasks the MSS score of uni. dataset consistently
outperforms non. dataset, with 67.6% v.s. 44.2% on average, indicating a strong
correlation between the dataset quality and the mutation score from MILE. Such
a significant gap applies to all 3 models, e.g. 69.5% v.s. 43.8% for the Vicuna
model, verifying the university of this correlation among different LLMs. For
most of the datasets, this property still holds, like the model-averaged score for
SST2 exhibits a gap higher than 30%. There are also exceptional cases like QNLI
and RTE tasks for Falcon, where the score is almost the same. However, when
reviewing Table 2 we can find that Falcon performs poorly on them (near random
guess), thus these outliers do not affect our claims.

Further, from the group-wise mutation scores in Table 4, we can still observe a
strong gap between the scores of uni. and non. datasets, with an averaged score
of 32.7% for uni. to 14.3% for non. datasets. As a metric with considerations
of mutant diversity, the MSG score also aligns with the superiority of uni. over
non. datasets in terms of the comprehensiveness of ICL evaluation. Moreover,
the score itself also has an explicit semantic that indicates how many groups of
mutants can be detected by each test case on average. For example, since Vicuna
achieves 36% on uni. dataset in the AGnews task, we know that each sample in
Vicuna can cover 36%× 6 ≈ 2 groups of mutants on average.

Varying dataset size. We also conduct an analysis of the scores by varying
the size of the test set. To this end, we sampled multiple test sets with sizes
[20%, 40%, 60%, 80%, 100%] × n. The results (averaged over 5 datasets) are
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Table 4. Group-wise Mutation Score MSG comparison between the uniform sampled
dataset (uni.) and non-uniformly sampled (non.) dataset.

Model Vicuna Llama-2 Falcon Average
Task uni. non. uni. non. uni. non. uni. non.

SST2 13.7% 8.7% 18.0% 10.2% 51.0% 15.5% 27.6% 11.5%
AGnews 36.1% 10.2% 50.3% 12.7% 53.8% 3.8% 46.7% 8.9%

RTE 10.7% 7.3% 15.3% 12.0% 16.7% 18.0% 14.2% 12.4%
MRPC 24.1% 13.2% 47.7% 27.0% 70.3% 20.8% 47.4% 20.3%
QNLI 42.7% 27.2% 34.7% 18.3% 5.7% 9.7% 27.7% 18.4%

Avg 25.5% 13.3% 33.2% 16.0% 39.5% 13.6% 32.7% 14.3%

summarized by the models in Figure 1. For all models, the score superiority of
the uni. datasets (blue lines) over non. datasets (red lines) are consistent among
different set sizes, further confirming the strong correlation between the scores
calculated by MILE. Moreover, an interesting observation is that MSS gradually
increases as the test set becomes larger, since intuitively a larger dataset can
cover more mutants. However, the MSG does not necessarily increase since it is
averaged on instance-wise.

(a) Vicuna (b) Llama-2 (c) Falcon

Fig. 1. Comparing mutation scores with different dataset sizes. Each figure represents
the scores averaged over 5 datasets for a model. The X-axis denotes the ratio of the
set size to n, and the Y-axis denotes the score (%). The blue lines represent the uni.
dataset and red lines represent the non. datasets. The solid line and dotted line denote
MSS and MSG, respectively.

4.3 Mutator Analysis

In this experiment, we take a closer look at the sensitivity of the ICL model against
each mutant group. This analysis aims to better understand the characteristics of
each mutation operator, which is beneficial to selecting and allocating mutators
for new LLMs or tasks when applying MILE.
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Table 5. Individual MSG comparison for each mutant group. NL: noisy label; OD:
OOD label; BI: blurred input; DS: demo shuffle; OD: OOD demo; DR: demo repetition.

Mutator Demonstration-level Prompt-level
Model NL OL BI DS OD DR

Vicuna 45.5% 23.1% 11.6% 36.6% 23.2% 12.9%
Llama-2 50.2% 28.4% 15.6% 70.7% 31.0% 23.6%
Falcon 61.6% 55.8% 12.5% 69.2% 15.1% 39.5%

Avg. 52.4% 35.8% 13.2% 58.8% 23.1% 25.3%

Recall that in Section 3 we propose the group-wise mutation score as the
the average number of mutator groups killed by the test cases. Now, we use a
refined metric to analyze the effectiveness of each mutation operator and the
corresponding mutants. We first extend the definition of MSG to the individual
cases of a single mutant group Oj :

Definition 5 (Individual Group-wise Mutation Score). For a single mutant
group Oj ⊂ O, its individual group-wise mutation score is defined as

MSG(M,Oj , T ) =
1

K

K∑
j=1

I(∃ol ∈ Oj ,M
′
l (Xi) ̸= Yi). (3)

Note that we can rewrite MSG(M,O, T ) = 1
#T

∑#T
j=1 MSG(M,Oj , T ). For

mutant group Oj , the individual MSG(M,Oj , T ) is the proportion of test cases
that can kill anyone of the mutants, indicating the sensitivity of the ICL prompt
against the mutation operator.

We summarize the individual MSG scores in Table 5 with the scores averaged
over 5 datasets. From all models, we can see that the NL (Noisy Label) and (DS)
(Demonstration Shuffle) mutators exhibit significantly higher scores than other
mutators, which aligns well with the fact that ICL prompts are quite sensitive
to label noises [9,17] and demonstration orders [29,16]. Besides, the OL (OOD
Label) mutator achieves a higher score than the other 3 mutators, including
the OD (OOD Demonstration) mutator, confirming the sensitivity of the ICL
prompts against label perturbation.

When analyzing this property across different datasets, we can observe the
strong transferability of the ranks among the mutators in Figure 2, where the
scores are averaged over 3 models. For example, the NL and DS mutators
consistently have higher scores than other mutators, verifying the model sensitivity
against them across different tasks.

In summary, as the mutator sensitivity can be transferred among different
models and tasks, we can create a set of mutations for new models and tasks
based on specific testing and test set selection needs. For instance, if there’s a
limited dataset size budget, using more sensitive mutators would help in selecting
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datasets that can effectively identify faults. On the other hand, using more
moderate mutators may be beneficial in designing large-scale datasets to find
more nuanced faults.

(a) Average (b) SST-2 (c) AGnews

(d) MRPC (e) QNLI (f) RTE

Fig. 2. Individual MSG comparison for each mutant group on different datasets. The
scores are averaged over 3 models.

4.4 Threats to Validity

In this paper, we acknowledge the following threats to validity and explain our
solutions to them. First, the selection of the LLMs and datasets can be a threat
to validity. In our experiments, we have evaluated MILE across 3 LLMs and 5
datasets. Due to computational resource limitations, the models are limited to
7b size, thus selecting a larger model or closed-source model is a potential threat
to validity. Besides, the random sampling of the uniform or non-uniform class
datasets is also a threat to validity. To deal with this concern, we fixed random
seeds in our experiments to ensure reproducibility. Moreover, it is also possible
that the model is significantly sensitive or insensitive against some particular
biased class during non-uniform sampling. In our experiment, we enumerated all
possible biased classes and averaged all scores over these non-uniform datasets
to address this issue. Finally, there are also exceptional cases that the score
comparison between the two datasets does not align with our overall observation,
but when revisiting the vanilla accuracy of the models in these datasets we can
find that the model is not capable of conducting reasonable in-context inference
on these tasks, and thus would not affect any of our claims.
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Overall, we can wrap up the experiment part with the conclusion that the
scores from MILE indeed have strong correlations to the test dataset quality,
justifying their effectiveness as a metric for dataset quality evaluation. Moreover,
we suggest that the mutator sensitivity could be used to generate mutants in
new settings.

5 Related Work

5.1 Robustness and Evaluation of In-Context Learning

Discovered from the GPT-3 model [7], the intriguing ICL ability of LLMs has at-
tracted widespread interest in understanding [54,33,11,48], utilizing [51,52,36,49],
improving [50,59,62,16] this learning paradigm. However, though having been
studied by a series of works [16], the robustness issue of the in-context demon-
strations is still an unaddressed problem. The ICL performance is very sensitive
to the selection and order of demonstrations [29], as well as the noise in the
labels [9,17], both posing safety concerns in their real-world applications. To
select better demonstration sets, Zhao et al. attribute the sensitivity to the bias of
language models toward predicting certain answers, and propose to fit calibration
parameters that cause the prediction to be uniform across classes [62]. Wang et
al. propose to select in-context demonstrations through the Bayesian lens that
regard the LLMs as latent variable models [48]. There are also other works that
attempt to design intrinsically robust ICL against demonstration ordering like
Zhang et al. propose BatchICL [59], an order-agnostic ICL inference algorithm,
and Fang et al. propose InvICL [16], which identifies two crucial factors in the
design of ICL including information non-leakage and context interdependence to
achieve invariance in ICL.

Apart from focusing on the mechanism of ICL, few works have been dedicated
to designing the evaluation specialized for ICL, and most of the existing works still
solely conduct ICL evaluation with general LLM benchmarks like Alpaca Eval [26],
or purely based on conventional natural language processing datasets like SST2.
Recently, Chen et al. propose ICLEval [8], the first benchmark particularly
designed for ICL evaluation with two key sub-abilities of LLMs, including exact
copying and rule learning. Besides, the evaluation designed for the quality of test
cases for ICL remains unexplored.

5.2 Mutation Testing for Machine Learning Systems

In recent years, leveraging mutation testing in machine learning (ML) testing
has become a popular research topic [32,58,21]. The testing procedure typically
consists of 2 stages, including mutating the ML system through different aspects
to simulate potential faults within the system, and then evaluating the dataset
on the original model and the mutant models to characterize the quality of
the dataset or the system. As a pioneering study, Ma et al. propose the Deep-
Mutation [32], which proposes various mutators for deep neural networks from
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source-level (training data and model architecture) to model-level (parameters
and architecture after training). Then, under controlled experiments, they show
that the mutation score is able to reflect the dataset quality for ML systems.
Concurrently, Shen et al. propose Munn [40], including five mutation operators
designed with the characteristics of neural networks and investigations on how
mutation affects neural networks and how neural depth affects mutation analysis.
Subsequently, Humbatova et al. propose DeepCrime [23], which defines 35 deep
learning mutation operators and conducts empirical studies about real faults in
deep learning systems.

Going beyond conventional deep learning systems, there are also other works
dedicated to applying mutation testing techniques in other learning paradigms and
scenarios. Hu et al. propose DeepMutation++ [20], extending the DeepMutation
framework to both feed-forward and stateful recurrent neural networks. Lu et
al. propose MTUL [31], a mutation testing framework for unsupervised learning
systems. Besides, Wang et al. [45] propose to leverage mutation testing for
adversarial example detection during inference, based on the intuition that
adversarial samples are more sensitive against model mutations. Similarly, Zhang
et al. propose to apply mutation testing to detect jailbreaking attacks against
LLMs [61]. On the other position, Yu et al. propose GPUFuzzer [57], leveraging
mutation techniques to craft jailbreaking prompts for LLMs. However, although
preliminary work has been done on introducing mutation testing for LLMs, the
use of mutation testing for ICL systems has not been explored.

6 Conclusion

In this paper, we propose MILE, a mutation testing framework of in-context
learning (ICL) systems, aiming to evaluate the test suite quality for ICL models.
For mutation operators, we consider demonstration-level and prompt-level ones,
specialized for ICL prompts. Besides the standard mutation score, we also propose
a group-wise mutation score to better understand the model sensitivity against
inter-group mutants. With comprehensive experiments across popular LLMs and
datasets, we demonstrate the strong correlation between the test set quality and
mutation score calculated by MILE, showcasing the effectiveness of using MILE
to evaluate the test suite quality. We further investigate the model sensitivity
against different kinds of mutants and provide suggestions for designing mutators
when applying MILE for different testing goals. Overall, our work provides a new
technique for evaluating and improving ICL systems.
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