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Abstract

Knowing more about the data used to build AI systems is
critical for allowing different stakeholders to play their part
in ensuring responsible and appropriate deployment and use.
Meanwhile, a 2023 report shows that data transparency lags
significantly behind other areas of AI transparency in popu-
lar foundation models. In this research, we sought to build
on these findings, exploring the status of public documenta-
tion about data practices within AI systems generating public
concern.
Our findings demonstrate that low data transparency persists
across a wide range of systems, and further that issues of
transparency and explainability at model- and system- level
create barriers for investigating data transparency information
to address public concerns about AI systems. We highlight a
need to develop systematic ways of monitoring AI data trans-
parency that account for the diversity of AI system types, and
for such efforts to build on further understanding of the needs
of those both supplying and using data transparency informa-
tion.

1 Introduction
Data is at the heart of AI systems, playing a key role across
the AI life cycle (Sambasivan et al. 2021) and in determin-
ing the “consequences in downstream AI deployment” (Jar-
rahi, Memariani, and Guha 2023; Sambasivan et al. 2021).
For example, many are now aware of the serious risks asso-
ciated with facial recognition systems developed on biased
datasets (Buolamwini and Gebru 2018), or AI systems re-
vealing confidential information (Curzon et al. 2021). Such
examples demonstrate that it is not only which data is used
to build AI systems that is important, but also how well those
developing, deploying and using AI systems understand bi-
ases, limitations and legal obligations associated with use of
this data, to ensure systems are implemented appropriately.

Transparency about the use of data in AI systems is rightly
gaining attention (Hardinges, Simperl, and Shadbolt 2023)
as a pressing area for improvement in AI governance, in
what researchers have called a “growing data transparency
crisis” (Longpre and Hooker 2023) given widespread diffi-
culties in understanding the use of data across AI systems,
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and the ‘lineage’ of that data (who created it, how it has been
curated, its limitations, etc.).

The past several years have seen a significant range of
AI data transparency efforts emerging across sectors. These
have both focused on documentation practices to describe
specific datasets that are commonly used in AI systems (in-
cluding for example, Datasheets and Data Cards) and as part
of model- and system- transparency approaches including
Model or System Cards, which include information about
how data has been used to build AI systems. However, evi-
dence suggests that use of these documentation practices of-
ten remains ad-hoc and inconsistent (Yang, Liang, and Zou
2024; Liang et al. 2022). One Microsoft study demonstrated
that UX designers experience a lack of data transparency in-
formation to understand pre-trained models for responsibly
implementing these in AI products (Liao et al. 2023), while
the Stanford Foundation Model Transparency Index demon-
strated that the data transparency of a selection of 10 popu-
lar foundation models is very low (Bommasani et al. 2023b).
More broadly, there remains limited further evidence on how
far the range of data transparency approaches have perme-
ated to help different stakeholders understand AI systems
and the role of data in their downstream impacts.

At the same time, there are widespread and increasing de-
mands from diverse stakeholders including the public, civil
society, private sector organisations and governments for
better AI transparency (Jobin, Ienca, and Vayena 2019), and
AI data transparency more specifically (Hardinges, Simperl,
and Shadbolt 2023).

In this research we sought to evaluate the landscape of
AI data transparency among those AI systems generating
public concern. To do so, we made use of the AI incidents
database (AIID) generated by the Partnership on AI as a ba-
sis for identifying AI systems associated with public con-
cern. Using an initial sample of 135 incidents that took place
between January 2022 and March 2024, which generated a
sample of 54 AI systems, we adopted elements of the search
protocol developed by the creators of the Stanford Founda-
tion Model Transparency Index (FMTI) (Bommasani et al.
2023b) to explore the data transparency of AI systems under-
lying the sample of incidents. We found that the low levels of
AI data transparency identified in the Stanford research were
replicated across a 25 models (a wider range than the 10
models explored in the FMTI), and further identified issues
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of transparency and explainability at model- and system-
levels that create barriers for investigating data transparency
information. We propose that further efforts to investigate
and monitor the landscape of AI data transparency, including
better understanding the needs of those using and supply-
ing transparency information, will be important for helping
those designing and deploying AI systems, as well as regula-
tors and researchers on responsible AI to target their efforts,
generating benefits in supporting wider improvements in AI
data transparency.

2 Background
AI data transparency should be considered in relation to
the ‘needs’ for transparency information. Historically, the
data used to build AI systems has commonly been viewed
as a ‘technical’ element, and therefore the details of data
used only relevant to those with technical expertise (Jar-
rahi, Memariani, and Guha 2023) - an increasingly disputed
paradigm given the importance of data and its governance
for the ‘downstream’ impacts of AI system use (Sambasi-
van et al. 2021). As a result, there is increasing demand
for publicly documented information about how data is used
within AI systems that is accessible to a wide audience, and
that helps to understand system impacts - and AI data trans-
parency is defined as such in the context of this research,
following definitions used by Bommasani et al. (2023b)and
Bertino (2020).

In this section, we first explore the forms that AI data
transparency can take, before highlighting the diverse needs
for transparency information and the tensions this can gen-
erate, and finally the current evidence on the landscape of
data transparency across diverse AI systems.

2.1 Multiple forms of AI data transparency
When it comes to AI data transparency, much emphasis
has been placed on approaches focused on specific datasets
(Micheli et al. 2023) such as ‘datasheets’, ‘data cards’ and
‘data nutrition labels’, which typically target developer-
s/those building AI systems to make appropriate use of those
datasets (Hallinan et al. 2020; Gebru et al. 2021; Pushkarna,
Zaldivar, and Kjartansson 2022). This focus is essential con-
sidering these stakeholders’ significant responsibility in ad-
dressing elements such as quality, bias, and contextual rel-
evance of data. While they may complement one another,
it is important to differentiate such transparency approaches
from those that help a more general audience to understand
which datasets and how these datasets have been imple-
mented in AI systems (the focus of this research). For these
forms of data transparency, we need to look at model- and
system- level transparency approaches such as Model Cards
(Mitchell et al. 2019; OECD 2022), System Cards (Meta
2022), or perhaps the UK’s Algorithmic Transparency Re-
porting Standard (CDDO and DSIT 2024), and which data
transparency information they incorporate. Importantly, it is
often advised that developers incorporate data-level trans-
parency approaches such as data cards into their model- and
system- level transparency approaches, although we have
not identified research exploring how often this is com-
pleted.

2.2 Who needs AI data transparency
information?

In a December 2023 public scandal, the generation of child
sexual abuse material (CSAM) by the Stable Diffusion1 text-
to-image model stemmed from the system being trained
on the popular, vast and openly available LAION-5B train-
ing dataset, which contained over a thousand instances of
CSAM material (Verma and Harwell 2023). Stanford re-
searchers investigating the scandal highlighted the issues
raised by poor transparency about the data used to build AI
systems, including for identifying in which other models the
LAION-5B dataset has been used, how it has been used, and
whether similar risks for exposure of this illegal material are
likely to emerge (Thiel 2023). Without such information, it
is difficult for stakeholders all across the AI lifecycle to un-
derstand how to interpret AI systems, their component parts
and their limitations, and how to use the technologies appro-
priately.

While public concern about AI system deployment and
the social and ethical implications are high (Modhvadia
2023), particularly with regards to development and deploy-
ment among private companies, research has shown success
in transparency information improving trust among users
and deployers, with one study demonstrating in particu-
lar the effectiveness of ‘data-centric explanations’ for help-
ing users to understand and evaluate machine learning sys-
tems (Anik and Bunt 2021). Further, in the context of the
movement towards responsible AI, researchers argue (Bom-
masani et al. 2023a) that beyond these practical needs, re-
quiring system developers to work in the open increases
scrutiny and accountability, thereby encouraging responsi-
ble practices, for example creating a need to demonstrate
how harms are mitigated.

Calls for improved transparency have emerged from var-
ious domains, and look increasingly likely to become an
expectation - for example, in recent months, both the US
(House 2024) and UK (Adams and Greenwood 2024) gov-
ernments have rolled out requirements for public bodies to
offer transparency into public sector AI use. While trans-
parency can certainly not be considered a silver-bullet for
addressing the ethical challenges associated with AI sys-
tems, it is a prerequisite for informed decision-making and
other forms of intervention such as regulation and other
forms of accountability (NIST 2024).

2.3 Where are we now?
As discussed earlier in this section, a variety of best practices
and standardised approaches for sharing transparency infor-
mation have become increasingly well-established over the
past several years. However, while recent studies have sug-
gested that both data- and model- documentation practices
are increasingly used, particularly among developer commu-
nities, evidence suggests that information supplied within
documents is often limited and highly inconsistent (Liang
et al. 2024; Yang, Liang, and Zou 2024).

1Created by StabilityAI, a major generative AI company who
have partnered with organisations such as Intel.



Figure 1: Figure from Bommanasi et al. (2023), in their Foundation Model Transparency Index paper comparing transparency
across 10 key foundation models and 10 aspects of AI ecosystem transparency. Their ‘data layer’ includes data, labour and
compute factors.

This is corroborated by recent research into transparency
of the most popular AI datasets (Longpre et al. 2023) and the
Stanford research exploring AI lifecycle transparency within
high profile foundation models ((Bommasani et al. 2023a),
see figure 1), which have demonstrated low availability of
data transparency information in practice. Further, a Mi-
crosoft study demonstrated the limited data transparency in-
formation available to UX designers seeking to responsibly
implement pre-trained models (Liao et al. 2023).

Still, there remains a need to consider how such findings
generalise across a wider range of AI system types and ap-
plications, given the increasing deployment of AI products
across sectors and fields of practice. This is important, for
example, for differentiating sectors, types of AI systems, and
types of organisation in terms of data transparency informa-
tion they provide, potential barriers for sharing this informa-
tion, and particular targets for intervention. In responding
to this need, this research considers AI data transparency in
the context of systems generating public concern as a more
diverse, priority sample of AI systems to examine.

3 Methodology
3.1 Research question
In this research, we explore the question: what is the state of
data transparency in AI systems that have generated public
concern?

3.2 Data: AI incidents for identifying AI systems
causing public concern

The practice of recording AI incidents has emerged mainly
with initiatives from civil society in recent years, primarily
with the aim of helping to prevent recurrence of issues (Turri
and Dzombak 2023). ‘Incidents databases’ largely do not in-
clude transparency information about ‘upstream’ aspects of
an AI system (how it was built and how that has led to the
incident), but rather focus on impacts and ‘observable’ as-
pects of AI systems (Turri and Dzombak 2023), and as such
largely do not cover data transparency information. Still, the
records of AI incidents can be used as a basis for exploration
of how AI is used in the public domain, and the nature of
concerns arising.

In this research we made use of the AI Incidents Database
(AIID) released in 2020 by the Partnership on AI (Mcgre-
gor 2020). The database is developed on the basis of crowd-
sourcing incidents from the public which are then audited
by administrators, who curate the incident reports based on
information available in public news reports. Although there
are multiple databases focused on publicly recording AI in-
cidents, we selected the AIID due to easier interpretability
of the sample and accessibility of the data. We discuss some
limitations of this sample at the end of this paper.

3.3 Methods
An overview of the methods used is available in Figure 2.



Figure 2: Overview of methodology

Filtering sample of AI systems This stage of the research
was implemented by the first author of the paper. The AIID
database contained 642 incidents as of early March 2024.
We filtered these for recent incidents that took place between
January 2022 and March 2024, to increase the likelihood
of transparency information remaining available in findable
formats. We used the AIID platform’s search function to
identify incident reports that mentioned ‘Data’ to limit our
sample to those incidents that discuss any issues associated
with data. This generated a list of 135 incidents for analysis.

We used the AIID ‘incident report’ on the platform to
identify the system and/or model at the centre of each AI
incident. The exclusion criteria were all duplicate system-
s/models (46), non-English language systems (2), incidents
where the issue was not clearly associated with the AI sys-
tem (10), and any incidents that did not name a system/mod-
el/function of model such that it was difficult to include this
information or a clear proxy (23). As such, we included 54
systems with a clear system name and function OR model
name in our assessment.

Analysing AI data transparency In assessing ‘data trans-
parency’, we used the list of indicators under the ‘Data’
section (one of ten transparency areas in their ‘ecosystem
approach’ to AI transparency, see figure 1) in the Stan-
ford Foundation Model Transparency Index (FMTI), devel-
oped from their review of scientific literature and public
discourse on what AI transparency is needed for “public
accountability” (p. 28, (Bommasani et al. 2023a)) among
foundation models. This is defined as information needed to
understand decision-making in building AI systems. Their
research aimed to identify publicly available information
about “data used to build the model” (in training, pre-testing,
evaluation etc.). We have made use of their search proto-

col, openly documented online, (Bommasani et al. 2023b)
to identify data transparency information, carefully docu-
menting the search process and scoring each model by the
data transparency indicator. However, this research faced re-
source constraints limiting certain aspects of the search pro-
tocol approach - for example, while the Stanford researchers
validated their findings by contacting companies included in
the sample, we used only publicly available documentation
on the internet. In cases where the model is an ‘integration’
of other models (e.g., those built on ChatGPT such as in the
case of FullPath’s GPT model) we specifically considered
data used in this integration, not the original model. While
relevant, we did not include ‘data labour’ and ‘compute’ in-
dicators (see figure 1) in this research, also due to resource
constraints. Future research on data transparency could ex-
plore such factors.

The indicators for ‘data transparency’ are: Data size; Data
sources; Data creators; Data source selection; Data curation;
Data augmentation; Harmful data filtration; Copyrighted
data; Data licence; Personal information in data (?).

Applying the search protocol To apply the search proto-
col required identification of the model underlying the AI
system’s function. As discussed in section 2.3, an AI sys-
tem is made up of the inputs (data) and the mechanisms
(‘models’) that generate the output - and an AI system’s
outputs can be generated from multiple models, or just one
(Meta 2022). To understand the data used to build a system,
it was important to identify the particular model(s) under-
lying a given function. Where the specific model was not
named in the incident reports, for each system we searched
“COMPANY NAME” +”SYSTEM NAME/FUNCTION” +
“model transparency”/”technical paper”/”model” and ex-
plored the resulting findings to select a model that was re-



Figure 3: AI models scoring a point for each data indicator in this research (n=25) in comparison to the findings of the Founda-
tion Model Transparency Index (n=10) ((Bommasani et al. 2023b)

leased within the relevant time period for the incident. For
those where we could not identify a clear input-output mech-
anism/model underlying the system/function (we included
those where this was not explicitly called a ’model’), we
considered that we were not able to apply the search proto-
col outlined. We discuss the challenges in identifying model
transparency information in sections 4.1 and 5.1.

To build on the research protocol and identify any
remaining information, we search for key transparency
information using further searches for “MODEL NAME”
+ “transparency”/“data transparency”/”model trans-
parency”/”technical paper” and recorded any key trans-
parency sources, ensuring we searched in these for data
transparency information.

4 Findings
4.1 Identifying models and model transparency

information
For just over half of the 54 systems, we were not able to
identify information about the model architecture/specific
models or algorithms associated with the concern, such that
we could apply the data transparency search protocol. 29
systems/products did not offer identifiable model informa-
tion, while 25 did and were analysed further for data trans-
parency indicators.

The functions of those systems with identifiable model
information (see table 1) were mostly associated with chat-

bots (n=8) or image generation (n=7), while the functions of
those systems without identifiable model information (see
table 2) were primarily associated with autonomous driving
(n=7), facial recognition (n=5) and recommendation models
(n=5).

For example, it is difficult to unpack how notoriously
opaque (Stray 2021) recommender systems by big tech or-
ganisations work, likely a consequence of both the involve-
ment of many different algorithms/models playing a role
within the system/function at hand (Lada, Wang, and Yan
2021), and a desire by companies to keep the workings of
their systems private to protect company interests (Luria
2023). Even where Meta, for example, has shared ‘system
cards’ covering a large portion of their AI-driven recom-
mender systems (Meta 2023), these tend to highlight that
‘multiple models’ are used to generate a particular function,
and they do not name or offer more in depth information
about these and the data used to develop them. As such,
while it is often clear the general types of data these sys-
tems rely upon (customer purchasing history, browsing his-
tory etc.), it is difficult to identify a particular ‘input-output’
model or algorithm that the incident was associated with,
in order to carry out the data transparency search protocol
in this research. We identified similar challenges for iden-
tifying the ‘models’ at stake in facial recognition and au-
tonomous driving systems among others (see Table 2) with-
out specialist knowledge of the systems.



Figure 4: Comparing number of data transparency indicators across all AI models analysed

4.2 Assessing data transparency within
identifiable models

For those systems where we were able to apply the search
protocol (i.e., those with identifiable model architectures/al-
gorithms), we found that systems scored on average 2 of
the 10 data transparency indicators, with 9 (40 percent) of
the models scoring zero points. Of these, particular data in-
dicators were more likely to be included (figure 3). Look-
ing in particular at the nature of data transparency infor-
mation available, the most commonly available information
was about data curation and harmful data filtration (40 per-
cent prevalence), data size (36 percent) and data sources (24
percent). Points were awarded in cases where some signifi-
cant information was available, even if this was not a com-
prehensive description of the indicator, per the FMTI proto-
col. None of the models examined gave information about
data licensing and very few gave information about personal
information in data (12 percent), data creators (8 percent),
and data source selection (8 percent) and copyrighted data
(4 percent). Similarly, the Stanford FMTI researchers found
that none of the 10 foundation models they assessed gave
transparency information about data creators, data licensing,
copyrighted data, nor personal information within the data
used (Bommasani et al. 2023b)).

5 Discussion
5.1 Diverse challenges and ‘path-dependency’ for

data transparency across AI systems
AI exists in society in many different forms. The findings
of this research have demonstrated that the AI systems gen-
erating public concern are far from homogenous2, and with
this come diverse challenges in understanding how data has
been used to build these AI systems.

Our findings demonstrate a ‘hierarchy of transparency’
or ‘path-dependency’, where it is difficult to investigate up-
stream elements of a system without understanding the ba-
sic architectures of a system or product. In this research, the
vast majority of cases where AI models were identifiable
and documented were generative AI-based systems (see Ta-
ble 1). With the high profile technologies and models be-
hind products for functions such as text and image genera-
tion, model names appear to be commonly reported in news,
blogs and other materials online. The protocol used in this
research to identify AI data transparency was taken from an
existing method designed for generative AI/foundation mod-
els. To better understand AI data transparency for public ac-
countability, future research should attempt to account for
the diverse challenges for understanding how data has been

2indeed they will be, as discussed in section 6, far more diverse
than those represented in this sample.



Function No. System name(s)

Chatbot 8 AI Blenderbot 3 ; LaMDA 2 ; ChatGPT3 ; ChatGPT4 ; Fullpath ChatGPT integration ; Replika AI
chatbot ; GPT-4Chan ; Google Gemini 1.5 Pro

Image generation 7 Dall-E 2 ; Dall-E 3 ; Dall-E Mini ; Google Imagen ; Lensa ; AI image generator ;
Midjourney ; Stable Diffusion 2.0

Image editing 2 Adobe Firefly Image 2 ; Playground v2 – 1024px Aesthetic Model

Generative AI identification 2 OpenAI AI classifier ; TurnItIn AI Writing Detection

Insurance decisions 1 nH Predict

Interview assessment 1 Hirevue Assessments model

Recommendations 1 Tiktok Monolith

Sound identification 1 Shotspotter

Voice generation 1 ElevenLabs Monolingual V1

Writing papers 1 Meta Galactica

Table 1: Systems and functions (model information identified) (n=25)

Function No. System name(s)

Autonomous driving 7
XPeng P7 ; Cruise autonomous vehicle technology ; Serve Robotics ; Tesla ’full self driving’
software ; Tesla Model 3 Sedan Autopilot ; Tesla Model 9 Autopilot mode ; TuSimple
autonomous vehicle technology

Facial recognition technology 5 Amazon Rekognition ; CBP One ; Clearview AI facial recognition software ; Hikvision ; Pimeyes

Recommendations 5 Amazon recommended purchases ; Facebook job ads algorithm ;
Google docs ’inclusive language’ function ; Google search ; Instagram recommender algorithms

Chatbot 2 Microsoft Co-Pilot Chatbot ; Tessa chatbot ; Chai Eliza chatbot

CSAM detection 1 Google Photos image analysis software

Image editing 1 ClothOff app

Pollution detection 1 Toronto AIPM system - Virtual beach 3.0

Purchase detection 1 Amazon Fresh detection algorithm

Translation 1 Google Lens camera-based translation feature

Video generation 1 Synthesia

Voice recognition 1 Centrelink voice recognition system

Table 2: Systems and functions (no model information identified) (n=29)

used to build different AI systems, and the different ‘levels’
at which transparency is prevented.

Further, we agree with the various studies concluding the
importance of ‘holistic’ (Heger et al. 2022; Micheli et al.
2023; Brereton et al. 2023) approaches to AI transparency
that help to understand the AI lifecycle - and emphasise
the importance of embedding data transparency effectively
in such approaches. A commonly touted solution is to em-
bed data cards within model cards, and likewise model-level
documentation can be embedded within system-level docu-
mentation (which take a more holistic view of the product
and how it works).

5.2 Lack of data transparency of AI systems and
models behind AI incidents

Largely, our findings suggest that the public availability of
data transparency information is very limited across the sys-
tems identified as associated with AI incidents. Where it
has been possible to identify particular models underlying
AI incidents, the findings strikingly corroborate those of the
Stanford Foundation Model Transparency Index, supporting
their evidence generated across a sample of 10 foundation
models with a wider range of 25 AI models.

It is interesting to note that the majority of those models
scoring more than zero points were developed by ‘big tech’
companies (see figure 4). While the evidence in this research
is insufficient to substantiate such a conclusion, it may be
interesting to explore whether smaller companies (including



those stewarding generative AI models) are even less likely
to offer data transparency information. The vast majority of
incidents within the AI Incidents Database are indeed asso-
ciated with big tech providers, highlighted as a limitation of
the sample used in this report, and we suggest that future
research could consider the disparities in data transparency
across different types of organisations/providers.

The data transparency indicators designed by the Stan-
ford FMTI and used in this research were designed based
on evidence of public discourse and existing scientific liter-
ature on the need for transparency about foundation models.
Particularly where there are very few or no models scoring
on an indicator, it is important to reconsider how realistic
and important these transparency elements are for devel-
opers to provide, across different system types. For exam-
ple, we only identified transparency information addressing
whether copyrighted data had been included in the model’s
development for one of the models included in this sample
(Adobe’s Firefly) - and none of those assessed in the FMTI
scored this point. This should be interpreted in the context of
major concerns and legal challenges (Vincent 2023) raised
over the use of copyrighted data within AI systems, and par-
ticularly generative AI systems, leading to lobbying for legal
requirements on companies to disclose the copyright status
of their data. While almost none of those systems identi-
fied in this research respond to such demand, there is clear
appetite among a diversity of stakeholders for copyright in-
formation to emerge (David 2023b,a). Similarly, the range
of AI incidents focused on concerns surrounding harmful
data inclusion, data biases, and the disclosure of personal
data, for example, suggest that such indicators are applica-
ble across a wide range of AI systems. The absence of this
information raises questions about the reason such informa-
tion is not shared - barriers to sharing information about the
data in AI systems commonly highlighted (Felzmann et al.
2020) include proprietary reasons, cost, and impracticality,
although there appears to be a lack of consensus regarding
the extent of such barriers and their solutions.

Reconsideration of the applicability of the data trans-
parency indicators used in this research across different
types of stakeholders’ needs, and for understanding differ-
ent types of systems (and indeed, the types of AI incidents
they are commonly associated with) may help to develop
further approaches for monitoring the status of AI data trans-
parency. As is highlighted as an objective by the FMTI re-
searchers (Bommasani et al. 2023a), this may help, in turn,
to communicate ‘best practice’, clear expectations and high-
light gaps effectively to developers.

5.3 AI documentation practices and addressing
stakeholder needs

As discussed in sections 1 and 2, AI documentation is the
topic of significant attention, responding to the demand for
transparency across many different stakeholder types. Much
of the transparency information identified in this research
was found in model cards and technical papers, suggest-
ing the importance of the increasing expectation to supply
these transparency documents for data transparency. Still, as
demonstrated by the generally low scores among AI mod-

els assessed, the presence of model or system transparency
documentation does not necessarily lead to presence of all
desired transparency information.

Our findings have supported numerous other studies
(Liang et al. 2022; Yang, Liang, and Zou 2024) demonstrat-
ing a need to increase the consistency of use of AI trans-
parency documentation. It is important to consider how to
ensure that data- and model- level transparency approaches
lead to information being available to both technical and
non-technical audiences seeking to understand the role of
data within the systems and their downstream impacts, and
therefore how these are incorporated in system-level trans-
parency approaches, and also whether the information sup-
plied is appropriate/sufficient. Still, we also highlight the im-
portance of a continued research agenda to understand the
efforts and barriers for producing this documentation, and
how this can be best supported and encouraged.

6 Limitations of approach
This sampling and coding in this research was undertaken
by a single researcher. As such, the findings are indicative
of the availability of information based on the FMTI search
protocol, but may not reflect all available information. Addi-
tionally, due to resource constraints we were not able to con-
tact AI system providers to offer an opportunity to dispute
our findings, a step included in the FMTI research approach.
Contacting the system providers may have led to further in-
teresting insights in addition to validation of our findings.

Further, the AI incidents reported in news media plat-
forms and recorded to AI incidents databases will be a lim-
ited representation of those AI systems causing public con-
cerns/real world incidents, with biases towards ‘big tech’
concerns, those affecting Global North countries, and less
marginalised groups who may be more likely to have issues
affecting them gain global attention. Indeed, in this research
we were limited to analysing the English language exam-
ples. As such, expansion of this research approach to iden-
tify data transparency among a broader range of incidents
would be important to validate and build on the findings.

Finally, the data transparency indicators used in this
research protocol were designed specifically for founda-
tion model transparency. While these indicators still appear
broadly relevant across all types of AI systems, in section 5
we discuss the need to develop a protocol for assessing data
transparency within a wider range of AI systems, includ-
ing consideration of which indicators are most appropriate
across diverse systems.

7 Recommendations
Recommendation 1: Investigate further how data trans-
parency empower users of transparency information In
this research we have identified challenges in understand-
ing the systems, models and datasets at stake in AI sys-
tems, and the importance of carefully considering how data
transparency is embedded within AI system/ecosystem level
transparency approaches. Particularly given the perceptions
and presentation of data as ‘technical’ despite its clear rele-
vance for understanding the impacts on individuals and tech-



nology users - and therefore many along its ‘supply chain’
for whom impacted individuals are their customers, clients
etc. - it is important to consider the AI data transparency ‘in-
formation needs’ of different AI stakeholders more closely
and how this varies across different contexts. In particu-
lar, given the most detailed data documentation approaches
(dataset-level documentation) are aimed primarily at AI de-
velopers, we suggest the importance of considering how data
transparency information for understanding AI systems and
AI incidents can empower non-specialists and communities.
Still, as discussed in recommendation 2, there remains a
need to ensure simplicity and feasibility of transparency ap-
proaches, and to consideration of how to balance the needs
of diverse stakeholders.

Recommendation 2: Better investigate the barriers and
opportunities for effective and efficient sharing of data
transparency information Common to discussions of
data transparency are debates over the complexities of shar-
ing data transparency information. Developers highlight
concerns over privacy, security and intellectual property -
and there are certainly questions in terms of explainability
(are people able to understand the information they need),
cost of generating transparency information, and incentives.

By generating an improved understanding of the different
challenges for organisations developing AI systems, it may
be possible to identify approaches that navigate significant
concerns, while preventing calls for transparency being un-
dermined by more vague and high-level counter-arguments
such as ‘privacy concerns’ in spite of real demand for infor-
mation and where issues could be mitigated.

For example, exploration of the potential challenges and
opportunities for automated documentation of data practices
across different system types may support more feasible and
standardised approaches (Thirumuruganathan et al. 2021).

Recommendation 3: Develop an AI data transparency
index addressing a wide range of AI systems We view
the ecosystem-level view of the Foundation Model Trans-
parency Index as key to understanding the needs and gaps in
transparency approaches for these particular models across
all aspects of the AI ecosystem. However, given the particu-
larly limited availability of transparency information on AI
data, and the diverse challenges raised in this report for un-
derstanding the data used in AI systems, we suggest that it is
important to build on the findings of the FMTI and this ex-
ploratory report to develop a systematic means of assessing
AI data transparency across more diverse systems. A data
transparency index may consider:

• Both ‘big tech’ and smaller providers’ data transparency
• How data transparency varies across diverse applications

of AI (in healthcare, environmental contexts, public sec-
tor etc.) - this may help to prompt an understanding of
areas of best practice and areas of significant need and
policy attention

• Data transparency indicators that empower different
communities who represent societal interest in the im-
plementation of AI systems (see recommendation 2)

• Transparency assessment of key datasets

We intend this research to offer a starting point for such ef-
forts.

8 Conclusion
In all, the rapidly evolving landscape of AI data transparency
has some way to go before the principle of transparency can
be seen to be met. Our findings agree with the broad con-
sensus that data documentation within AI systems remains
largely ad hoc and mostly opaque to non-specialists and
those outside of the companies creating the systems. We do,
however, recognise the progress that has been made in recent
years with increasing expectations for use of AI documenta-
tion practices such as data and model cards, and publishing
‘technical papers’, FAQs, blogs and more to improve pub-
lic accountability and trust, and suggest that these have met
particular success with improving the public accountability
of foundation models (perhaps in response to the high level
of concern about these systems).

We further agree that the approach by the Stanford team
developing the Foundation Model Transparency Index for
generating an understanding of the AI transparency land-
scape is important for raising awareness of needs and gaps
in transparency, and propose that deeper consideration of the
AI data transparency is needed to address the particular lim-
itations for public accountability of AI systems.

9 Acknowledgments
This exploratory research was undertaken as part of the
Open Data Institute’s Data-Centric AI programme, for
which we are grateful for funding by the Patrick J. McGov-
ern Foundation.

References
Adams, L.; and Greenwood, M. 2024. Algorithmic Trans-
parency Recording Standard: Getting ready for adoption at
scale – Responsible Technology Adoption Unit Blog. https:
//rtau.blog.gov.uk/2024/03/07/algorithmic-transparency-
recording-standard-getting-ready-for-adoption-at-scale/.
Anik, A. I.; and Bunt, A. 2021. Data-Centric Explanations:
Explaining Training Data of Machine Learning Systems to
Promote Transparency. In Proceedings of the 2021 CHI
Conference on Human Factors in Computing Systems, 1–13.
Yokohama Japan: ACM. ISBN 978-1-4503-8096-6.
Bertino, E. 2020. The Quest for Data Transparency. IEEE
Security & Privacy, 18(3): 67–68.
Bommasani, R.; Klyman, K.; Longpre, S.; Kapoor, S.;
Maslej, N.; Xiong, B.; Zhang, D.; and Liang, P. 2023a. The
Foundation Model Transparency Index. http://arxiv.org/abs/
2310.12941. ArXiv:2310.12941 [cs].
Bommasani, R.; Klyman, K.; Longpre, S.; Maslej, N.;
Xiong, B.; Zhang, D.; and Liang, P. 2023b. The
Foundation Model Transparency Index Search Proto-
col. https://github.com/stanford-crfm/fmti/blob/main/fmti-
search-protocol.pdf.
Brereton, T. A.; Malik, M.; Lifson, M. A.; Greenwood, J. D.;
Peterson, K. J.; and Overgaard, S. M. 2023. The Role of AI
Model Documentation in Translational Science: A Scoping



Review. http://medrxiv.org/lookup/doi/10.1101/2023.01.21.
23284858.
Buolamwini, J.; and Gebru, T. 2018. Gender Shades: Inter-
sectional Accuracy Disparities in Commercial Gender Clas-
sification. Proceedings of Machine Learning Research, (81):
1–15.
CDDO; and DSIT. 2024. Algorithmic Transparency Record-
ing Standard. https://www.gov.uk/government/publications/
algorithmic-transparency-template.
Curzon, J.; Kosa, T. A.; Akalu, R.; and El-Khatib, K. 2021.
Privacy and Artificial Intelligence. IEEE Transactions on
Artificial Intelligence, 2(2): 96–108.
David, E. 2023a. AI companies would be required to
disclose copyrighted training data under new bill - The
Verge. https://www.theverge.com/2023/12/22/24012757/ai-
foundation-model-transparency-act-bill-copyright-
regulation.
David, E. 2023b. News outlets demand new rules for AI
training data - The Verge. https://www.theverge.com/2023/
8/10/23827316/news-transparency-copyright-generative-ai.
Felzmann, H.; Fosch-Villaronga, E.; Lutz, C.; and Tamò-
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