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Abstract. Data-driven technologies have improved the efficiency, reliability and 
effectiveness of healthcare services, but come with an increasing demand for data, 

which is challenging due to privacy-related constraints on sharing data in healthcare 

contexts. Synthetic data has recently gained popularity as potential solution, but in 

the flurry of current research it can be hard to oversee its potential. This paper 
proposes a novel taxonomy of synthetic data in healthcare to navigate the landscape 

in terms of three main varieties. Data Proportion comprises different ratios of 

synthetic data in a dataset and associated pros and cons. Data Modality refers to the 

different data formats amenable to synthesis and format-specific challenges. Data 

Transformation concerns improving specific aspects of a dataset like its utility or 
privacy with synthetic data. Our taxonomy aims to help researchers in the healthcare 

domain interested in synthetic data to grasp what types of datasets, data modalities, 

and transformations are possible with synthetic data, and where the challenges and 

overlaps between the varieties lie. 

Keywords. Synthetic data, Synthetic data classification, Digital healthcare, 

Healthcare applications 

1. Introduction 

Digital technologies have transformed economies and societies and hold a lot of potential 

for the healthcare domain. Health technologies like the Electronic Health Record (EHR) 
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and Clinical Decision Support Systems [CDSS] are estimated to yield high benefits in 

terms of gains in cost efficiency, reliability, and effectiveness of health services [1]. 

These technologies require data in high volume and quality, but due to the presence 

of sensitive personal information in medical data, strict privacy regulations such as the 

General Data Protection Regulation (GDPR) are applicable to its sharing. Consequently, 

limited medical data is available for analysis and research, which hampers innovation [1, 

2]. Hence, researchers and practitioners are turning towards Synthetic Data (SD), which 

can be defined as ‘data that has been generated using a purpose-built mathematical 

model or algorithm, with the aim of solving a (set of) data science task(s)’ [2]. Properly 

generated SD ensures enhanced privacy as it does not refer to real individuals, maintains 

good fidelity by replicating statistical patterns found in Real Data (RD), and offers utility 

by effectively substituting real data in task-specific applications. 

Interest in synthetic data is surging [3], but comprehending the full potential of SD 

in healthcare contexts remains challenging. This paper proposes a novel taxonomy of SD 

within digital healthcare settings that allows researchers and medical professionals 

interested in exploring SD to grasp: 

• what types of datasets SD renders possible; 

• what data modalities are amenable to SD; 

• what kinds of dataset transformations are enabled by SD. 

In the remainder of this paper, we describe our taxonomy and varieties in Section 2, 

and reflect on our findings in Section 3. 

2. Synthetic Data Taxonomy 

Figure 1 presents the proposed taxonomical classification of SD. We categorize SD into 

three main varieties: Data Proportion, Data Modality, and Data Transformation. 

 

Figure 1. Taxonomy of SD varieties relevant to healthcare applications. 

 

 

 

 

 

 

 

 

 

 

 

 

 



2.1. Data Proportion 

Data Proportion refers to the ratio of SD to total data in a dataset, where SD can comprise 

additional variables or observations in the dataset. Data Proportion indirectly bears on 

privacy risks associated with the SD. We classify Data Proportion further into fully SD, 

partially SD, and hybrid SD, following [1]. 

Fully SD is entirely generated by an algorithm or mathematical model and contains 

no RD. However, information from RD can potentially leak into the synthetic dataset [1]. 

Examples of fully SD in healthcare include synthetic EHRs [4], medical images [5,6], 

and clinical notes [7]. 

Partially SD consists of a combination of SD and RD within a single observation. 

Here SD usually replaces sensitive information, while non-sensitive information remains 

unchanged [2]. Examples of partially SD in healthcare include partially synthetic EHRs 

[8], health surveys [9], and clinical notes [10]. 

Hybrid SD contains both entirely synthetic and entirely real observations. Since 

entirely new observations have to be synthesized, here the same methods are employed 

as in fully SD. Examples of hybrid SD in healthcare are dataset augmentation in EHRs 

[11], medical images [12], and clinical notes [13]. 

       Each Data Proportion type has unique benefits and limitations. Fully SD can address 

data scarcity issues and ethical, legal, or privacy-related constraints. However, since fully 

SD mimics statistical patterns found in RD, privacy risks may still exist [14]. Partially 

SD is useful when RD is abundant, but sensitive information needs to be protected. 

However, since observations in partially SD may still be directly traceable to real 

individuals, privacy risk may be higher as well. Hybrid SD can obfuscate the 

identifiability of individual records while maintaining data utility, but as hybrid SD also 

contains real observations, privacy risks are often larger than for fully and partially SD. 

2.2. Data Modality 

We categorize Data Modality based on whether data are stored in a structured or 

unstructured format. Structured data contains predefined variables or features of interest 

[15], whereas in unstructured data additional processing is required to extract features. 

Structured data is organized in a specific format such as tables, where rows represent 

observations or samples and columns denote variables or features. In the medical domain, 

various types of structured data are common: tabular data (e.g., EHRs), time series data 

(e.g., blood pressure and heart rate over time), and graph data (e.g., a network of 

diseases). Generating structured data presents specific challenges, particularly 

concerning privacy. For example, in the case of EHRs, strong correlations between SD 

and RD observations can potentially allow an attacker to infer sensitive features or 

identity information about an individual. In addition, tabular data like EHRs often include 

heterogeneous features with vastly different properties and distributions, making it 

challenging to represent them collectively [17]. 

Unstructured data consists of various formats such as text in clinical notes, 

radiological images, ultrasound videos, phonocardiographic audio, and combinations of 

these in multi-modal formats (for example pairs of radiological images and text labels). 

Current challenges in generating unstructured SD involve adequately assessing its 

fidelity. For example, popular fidelity metrics for synthetic images may poorly capture 

desired statistical properties of medical images, resulting in biased evaluation [16]. Also, 



models generating medical images often rely on architectures and loss functions designed 

for generating natural images, which may induce spurious artefacts in the SD [16]. 

 

2.3. Data Transformation 

SD can also be used to modify existing datasets, so as to improve their representation of 

a population (fidelity), downstream task performance (utility), and protection against 

inference (privacy). We classify health data transformation into three main categories: 

anonymization, data augmentation, and domain translation. 

Anonymization means replacing sensitive features in a dataset with SD, to reduce 

the risk that other sensitive features or a real individual itself can be inferred from the 

SD. Using SD for anonymization has been done in EHRs [8], health surveys [9], and 

clinical notes [10]. 

Data Augmentation refers to using SD to improve dataset utility and/or fidelity. 

Examples are generating synthetic samples of an underrepresented group to improve the 

performance of a classifier for that group, or adding these samples to a dataset to improve 

its representativeness overall. Data augmentation has been employed to improve EHRs 

[11], medical images [12], and clinical notes [13] regarding utility and/or privacy. 

Domain Translation refers to the transformation of data within a particular modality 

and domain. Examples are the synthesis of Magnetic Resonance images from Computer 

Tomography images, where the former are costly to obtain [6], and the synthesis of high- 

from low-resolution Magnetic Resonance images [5]. 

3. Discussion and Conclusion 

This paper provided a taxonomy of SD in healthcare applications. We categorized the 

SD based on the proportion of SD in a dataset, data modality, and types of dataset 

transformations that SD supports. As an illustration of its practical value, we envision 

integration of the taxonomy as a roadmap in more general frameworks and toolkits. An 

example is the INSAFEDARE project, where it can guide researchers, developers and 

regulatory bodies in employing SD to more efficiently obtain quality and safety 

assurance of various digital health applications [18]. 

It is important to note that the three varieties of SD are interrelated and applicable 

across various applications of SD. Hybrid SD, for example, performs data augmentation 

as data transformation and can consist of structured or unstructured data. Partially SD 

often performs anonymization as data transformation and is usually structured rather than 

unstructured data. Sensitive features are more easily identified in structured than 

unstructured data. Lastly, fully SD can be structured or unstructured and can be used for 

domain translation, augmentation, or anonymization. 
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