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Abstract—Data collection in an IoT environment requires
simple and effective communication solutions to address resource
constraints, ensure network efficiency, while achieving scalability.
Efficiency is evaluated based on the timeliness of collected data
(Age of Information), the energy spent per delivered unit of
data, and the effectiveness in utilizing spectrum resources. This
paper addresses a random multiple access adaptive system, in
which a large number of devices send sporadic messages in
non-periodic pattern. In particular, our analysis highlights the
potential of Successive Interference Cancellation and identifies an
adaptive parameter setting to maximize its benefits as the level of
contention on the shared channel varies. An analytical model is
defined, easily scalable with the number of nodes and yielding all
the relevant metrics. Evidence of the accuracy of the model is given
by comparing predicted results against simulations. The model is
utilized to assess the trade-off between Age of Information and
energy consumption, revealing a sharp relationship between the
two. The considered approach lends itself to many generalizations
and applications to massive machine-type communications and
IoT networks.

Index Terms—Wireless networking; SIC; Update messages;
Age of Information, Energy consumption

I. INTRODUCTION

INTERNET of things is a prominent application of next-
generation wireless and cellular technologies. The Internet

of Things (IoT) is mainly realized as a wireless sensor network
with a large number of devices, from wearable to environmental
sensors and industrial robots, designed to interact in various
scenarios such as transportation systems, power grids, logistics,
pollution monitoring, waste treatment, industrial production,
agriculture, and food chains. Key common features of these
applications, from a communication infrastructure point of
view, are the usage of wireless medium and the need for
easy sharing of communication channels by a large number of
transmitting devices. Another key feature of these applications
is that traffic patterns are typically discontinuous, with random
and sporadic data emissions to be delivered to a collection point
such as a gateway or base station. Typically, these messages
are short, often just a few hundred bytes. This scenario is
also referred to as massive Machine Type Communications
(MTC), especially in the context of 5G and 6G technologies
[1], [2]. As an example, the third generation partnership project
(3GPP) has considered scenarios with a large number of MTC
devices to realize cellular-IoT technology for 6G wireless
communication technologies [3]. However, multiple access
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methods used in cellular network face significant difficulties
supporting massive IoT. These issues have been highlighted
and several improvements have been proposed for LTE-A [4],
5G [5], [6], and NB-IoT [7].

Traditional multiple access techniques fall into two major cat-
egories. A first class of multiple access techniques encompasses
those specifically designed for reaping high spectral efficiency
for a few simultaneously active users, each transmitting at a
large bit rate (from Mbit/s to Gbit/s). That is the case of, e.g.,
Wi-Fi. A second class of multiple access techniques is designed
for a large population of nodes, each transmitting infrequently,
aiming at ease of channel sharing, rather than spectral efficiency.
The case of Slotted ALOHA (SA) is a paradigm of this
approach, where the simplicity of implementation is traded
off with a severe limitation in the maximum achievable stable
throughput, at least for classic SA. To meet the requirements
of MTC devices, future wireless technologies call for new
approaches to multiple access techniques.

Advances in hardware capabilities are facilitating the intro-
duction of sophisticated coding schemes and signal processing
algorithms that enable Multi-Packet Reception (MPR) [8]. One
major example of these advanced signal processing techniques
is Successive Interference Cancellation (SIC) [9], [10].

SIC enables the decoding of multiple superposed messages,
by removing the interference caused by those messages that
have been successfully decoded first. Several SIC algorithms
have been proposed [10]–[14]. More generally, in the realm
of multiple access techniques, MPR has emerged as a central
focus for managing the interference. It tackles the complex
challenges of spectrum usage and interference reduction,
aiming to enhance connectivity, network performance, and user
experience as we progress towards the 6G era of machine-type
communications [9], [15], [16].

The feasibility and increasing effectiveness of MPR tech-
niques, such as SIC, are also driving the emergence of a new
approach to multiple access, known as Grant-Free Multiple
Access (GFMA) [3], [17]. Traditional demand assignment
techniques for multiple access are grant-based, i.e., they rely
on signaling between the transmitting node and a central node,
typically the base station in a cellular network, responsible for
managing the radio resource through a scheduling function.
Signaling takes time and bandwidth, which is worth, if the
duration of the subsequent data transfer and the amount of
data transferred in a single interaction outweighs the cost of
signaling. However, traffic patterns typical of IoT often result in
signaling overhead that can easily dominate and degrade system
performance [18], [19]. In contrast to demand assignment
techniques, classic random multiple access is designed to
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facilitate the sharing of the communication channel among a
large population of users. These users transmit short messages
at random times, resulting in a fluctuating number of active
users over time that cannot be easily tracked. The core function
of random multiple access is contention, which typically
involves sensing or other forms of indirect coordination among
nodes competing to use the channel. GFMA aims at reducing
the burden of coordination, essentially shifting the complexity
of multiple access from the Medium Access Control (MAC)
layer to the physical layer, where advanced signal processing
algorithms are employed to support MPR.

In this paper, we aim to understand the impact of SIC and
the achievable performance trade-offs for a system of nodes
that generate update messages at random times (as driven by
application-dependent events). We do not propose a specific
new SIC algorithm: instead, we aim to characterize the impact
that an idealized SIC algorithm could achieve. To this end, we
define a general model of multiple access, consisting of n non-
saturated nodes that generate update messages sent to a central
collecting node, equipped with a SIC receiver. The considered
multiple access incorporates an adaptive grant-free scheme
where system parameters are tuned to optimize the achieved
sum-rate. We formulate an analytical model for the system,
using a mean-field approximation. The proposed analytical
model is highly accurate in predicting performance compared
to simulations. The model is then used to gain insights into
performance metrics such as energy consumption. and Age of
Information (AoI), which is a well-established metric primarily
relevant for update message traffic [20], [21].

The rest of the paper is organized as follows. The related
work is explored further in Section II. Section III introduces
the analytical model, including assumptions, definitions, and
notations. The analysis of the model is presented in Section IV,
deferring some mathematical details to Appendices. Expres-
sions of several performance metrics are derived from the model
in Section V. Numerical results are reported in Section VI,
where the model is validated against simulations and used to
investigate the performance metrics. Finally, conclusions are
drawn in Section VII.

II. RELATED WORKS

A vast literature has been devoted to massive IoT and specif-
ically to issues revolving around multiple access techniques
for such applications [22], [23].

The main characteristics of those scenarios are: (i) a large
population of nodes that need to transmit relatively short
messages, in a sporadic way, as opposed to few, high-rate
users as in most current cellular applications; (ii) status update
traffic is a key component, if not dominant, with respect to
typical transactional or content transfer applications involving
human users. This paradigm shift calls for grant-free multiple-
access schemes [3].

Grant-free multiple access is a paradigm shift, where the core
functionality is laid down in the physical layer, rather than as
a MAC protocol. Two major research areas have witnessed an
extensive contribution in this regards, namely Non-Orthogonal
Multiple Access (NOMA) and SIC.

NOMA has emerged as a transformative technology in
wireless communication, promising significant improvements
in spectral efficiency, user capacity, and system throughput
[23]–[25]. Our main focus is toward power domain NOMA
introduced in [26], which assigns different power levels to users
based on their individual channel conditions. It has been shown
in [26] that power domain NOMA outperforms conventional
Orthogonal Multiple Access (OMA) schemes in terms of user
capacity and system throughput.

Power domain NOMA has been extensively studied in the
context of 5G and beyond wireless networks, [27] and [22] have
explored the integration of NOMA with Multiple Input Multiple
Output (MIMO) technology within large-scale heterogeneous
networks. Their study highlights the synergistic advantages
of integrating NOMA and MIMO, particularly in improving
coverage probability, spectral efficiency, accommodating a
large number of users simultaneously and enhancing overall
network energy efficiency. Furthermore, [28] highlighted the
implementation of NOMA in Ultra-Reliable Low-Latency Com-
munications (URLLC) for mission-critical applications, such
as industrial automation and vehicular communication. Their
findings demonstrated the potential of NOMA to meet stringent
reliability and latency requirements in URLLC scenarios.

Recent research has emphasized the practical implementation
and challenges of NOMA in real-world wireless systems. For
instance, [29] conducted experimental evaluations of NOMA
in a test bed environment to assess its performance under
various conditions. Their experiments offered valuable insights
into the practical deployment of NOMA and its impact on
system performance. Results showed that NOMA yielded
performance gains of over 30% compared to Orthogonal
Frequency Division Multiple Access (OFDMA). Hence, NOMA
has been demonstrated as a well established key element
for addressing the challenges of next-generation networks
toward massive connectivity, spectral efficiency and network
performance.

A major role in the implementation of NOMA is played by
interference management algorithms and specifically SIC [30].
SIC algorithms play a pivotal role in decoding multiple user
signals concurrently, harnessing NOMA’s potential to enhance
spectral efficiency and user capacity [12]. Recent research
has extensively explored the intricacies of SIC, with the aim
of optimizing its efficiency and effectiveness in interference
mitigation [24]. For instance [13] provides the theoretical
framework for the maximized sum-rate subject to the quality of
service requirements in the presence of SIC. Theoretical models
have been crucial in elucidating the fundamental limits and
performance bounds of SIC [10], [11], [31]. Moreover, recent
research has explored integrating machine learning and deep
learning methodologies to enhance SIC algorithms, improving
their robustness and adaptability in real-world scenarios [32],
[33].

Building on these advancements in NOMA and signal
processing techniques, there is a growing need for new multiple
access techniques for next-generation communication systems.
Grant-free multiple access has garnered significant attention in
recent years, particularly in the context of supporting sporadic
traffic and massive IoT networks, especially massive MTC [3],
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[17]. GFMA techniques aim to alleviate the overhead associ-
ated with traditional scheduled access methods by allowing
devices to transmit data without explicit permission from the
base station. This approach is particularly beneficial for IoT
applications.

GFMA has been studied extensively [3], [34], [35], in the
context of massive IoT networks with stringent reliability and
latency requirements. In [36], an analysis of a sporadic IoT
traffic scenario utilizing the GFMA protocol from a MAC layer
perspective is presented. The study highlighted that GFMA
effectively supports low-latency transmissions of sporadic
traffic generated by a large number of IoT devices, depending
on sufficient MPR capability.

AoI is a critical metric for assessing the freshness of
information in communication systems, especially for real-
time applications such as monitoring and control systems [37].
In grant-free random access protocols, maintaining a low AoI
is challenging due to the sporadic nature of data transmissions
and the potential for collisions among multiple devices. Several
studies have addressed the issue of AoI in the context of grant-
free random access protocols, few of which are highlighted
below. In [38], the authors investigated NOMA assisted grant-
free transmission designs using two different pre-configured
Signal to Noise Ratio (SNR) levels based on target data rates,
evaluating their impact on AoI as a key performance metric. The
findings indicate significant potential for exploring grant-free
schemes from both AoI and energy perspectives. In [39], the
authors emphasized the benefits of reducing AoI under a grant-
free random access scheme for massive MIMO. Additionally, a
study in [40] examined grant-free massive access using frame-
less ALOHA to minimize AoI.

Despite all these studies and advancements, there remains
a significant gap toward understanding the existing trade-offs
in terms of energy and AoI, particularly in environments
characterized by high device density and varying traffic patterns.
The scope of our work is much broader as compared to existing
literature, as our model exhibits both sporadic and bursty traffic
due to the system built-in characteristics which are based
on grant-free mechanism. The insights gained in terms of
throughput, energy, age of information along with grant-free
mechanism, for different traffic scenarios are quite impressive,
they surely open up several paths toward research on next
grant-free multiple access techniques. Our study emphasizes
the role of SIC in grant-free mechanisms to ensure low AoI and
conserve energy, thereby enhancing the overall performance
of IoT and MTC networks.

III. SYSTEM MODEL

We consider a network of n nodes, sending update messages
to a sink, referred to as Base Station (BS). The time axis is
slotted. A transmission attempt is made by backlogged nodes
in each slot with a given probability. More in-depth, let Q(t)
denote the number of backlogged nodes at the beginning of slot
t. If Q(t) = k, a backlogged node attempts transmission with
probability pk and picks its modulation and coding scheme
according to a target Signal to Noise plus Interference Ratio
(SNIR) γk (1 ≤ k ≤ n). Assuming an Additive White Gaussian

Noise (AWGN) communication channel, the target SNIR γ is
tied to the achievable spectral efficiency η (bits per symbol)
according to η = log2(1 + γ). A packet is correctly decoded
if its average SNIR at the BS is no less than γ. We assume
also that feasible values of γ are upper limited to some value
γmax, related to maximum available transmission power and
target coverage distance of the BS.

Let L be the length of the transmitted packets and W be
the channel bandwidth. It is assumed that the slot size just fits
a packet transmission time plus a fixed overhead time. The
slot size for a given target SNIR γ is:

T (γ) = Toh +
L

W log2(1 + γ)
(1)

where Toh is a fixed time accounting for slot overhead, that
does not scale with the target SNIR γ.

If Q(t) = k, we have γ = γk. Hence, we define the duration
of the slot time, given that at the beginning of the slot k nodes
are backlogged:

Tk =

{
T (γk) = Toh +

L
W log2(1+γk)

k = 1, . . . , n,

T (0) = Toh k = 0.
(2)

In case no node is backlogged at the beginning of a slot, the
duration of the slot reduces to Toh.

New messages are generated at each node according to a
Poisson process with mean rate λ. Messages are generated in
upper layers and passed down to the MAC layer entity. Once a
node MAC entity is engaged with contention/transmission of a
message, it cannot be interrupted. If a MAC entity is engaged in
contention/transmission of a message, a new arriving message
is dropped. It is shown in [41] that having no buffer at the
MAC level is beneficial to AoI, which is the relevant metric
in the considered use case of update messages. The reason is
that keeping new messages extends the time that a node is
backlogged and contends with others for channel resources.
The resulting higher level of contention affects adversely AoI,
setting back the potential advantage of maintaining the latest
new message in a buffer.

The path gain of the communication channel is modeled as
G = GdGf , where Gd is the deterministic gain accounting for
distance between the transmitting node and the BS and Gf is
the fading gain accounting for multi-path. We assume that the
deterministic path gain component does not vary over time,
while the fading component is sampled independently slot by
slot from a negative exponential Probability Density Function
(PDF) with mean 1 (Rayleigh fading). The transmission power
level Ptx is adjusted to compensate for the deterministic path
gain component. Therefore, the average received power level
P0 at BS is set to a target value, so that the probability of
failing to decode a packet sent by a single transmitting node
is no more than ϵ. If there is a single transmitting node, using
transmission power Ptx, decoding of the transmitted packet is
successful, if the SNR exceeds γ, i.e., if

GfGdPtx

PN
≥ γ (3)



IEEE TRANSACTIONS ON WIRELESS COMMUNICATIONS, AUGUST, 2024 4

where PN is the background noise power level. Since the
average received power level GdPtx must match the prescribed
level P0, the requirement in Equation (3) translates to:

GfP0

PN
≥ γ w.p. 1− ϵ (4)

Given that Gf has a negative exponential PDF, P0 is set so that
P(GfP0/PN ≥ γ) = e−γPN/P0 = 1 − ϵ. Hence, the target
SNR level S0 at the receiving BS is set as follows:

S0 =
P0

PN
=

γ

− log(1− ϵ)
=

γ

c
(5)

where we have introduced the constant c = − log(1− ϵ).
We assume an ideal SIC receiver. Let h packets be received

simultaneously in the same slot and let Sj , j = 1, . . . , h be
their respective received power levels, normalized with respect
to the background noise power level1. Let the Sj’s be ordered
in descending order, i.e., S1 ≥ S2 · · · ≥ Sh (ties are broken at
random). The SIC receiver works as follows. For each given
ℓ ∈ {1, . . . , h}, provided decoding of packets 1, . . . , ℓ− 1 be
successful, packet ℓ is decoded successfully if and only if the
following inequality holds:

Sℓ

1 +
∑h

r=ℓ+1 Sr

≥ γ (6)

Note that we assume perfect interference cancellation. Hence,
the residual interference is due only to signals weaker than the
ℓ-th one.

IV. MODEL ANALYSIS

The model analysis is carried out by considering the point
of view of a tagged node, say node i. We drop the subscript
denoting the tagged node unless required to avoid ambiguity.
If not stated explicitly, it is understood that each node-specific
variable or quantity refers to the tagged node.

We assume that the number of nodes that are backlogged
at the beginning of the slot t, Q(t), is known. If Q(t) = k,
system parameters are adjusted as follows:

• The target SNIR is set to γk.
• The transmission probability is set to pk.
The values γk and pk are chosen as those values that

maximize the sum rate Uk(p, γ) with k backlogged nodes.

Uk(p, γ) = log2(1 + γ)Dk(p, γ) (7)

where Dk(p, γ) is the mean number of packets correctly
decoded in one time slot, given that k nodes are backlogged at
the beginning of the slot. The sum-rate represents the achieved
spectral efficiency of the multiple access channel in bits/s/Hz
[42]. The function Dk(p, γ) is given by:

Dk(p, γ) =

k∑
h=0

mh(γ)

(
k

h

)
pk(1− p)k−h (8)

where mh(γ) is the mean number of packets successfully
decoded, given that h nodes transmit in the same time slot.

1Note that Sj = Gf,jP0/PN = Gf,jS0, where Gf,j is the fading path
gain of the j-th user and S0 is given in Equation (5).

The functions mh(·), for h = 1, . . . , n, can be estimated
numerically using Equation (6) by means of ad-hoc simulations.

Let p∗k and γ∗
k be the values of p and γ that maximize

Uk(p, γ) for a given k and c = − log(1− ϵ) (see Equation (5)).
It is found numerically that a good approximation of those
values is:

p∗k =

{
1
k for 1 ≤ k < kc,

1 for k ≥ kc.
(9)

γ∗
k =

{
γmax for 1 ≤ k < kc,

1
aγk+bγ

for k ≥ kc.
(10)

for suitable constants kc, aγ and bγ . As a matter of example,
for ϵ = 0.1 and γmax = 31, it is found that kc = 6, aγ = 0.39,
and bγ = 0.78.

Equations (9) and (10) lend themselves to an intuitive
explanation. As long as few nodes are backlogged, the highest
sum-rate is attained if a high target SNIR is set and only one
node transmits on average in a time slot. On the contrary, when
many nodes are backlogged, a higher sum-rate is achieved if
all nodes are allowed to transmit, yet setting a small enough
level of target SNIR, i.e., inversely proportional to the number
of backlogged nodes. A theoretical underpinning of this insight
is addressed in [43].

Let us define the probability distribution of the number of
backlogged nodes seen by a tagged node:

qk =

(
n− 1

k

)
bk(1− b)n−1−k , k = 0, 1, . . . , n− 1 (11)

Here qk is the probability that k nodes are backlogged, out of
the n− 1 nodes different from the tagged one. The parameter
b is the probability that a node is backlogged at the beginning
of a slot. We will see in Section IV-C that b is computed using
a fixed point equation.

The expression in Equation (11) entails an independence
assumption among node states. In fact, the evolution of the
number of backlogged nodes over time exhibits Markov chain
dependence. Assuming the number of backlogged nodes at
the beginning of a slot is given by Equation (11) amounts to
a mean-field approximation. It turns out that the accuracy of
this approximation is excellent in the considered model setting,
thus providing a simple, scalable and effective model.

A. Slot time

The slot time size is a random variable. It takes the value
Tk, k = 0, 1, . . . , n, in case k nodes are backlogged at the
beginning of the slot time, as given in Equation (2).

The slot time PDF seen by the tagged node depends on
whether the tagged node is backlogged or not. In the following,
the Laplace transform of the slot time PDF is derived in either
case.

Let us start with the case when the tagged node is idle. The
slot time is denoted with X in this case. The slot time seen
by the tagged node when it is idle, while k of the other nodes
are backlogged, is:

X = Tk w.p. qk, k = 0, 1, . . . , n− 1 (12)
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Figure 1. Definition of the inter-departure time Y , the idle time between a
departure and the end of the slot where the subsequent arrival occurs, R, and
the time, where the node is busy contending and eventually transmitting, C.
The dashed area highlights the time slot(s) where the node is backlogged,
but backing off. The dark shaded area highlight the time slot where the node
transmits.

The Laplace transform of the PDF of X is:

φX(s) =

n−1∑
k=0

qke
−sTk (13)

Let X ′ denote the slot time when the tagged node is
backlogged. The expressions of PDF of X ′ and its Laplace
transform are similar to those of X , except that now there are
k + 1 backlogged nodes with probability qk. Hence:

X ′ = Tk+1 w.p. qk, k = 0, 1, . . . , n− 1 (14)

and

φX′(s) =

n−1∑
k=0

qke
−sTk+1 (15)

B. Inter-departure time
Let Y denote the inter-departure time between two consecu-

tive packets transmitted by the tagged node. Let also C denote
the contention time, defined as the sum of slot times it takes
for the tagged node to transmit, once it becomes backlogged.
Let R denote the time elapsing since the end of a transmission
of the tagged node, until the end of the slot where it becomes
backlogged again. The relationship among Y , R and C is
illustrated in Figure 1.

Then we have:

Y = R+ C =

N∑
i=1

X(i) +

M∑
i=1

X ′(i) (16)

where N and M are two discrete random variables, representing
the number of slots that the tagged node stays idle and the
number of slots that it is contending and eventually making
its transmission, respectively.

Thanks to the independence assumption among states of
nodes, hence among slot times, from Equation (16), we have:

φY (s) = E[e−sY ] = φR(s)φC(s) (17)

In Appendix A it is shown that the expressions of the Laplace
transforms of C and R are given by:

φC(s) =

∑n−1
k=0 qkpk+1e

−sTk+1

1−
∑n−1

k=0 qk(1− pk+1)e−sTk+1

(18)

and
φR(s) =

φX(s)− φX(s+ λ)

1− φX(s+ λ)
. (19)

Expressions of moments of C and R are given in Appendix A
as well.

C. Probability of being backlogged

In order to find b, the probability that a node is backlogged
at the beginning of a slot, we use the renewal reward theorem,
yielding:

b =
E[M ]

E[N ] + E[M ]
(20)

where M and N are defined in Section IV-B. The probability
distributions of N and M are derived in Appendix B, yielding:

P(N = j) = [1− φX(λ)] [φX(λ)]
j−1

, j ≥ 1. (21)

P(M = j) = p′ (1− p′)
j−1

, j ≥ 1 (22)

where p′ =
∑n−1

k=0 qkpk+1.
Taking the mean values of M and N and using Equation (20),

it follows that:

b =
1/p′

1
1−φX(λ) + 1/p′

=
1

1 + p′/[1− φX(λ)]
(23)

It can be checked that b → 0 as λ → 0 (light traffic regime),
while b → 1/(1 + p′) for λ → ∞ (heavy traffic regime)2.

The probability b is a function of the qk’s through p′ and
φX(λ). In turn, the qk’s depend on b. Hence b is computed by
solving Equation (23) as a fixed point equation b = F (b) for
b ∈ [0, 1]. Since F (·) defines a continuous map of the compact
interval [0, 1] onto itself, we can appeal to Brouwer’s theorem
to guarantee that a fixed point exists for b ∈ [0, 1]. The proof
of uniqueness of the fixed point of Equation (23) is given in
Appendix C.

V. PERFORMANCE METRICS

Analytical expressions of all considered performance metrics
(success probability, throughput, Channel Busy Ratio (CBR),
Access Delay (AD), AoI, energy consumption) are derived in
this Section.

A. Successful delivery probability, throughput and CBR

By renewal reward theorem, the success probability can be
written as the ratio of the mean number of correctly decoded
packets per slot divided by the mean number of transmitted
packets per slot. Let JD and JT be defined as the number of
packets correctly decoded and transmitted per slot, respectively.
Then, conditioning on the number of backlogged nodes, we
have:

E[JD|Q = k] =

k∑
h=1

mh(γk)

(
k

h

)
phk(1− pk)

k−h (24)

and
E[JT |Q = k] = kpk (25)

Let wk be the probability that k nodes are backlogged::

wk =

(
n

k

)
bk(1− b)n−k , k = 0, . . . , n, (26)

2The backlogged probability b cannot attain 1, since it is assumed that
nodes have no buffer. Hence, a node that completes a transmission attempt
must wait at least one slot time, before a new message is handed out from
the upper layers to the MAC layer of that node.
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Figure 2. Definition of the time slot where an arrival occurs, X̂ , the time
span since the first arrival in that slot (denoted with A1) until the end of that
slot, V ′, and the time span since the last arrival in that slot (denoted with
A3) until the end of that slot, V . The shaded area highlights the portion of
the slot time where the tagged node is active, hence consuming energy.

Then the probability of success Ps is given by:

Ps =

∑n
k=1 wkE[JD|Q = k]∑n
k=1 wkE[JT |Q = k]

(27)

Given the generation rate λ of messages at a node, there are
two sources of message loss: (i) dropping of arriving messages
when the tagged node is busy in contention or transmission;
(ii) failed decoding. The mean rate of messages sent on air by
a node is 1/E[Y ], i.e., the mean inter-departure rate. The net
throughput in messages per unit time is therefore:

Θ =
Ps

E[Y ]
(28)

The normalized throughput is given by Θnorm = Θ/λ. The
throughput in bit/s can be obtained by considering the message
length L, i.e., it is Θbps = LΘ.

The CBR is the mean fraction of time that the BS senses
the channel as busy. It can be evaluated as follows3:

CBR = 1−
∑n

k=0 wk(1− pk)
kTk∑n

k=0 wkTk
(29)

In this expression it is assumed that the slot time size is a
function of the number of backlogged nodes, independently of
how many of them actually transmit.

B. Access delay

The access delay D is defined as the interval between the
arrival time of a message and the completion of the transmission
time of that message. The access delay is D = V + C, where
V is the time elapsing since the last arrival within a time slot
and the end of that time slot. The Laplace transform of the
PDF of D is:

φD(s) = φC(s)φV (s) (30)

where φC(s) is given in Equation (18). There remains to
evaluate the Laplace transform of the PDF of V . As usual, X
denotes the slot time when the tagged node is idle. Let also X̂
denote the time interval X , conditional on at least one arrival
occurring at the tagged node in that slot time. The relationship
among arrivals and the time spans X̂ and V is depicted in
Figure 2.

3Here and in the following, we let p0 = 0 for ease of notation. A
transmission probability value is not actually needed in case there is no
backlogged node.

The Complementary Cumulative Distribution Function
(CCDF) of X̂ is found as follows::

P(X̂ > x) = P(X > x|A(0, X) > 0)

=

∫∞
x

(1− e−λu)fX(u) du∫∞
0

(1− e−λu)fX(u) du

=

∫∞
x

(1− e−λu)fX(u) du

1− φX(λ)

where A(u, v) is the number of arrivals in the time interval
[u, v] according to the Poisson process with mean rate λ. Taking
the derivative, we obtain the PDF of X̂:

fX̂(x) =
(1− e−λx)fX(x)

1− φX(λ)
(31)

We are now ready to derive the CCDF of V :

P(V > t) =

∫ ∞

t

P(V > t|X̂ = x)fX̂(x) dx (32)

Let P (t|x) = P(V > t|X̂ = x) denote the conditional
probability inside the integral. It can be evaluated as follows:

P (t|x) = P(A(0, x− t) > 0, A(x− t, x) = 0)

P(A(0, x) > 0)

=
(1− e−λ(x−t))e−λt

1− e−λx
=

e−λt − e−λx

1− e−λx

Substituting the expression of the PDF of X̂ and the result
above into Equation (32), we get:

P(V > t) =

∫ ∞

t

(
e−λt − e−λx

) fX(x)

1− φX(λ)
dx (33)

Taking the derivative, we finally find the PDF of V :

fV (t) =
λe−λtP(X > t)

1− φX(λ)
(34)

The corresponding Laplace transform is:

φV (s) =
λ

1− φX(λ)

1− φX(s+ λ)

s+ λ
(35)

Taking the mean of D as the sum of the means of C and
V , which are in turn calculated from the Laplace transforms
of their PDFs in Equations (18) and (35) respectively, we find:

E[D] =
T

′

p′
+

1

λ
+

φ′
X(λ)

1− φX(λ)
(36)

where T
′
=

∑n−1
k=0 qkTk+1, p′ =

∑n−1
k=0 qkpk+1 and φX(s) is

given in Equation (13).

C. Age of Information

AoI is the age of the messages received at the BS from the
tagged node. When a message is transmitted, it has already
accumulated an age corresponding to its access time D. We
account also for this initial delay in the evaluation of the AoI.

The AoI H is akin to the excess time in a renewal process.
Its Cumulative Distribution Function (CDF), given D = u, is:

P(H ≤ x|D = u) =

{∫ x−u

0
GZ(t)
E[Z] dt x ≥ u,

0 otherwise.
(37)



IEEE TRANSACTIONS ON WIRELESS COMMUNICATIONS, AUGUST, 2024 7

Here Z is the time between the reception at the BS of two
consecutive successful messages from the tagged node. It is
therefore the sum of consecutive inter-departure times, those
elapsing between two consecutive transmissions of the tagged
node that do not run into a decoding failure. We have:

Z =

K∑
i=1

Y (i) (38)

where P(K = j) = (1− Ps)
j−1Ps, j ≥ 1, with Ps given in

Equation (27). Thanks to the independence of the Y (i)’s and
K, the Laplace transform of the PDF of Z is given by:

φZ(s) =
PsφY (s)

1− (1− Ps)φY (s)
(39)

Note that D is independent of Z under the mean field
approximation. Removing the conditioning in Equation (37),
we get:

FH(x) = P(H ≤ x) =

∫ x

0

fD(u) du

∫ x−u

0

GZ(t)

E[Z]
dt (40)

The PDF of H is found by deriving FH(x), thus getting:

fH(x) =
1

E[Z]

∫ x

0

fD(u)GZ(x− u) du (41)

The Laplace transform of the PDF of H is:

φH(s) = φD(s)
1− φZ(s)

sE[Z]
(42)

Since it is E[Z] = E[Y ]/Ps, using Equations (39) and (42)
we have:

φH(s) = φD(s)
Ps [1− φY (s)]

sE[Y ] [1− (1− Ps)φY (s)]
(43)

where φY (s) is found in Section IV-B.
The mean AoI is calculated by deriving Equation (43) and

setting s = 0:

E[H] = E[D] +
E[Y 2]

2E[Y ]
+ E[Y ]

(
1

Ps
− 1

)
(44)

with:

E[Y ] = E[C] + E[R] (45)

E[Y 2] = E[C2] + 2E[C]E[R] + E[R2] (46)

We can find an asymptotic approximation of the CCDF of
the AoI. The dominant pole of the Laplace transform of PDF
of AoI is −ζ , to be found as the smallest modulus root of the
equation φY (−ζ) = 1/(1 − Ps). The CCDF of AoI can be
approximated as a shifted exponential distribution, i.e.,

GH(t) ≈ min{1, ae−ζt} (47)

The coefficient a can be found by imposing the mean value
of this approximation to be the same as the exact one, E[H].
Since the mean of a non-negative random variable with CCDF
given by G(t) equals

∫∞
0

G(t)dt, it is easy to find that it must
be a = exp(ζE[H]− 1). Then, we have:

GH(t) ≈ min{1, e−ζ(t−E[H])−1} (48)

D. Energy consumption
Let Pd and Pa denote respectively the power consumed by

a node when it is idle (dozing) and the power consumed when
the node is active. On top of Pa, the node also consumes
the transmission power, when it transmits. For typical device
settings, Pd is a small fraction of Pa, while Pa is comparable
to Pa + Ptx. The average energy consumed by a node during
an inter-departure time is given by:

Ed = Pd(E[R]− E[V ′]) + Pa(E[V
′] + E[C]) + Etx (49)

where V ′ is the time elapsing since the first arrival of a message
in a slot time when the tagged node is idle and the end of that
slot time, and Etx is the mean energy spent by a node for a
transmission.

The reason why V ′ appears in this calculation instead of V is
that the MAC entity of the node activates (therefore consuming
Pa) as soon as the first message is pushed down to the MAC
layer from upper layers. Thanks to the time-reversibility of the
Poisson process, it is V ′ = X̂ − V , where we recall that X̂
is the slot time conditional on at least one arrival occurring.
The mean of V ′ is found by exploiting the time-reversibility
of Poisson arrivals and using Equation (35) to derive the mean
of V :

E[V ′] = E[X̂]− E[V ] =
E[X]

1− φX(λ)
− 1

λ
(50)

Let us now turn to the evaluation of Etx. Because of power
control, a transmitting node sets its transmission power as a
function of the target SNIR. More in depth, let us consider a
tagged node and assume it is backlogged. Given that k nodes
are backlogged, other than the tagged one, the target SNIR is
set to γk+1 and the slot time is Tk+1 (see Section III). Then,
the tagged node sets its transmission power Ptx,k+1 so that
Gd(r)Ptx,k+1/PN = γk+1/c, where Gd(r) is the deterministic
path loss at distance r. Hence Ptx,k+1 = PNγk+1/(cGd(r)).
Averaging over all nodes, assuming uniform node scattering
over a circle of radius R centered at the BS, we have:

P tx,k+1 = E[Ptx,k+1] = PN
γk+1

c

∫ R

0

1

Gd(r)

2r

R2
dr (51)

for k = 0, . . . , n−1. The average energy used for transmission
is therefore:

Etx =

n−1∑
k=0

qkP tx,k+1Tk+1 (52)

The two-ray ground path loss model described in [44] is
assumed for the deterministic gain component Gd. Antenna
heights are set to 1 m and 4 m for the transmitting nodes and the
receiving BS, respectively. Then, the integral in Equation (51)
can be evaluated numerically, once a radius R is fixed.

There remains to set a range R within which nodes are
scattered around the BS. This is done by requiring that any
node is able to match the power control requirement even
in the worst case. The worst case corresponds to a node at
distance R that has to meet a target SNIR of γmax. In that case,
we require that Gd(R)Ptx,max/PN ≥ γmax/c, so that R is the
largest value that meets the following inequality:

Gd(R)Ptx,max

PN
≥ γmax

c
(53)
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This is found numerically, by using the path loss model in [44]
for Gd(r).

As for the energy consumed in message generation, let Eg be
the fixed amount of energy required to generate a new update
message. The mean number of messages generated during
an inter-departure time is λE[Y ]. Hence, the mean amount
of energy used to generate new messages for one message
transmission attempt is given by EgλE[Y ].

As reference energy metric, we define the average energy
spent per delivered packet. It is the sum of the energy
spent for dozing until the arrival of new messages, message
generation, contention and transmission. Accounting for the
mean number of transmission attempts required to deliver a
successful message, namely 1/Ps, the mean energy consumed
per delivered packet is given by:

E =
EgλE[Y ] + Ed

Ps
(54)

where Ed is given in Equation (49).

VI. MODEL VALIDATION AND PERFORMANCE EVALUATION

To validate the analytical model an ad-hoc simulation code
has been implemented in MATLAB®. The simulation code
fully considers the evolution of the system. More in-depth,
each node evolves according to a two-state Markov chain. A
node is idle until a new message is generated. At the end of
the slot where a new message is generated, the node transitions
to the active state, where it contends for the channel. While
active, it transmits with probability pk in a slot, if k nodes
are backlogged at the beginning of that slot. Immediately after
having transmitted, the node moves back to the idle state.

The slot time in the simulation is set to Tk if k nodes are
backlogged at the beginning of the slot. The time-varying size
of slot times gives rise to a complex interplay between nodes,
since the more nodes are active in one slot, the longer its
duration, the higher the probability that a new message arrives
at those nodes that are not active in that slot.

The validation of the model against simulations highlights
that the analytical model matches simulations with high
accuracy, despite being based on the mean-field approximation.
This gives evidence of its usefulness as an effective tool for
the evaluation and dimensioning of the considered system.

Simulations have been run for several different scenarios
to test the accuracy of the analytical model. Here we provide
a sample of numerical results. In the results presented, we
consistently set the number of nodes to n = 50, and the
packet size to L = 500Byte, while varying the mean message
generation time S = 1/λ between 1 ms and 1000 ms. The
numerical values of the main system parameters are listed in
Table I. With those numerical values, the coverage range R in
Section V-D is R ≈ 876 m. We emphasize that all power levels
and propagation parameters are needed only for the evaluation
of the energy-related metric.

Simulations are displayed along with the 95% confidence
intervals. In all plots, results from the analytical model are
shown as line curves, while simulation results are displayed
as square markers.

Table I
PARAMETER VALUES USED FOR NUMERICAL EVALUATION.

Parameter Value Parameter Value
PN −107 dBm W 1 MHz
Pa 1 mW L 500 bytes
Pd 10 µW n 50

Ptx,max 100 mW ϵ 0.1
Eg 10 µJ Toh 1 ms
kc 6 γmax 31
aγ 0.39 bγ 0.78

A. Light and heavy traffic regimes

Numerical results are plotted as a function of the mean
message generation time, S = 1/λ. We consider a quite
stretched range of S values, to highlight the existence of two
different operational regimes of the system. Low values of S,
lying on the left side of the x-axis of each plot, correspond to
nodes generating new messages very frequently, i.e., with mean
generation time smaller than the average slot size. We refer to
this region as a heavy traffic regime. On the opposite side of
x-axis, large values of S correspond to the light traffic regime,
where nodes generate new messages infrequently, imposing a
light load on the channel, given that message generation times
are much bigger than the average slot size.

Under heavy traffic regimes, it is k ≫ 1, hence pk = 1 with
high probability. Backlogged nodes transmit simultaneously
and packets are decoded exploiting essentially SIC. In the light
traffic regime, where k < kc with high probability, hence pk =
1/k, MAC regulation takes precedence, resulting in backlogged
nodes transmitting one at a time with a high probability.

The transition region between the two regimes is identified by
a critical mean generation time S∞, or equivalently, a critical
rate λ∞ = 1/S∞.

The critical message generation rate λ∞ is identified as
follows. The achievable message throughput rate per node
given that k nodes are backlogged is:

µk =
WUk(p

∗
k, γ

∗
k)

nL
(55)

where Uk(·, ·) is defined in Equation (7), p∗k and γ∗
k are specified

in Equations (9) and (10).
The upper bound of the sustainable message throughput rate4

is given by λ∞ = limk→∞ µk, if this limit exists.
Numerical evaluation of D(p∗k, γ

∗
k) for a wide range of values

of k points out the following asymptotic behavior as k grows
(see [43] for a theoretical assessment of this result):

D(p∗k, γ
∗
k) ∼ aDk, k → ∞ (56)

for a suitable constant aD > 0. With numerical values listed
in Table I, it is aD ≈ 0.89. Putting together this result with

4Note that any message generation rate is “sustainable” for the analyzed
multiple access system, since nodes discard new messages when they are busy
contending for the channel or transmitting. So, there is no queue instability
issue at each node. Moreover, the number of nodes is finite. The analysis
carried out here to identify the critical threshold separating the light and heavy
traffic regimes relaxes the system model, assuming an infinite number of
nodes.
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the expression of γ∗
k provided in Equation (10) for k ≥ kc, it

follows that:

Uk(p
∗
k, γ

∗
k) = log2(1 + γ∗

k)D(p∗k, γ
∗
k) ∼

aDk

(aγk + bγ) log 2

∼ aD
aγ log 2

= U∞, k → ∞ (57)

With ϵ = 0.1 and γmax = 31, we have U∞ ≈ 2.99 bit/s/Hz.
Using Equation (55), we end up defining the following critical
message generation rate:

λ∞ =
WU∞

nL
(58)

With the numerical values in Table I, it is S∞ = 1/λ∞ ≈ 67
ms.

The critical rate λ∞ gives the upper bound of the sustainable
message generation rate in case all messages must be delivered
successfully and there is a potentially unbounded number
of nodes. These are not the operational conditions of the
considered system model, where instability is kept off by
the limited number of admitted nodes and by the message
handling policy of nodes. Yet, we will see that the critical
rate λ∞ marks the turning point, where the working regime
of the system steers from heavy to light traffic regime, as the
mean generation time grows. In the ensuing plots, when S is
displayed on the x-axis, the critical message generation rate
S∞ = 1/λ∞ is marked by a vertical dashed line.

B. Optimal target SNIR and transmission probability

Figures 3 and 4 illustrates the optimal target SNIR γ∗
k and the

optimal transmission probability p∗k respectively, as a function
of the number of backlogged nodes k. The values of γ∗

k and
p∗k are obtained by maximizing the system sum-rate Uk(p, γ)
(see Equation (7)), through numerical methods. These values
are obtained under the following conditions: (i) the maximum
allowed SNIR is equal to γmax = 31; and (ii) the target success
probability of detecting a packet is equal to 1− ϵ = 0.9, when
there is only one node transmitting. It is noted that γ∗

k and
p∗k plotted in Figures 3 and 4 accurately match the simple
expressions provided in Equations (9) and (10).

The optimal transmission probability decreases as the number
of backlogged nodes grows, up to a breakpoint, kc. In the same
range of values of k, the optimal SNIR stays constant at its
maximum allowed value γmax. This highlights that the MAC
layer only allows a few nodes to transmit (the expected number
of nodes transmitting in a slot is 1), yet with high spectral
efficiency.

As the number of backlogged nodes increases beyond the
critical point kc, the optimal target SNIR γ∗

k starts decreasing,
inversely proportional to k, while the optimal transmission
probability is 1. In this scenario, the MAC layer allows every
node to transmit, but with a low target SNIR, resulting in
low spectral efficiency, but large degree of parallelism in
transmissions.

The slot size Tk is evaluated according to Equation (2).
Figure 5 shows the slot size Tk as a function of the number of
backlogged nodes. For large k, since γ∗

k ≪ 1, Tk is inversely
proportional to γ∗

k , hence proportional to k. The slot size attains
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Figure 3. Optimal target SNIR γ∗
k (normalized with respect to γmax), which

maximizes the sum-rate, as a function of number of backlogged nodes k
(γmax = 31, ϵ = 0.1).
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Figure 4. Optimal transmission probability p∗k , which maximizes the sum-rate,
as a function of number of backlogged nodes k (γmax = 31, ϵ = 0.1).

its minimum value, given that at least one node is backlogged,
at T1 = Toh+

L
W log2(1+γmax)

for a number of backlogged nodes
smaller than the critical threshold kc. With the numerical values
in Table I, the minimum slot time, given that at least one node
is backlogged, is T1 = 1.8 ms.

C. Access layer metrics

Channel Busy Ratio (CBR) is shown in Figure 6 as a function
of mean message generation time S. CBR measures the mean
fraction of time that the channel is busy due to transmission
from any node. As expected, CBR is essentially 1 in heavy
traffic regime, while it drops quickly as the system moves to
light traffic regime, where nodes are idle for most of their time.

Packet Delivery Ratio (PDR) is plotted in Figure 7 as a
function of S. The Packet Delivery Ratio (PDR) measures the
mean fraction of packets that are delivered successfully to the
base station. A high level of PDR is achieved in the heavy
traffic regime, which gives evidence of the effectiveness of
SIC in dealing with a large number of backlogged nodes.

In the low traffic regime, the number of backlogged nodes
is typically below kc and hence the transmission probability
is set to 1/k, when k nodes are backlogged. This entails that
the expected number of transmitting nodes is 1. If more nodes
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Figure 5. Transmission time Tk as a function of number of backlogged nodes
k (γmax = 31, ϵ = 0.1).
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Figure 6. Channel busy ratio as a function of mean message generation time,
S.

transmit simultaneously, failure is most probable, given that
γk = γmax in this region. The system dynamic resembles that
of classic Slotted ALOHA, wherein the success probability
collapses as the load increases, i.e., S decreases in our scenario,
moving from large S values on the right of the plot (light
traffic regime) towards smaller values of S. However, in the
considered system, SIC comes to rescue successful decoding
of packets, thank to the adaptive access parameters. As S gets
smaller and the load on the channel grows, the number of
backlogged nodes gets larger than kc with higher and higher
probability. This triggers switching of γk values from γmax
to much smaller values (see Equation (10)). Hence, success
probability is restored and it settles to a quite large value
(≈ 0.89) as we move towards the heavy traffic region.

The down notch seen in the PDR plot is reminiscent of
the performance drop of classic Slotted ALOHA. When S
decreases from the right of the plot, the load on the system
grows and the probability of failing decoding with γ = γmax
grows. While classic Slotted ALOHA throughput collapses as
the load further increases, here the adaptation of the parameters
p and γ restores high PDR values, to the cost of slowing down
transmission rate (longer time slots are used).

The mean access delay is shown in Figure 8 as a function
of mean message generation time S. The mean access delay is
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Figure 7. Packet delivery ratio as a function of mean message generation
time, S.
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Figure 8. Mean access delay as a function of mean message generation time,
S.

defined as the time elapsing since when the message that will
be transmitted arrives at the node, until when transmission of
that message is complete.

In the heavy traffic regime, the mean access delay is very
high, because the number of backlogged nodes k is high,
pushing the slot size Tk to large values. Smaller access delays
are seen in the light traffic regime, mainly because of the much
smaller slot size, even if using pk < 1 introduces a non-null
contention time, i.e., on average 1/pk time slots are required
before transmission is carried out.

The central peak appearing in the curve of the access
delay stems from the component V of the access delay (see
Section V-B), i.e., the time elapsing since the last arrival of a
new message and the end of the slot time where it occurs. For
small values of S (hence, large values of λ), the last arrival in
a slot occurs close to the end of the slot with high probability,
so that V is a small fraction of the slot time. On the contrary,
for large values of S (hence, small values of λ), it is highly
probable that Q = 1, hence the slot time is small, thus making
V again negligible. In the central region, slot sizes are still
quite large, but there are few arrivals in a slot most of the
times, so that V is in the same order of magnitude as the slot
size and affects significantly the overall mean access delay.

More insight emerges from the analysis of the probability
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Figure 9. Probability distribution of the number of backlogged nodes for two
values of the mean message generation time S.

distribution of the number Q of backlogged nodes, which is
shown in Figure 9 for two values of S.

For S = 100 ms > 1/λ∞ (light traffic regime), the PDF
of Q is concentrated over small values of k, i.e., few nodes
are active in any slot with overwhelming probability. On the
opposite, for S = 10 ms < 1/λ∞ (heavy traffic regime), the
distribution of Q tends to concentrate around the central part
of the range [0, n], resulting in a narrower peak as S becomes
smaller. Inspection of simulation traces in heavy traffic reveals
that nodes tend to split in two groups of comparable size,
that transmit in alternating slot times. For a sufficiently large
number of nodes, both groups are large enough (with high
probability) so that γk is small and time slots are long. Then,
the system remains locked in this alternating behavior, where
about half of the nodes transmit in one-time slot, while the
other nodes wait to become backlogged and transmit in the
next slot.

This alternating behavior of nodes can be seen from
Figure 10, where the mean number of backlogged nodes is
shown as a function of mean message generation time S. The
shaded region accounts for a spread of one standard deviation
of Q across the mean. The transition between heavy traffic
to light traffic regime is apparent, as well as the fact that the
sizes of the two node groups in heavy traffic are about the
same (E[Q] ≈ 25 with n = 50 nodes). Both the mean and the
spread are much larger in heavy traffic, but this is handled
nicely by SIC, as far as data integrity is concerned. The price
to pay is an increase of delay, due to larger slot sizes.

D. Application-related metrics

Throughput, mean consumed energy, and mean age of
information are presented in this section.

Throughput measures the mean delivered bit-rate or, if
normalized, the mean fraction of generated messages that are
successfully delivered to the base station.

Mean consumed energy gives the mean energy required per
delivered packet. Numerical values of the quantities used in
this evaluation are listed in Table I. The numerical values for
energy consumption are loosely inspired to typical values for
LoRaWAN equipment [45].
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Figure 11. Throughput in kilo-bit per second as a function of mean message
generation time, S.

Age of information is the well known metric [20], referred
to the age of the last current update data generated by each
node and stored in the collecting base station.

1) Throughput: The node throughput and normalized
throughput are shown in Figures 11 and 12 respectively, as a
function of mean message generation time S. Node throughput
in Figure 11 is the mean carried bit rate of messages delivered
to the base station, while in Figure 12 it is normalized with
respect to message generation rate λ = 1/S.

The node throughput in Figure 11 saturates when the system
is pushed in the heavy traffic regime. The adaptive multiple
access scheme appears to scale robustly, with no collapse as
the rate of generation of update messages increases in the limit
for S → 0. On the opposite side, as S grows, after the critical
transition region, the node throughput falls, as expected, given
the diminishing generation rate of new update messages.

Figure 12 shows that normalized throughput increases as
the message generation time increases, dropping to negligible
values for low values of S. This behavior can be understood by
analyzing the sources of message loss. There are two sources
of loss. First, messages offered by the upper layer to the
MAC entity are discarded, if the MAC entity is engaged in
contention or in transmission. Second, messages that are not
decoded successfully, because of failure of SIC, are lost as
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Figure 12. Normalized throughput as a function of mean message generation
time, S.

well. The normalized throughput performance in the heavy
traffic regime is primarily influenced by the first source of
message loss. Both sources of loss have comparable impact in
the transition region between heavy and light traffic regimes.
Message loss is dominated by residual decoding errors when
moving to the light traffic regime. By the definition of power
control, residual packet loss due to failure of decoding is
ϵ = 0.1. Hence, the normalized throughput tends to 0.9 as S
tends to infinity (λ tends to 0), so that each node transmits
alone with high probability.

Summing up, the two throughput plots suggest that the
highest possible throughput rate (saturation) is achieved under
heavy traffic, which however entails that most of the generated
messages are discarded before any transmission attempt occurs.
The highest efficiency, indicated by a large normalized through-
put, is achieved under the light traffic regime. However, the
throughput rate is relatively low in this regime A compromise
is struck around the critical point of transition between the
two regimes, where a high throughput and a relatively high
efficiency of delivery of generated messages can be achieved.

2) Age of Information: The mean AoI is shown in Figure 13
as a function of mean message generation time S. In the light-
traffic regime, the mean AoI grow steeply as S gets larger,
thus making new update message generation more and more
slack. As we move to a heavy-traffic regime, the AoI attains its
minimum, since update messages are generated more frequently
and SIC helps relieving the congestion on the channel. The
optimal operation region in terms of the mean AoI is the heavy-
traffic regime. This is consistent with throughput (in terms of
bit/sec). However, in the heavy-traffic regime we have seen
that normalized throughput is low and access delay is large.
We will see in next subsection that an energy price is paid as
well, thus giving rise to a trade-off between AoI and mean
consumed energy.

3) Energy: The mean energy spent per delivered message is
shown in Figure 14 as a function of mean message generation
time S. This metric accounts for energy spent for generating
new messages, for powering up the node, and for message
transmission. The blue dotted line represents the mean energy
cost per delivered packet, without accounting for energy
consumed in new message generation.
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Figure 13. Mean AoI as a function of mean message generation time, S

100 101 102 103

Mean message generation time, S (ms)

10
-2

10
-1

100

M
e

a
n

 E
n

e
rg

y 
(m

J/
m

sg
)

Model

Simulations

Figure 14. Mean energy as a function of mean message generation time, S.

In the light-traffic regime, the mean energy is relatively low,
as nodes doze for most of the time, while message transmissions
are successful with high probability.

As we move towards the heavy traffic regime, to the left of
the plot (small values of S), the energy spent per delivered
message is dominated by the cost of generating new messages,
most of which are actually discarded at the node, without
being transmitted. If we neglected this energy cost, the mean
amount of energy spent per delivered packet would saturate in
heavy traffic (see the dotted line in Figure 14), highlighting
the effectiveness of SIC. This conclusion is overturned by the
MAC layer policy to discard new message arriving when there
is already one message being dealt with. On the other hand,
storing all newly generated messages for later transmission is
not beneficial to AoI. As a result, several generated messages
must be discarded, which puts a penalty on energy consumption,
with no benefit to AoI.

E. Trade-off between AoI and Energy

The trade-off of mean energy required per delivered message
against the mean AoI is plotted in Figure 15. The trade-off
is obtained by varying the mean message generation time, S.
The obtained trade-off exhibits a very sharp knee of the curves
that appears in the low-left corner of the graph, identifying the
optimal operating point in terms of energy and AoI highlighted
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Figure 15. Mean energy vs mean AoI (both as a function of mean message
generation time S).

in Figure 15. With the given numerical values of parameters, the
optimal working point is achieved when the 50 nodes generate
new update messages with an average period of about 53 ms.
The corresponding values of mean AoI and mean required
energy per delivered message are 101 ms and 0.06 mJ/msg,
respectively. If we try to reduce the mean AoI, we face a very
steep increase in the energy cost for minimal improvements
in data freshness. Conversely, any further reduction of mean
required energy impacts heavily on AoI, in spite of minimal
obtained energy gains.

VII. CONCLUSIONS

We have addressed a model for a multiple access system
designed for nodes that share a common communication
channel to send update messages to a central base station.
The motivation of the model is to understand the interplay
between SIC and multiple access, exploring the performance
achievable under an ideal SIC receiver, by adapting the multiple
access parameter to the number of backlogged nodes.

An analytical model of the system has been defined, based
on mean field approximation. The proposed analytical model
turns out to be highly accurate and yet simple. It allows
computing all relevant metrics, including the PDF of main
system performance metrics. Moreover, the proposed model is
conducive to several generalizations. Possible lines of further
research can be identified as follows.

Statistical estimators of the number of backlogged nodes
should be designed to drive the parameters p and γ as a function
of the (estimated) number of backlogged nodes. More generally,
a reinforcement learning approach could be adopted to set p
and γ, especially in a time-varying operational environment
where the number of nodes or the traffic patterns of nodes vary
with time.

The model can be adapted to account for packet re-
transmissions, assuming feedback is provided by the base
station. It can also be generalized to heterogeneous nodes
with different generation rates, e.g., two classes of nodes with
different values of λ. Correspondingly, we would have two
different values of the probability of being backlogged and
hence a system of two nonlinear fixed point equations.

On the theoretical side, it is interesting to characterize the
asymptotic behavior of the model and hence the achievable
performance as the number of nodes grows. The core point
here is to characterize SIC outcome as n scales.

From an implementation standpoint, it is crucial to define
and experiment with practical coding techniques and signal
processing algorithms that support SIC, thus identifying how
much of the promised performance can be reaped in spite of
the non-idealities of practical SIC implementation.

Finally, from an application point of view, the proposed
model could be the heart of a larger model to investigate how
distributed control applies through the interaction of sensors
collecting measurements and reporting them to a controller
that runs actuators. This is a classic closed-loop control with
feedback delay, where the studied multiple access system is
inserted in the feedback loop.

APPENDIX A
PROBABILITY DISTRIBUTIONS AND MOMENTS OF C AND R

Expressions of the Laplace transforms of the PDFs and of
the moments of C and R are given in this Appendix.

As for C, let us condition on the event Q = k, i.e., there are
k nodes backlogged, besides the tagged one. Then, we have:

C|Q=k =

{
X ′|Q=k = Tk+1 w.p. pk+1,

X ′|Q=k + C̃ = Tk+1 + C̃ otherwise.
(59)

where C̃ is the residual time required for the tagged node
to make its transmission. Since the process is memory-less,
because of the mean field approximation, the random variable
C̃ has the same PDF as C. Hence:

φC|Q=k
(s) = E[e−sC |Q = k]

= pk+1e
−sTk+1 + (1− pk+1)e

−sTk+1φC(s) (60)

for k = 0, . . . , n− 1. Removing the conditioning and solving
for φC(s), we get:

φC(s) =

∑n−1
k=0 qkpk+1e

−sTk+1

1−
∑n−1

k=0 qk(1− pk+1)e−sTk+1

(61)

The mean value of C is:

E[C] =

∑n−1
k=0 qkTk+1∑n−1
k=0 qkpk+1

=
T

′

p′
(62)

where T
′

and p′ are the mean slot time and the probability of
transmission of a slot where the tagged node is backlogged.
The second moment of C is found by deriving twice φC(s):

E[C2] =

∑n−1
k=0 qkT

2
k+1 + 2E[C]

∑n−1
k=0 qk(1− pk+1)Tk+1∑n−1

k=0 qkpk+1
(63)

The time R elapsed from the departure of a packet until the
beginning of the contention time of the next arriving packet is
given by:

R =

N∑
i=1

X(i) (64)

where N is a discrete random variable, defined as the number
of slot times until a new packet arrives at the tagged node.
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From the definition in Equation (64), conditional on N = h
and on X(j) = xi, i = 1, . . . , h, it is R = x1+. . . , xh. Hence:

E[e−sR|N = h,X(1) = x1, . . . , X(h) = xh] =

h∏
j=1

e−sxj .

Since arrivals occur according to a Poisson process of mean
rate λ, the probability of N = h, conditional on X(j) =
xj , j = 1, . . . , h, is e−λx1 . . . e−λxh−1(1− e−λxh). Removing
the conditioning we have:

φR(s) =

∞∑
h=1

∫ ∞

0

(1− e−λxh)fX(xh)e
−sxhdxh

×
h−1∏
j=1

∫ ∞

0

e−λxjfX(xj)e
−sxjdxj

=

∞∑
h=1

[φX(s+ λ)]h−1 [φX(s)− φX(s+ λ)]

=
φX(s)− φX(s+ λ)

1− φX(s+ λ)
. (65)

where φX(s) is given in Equation (13).
The first two moments of R are as follows:

E[R] =
E[X]

1− φX(λ)
(66)

E[R2] =
E[X2]

1− φX(λ)
− 2E[X]φ′

X(λ)

(1− φX(λ))2
(67)

where φ′
X(·) denotes the derivative of φX(·).

APPENDIX B
PROBABILITY DISTRIBUTIONS OF N AND M

Let N be the number of slots it takes for a new message
to be generated at the tagged node, after the tagged node has
transmitted the previous message. The probability of no arrival
in a slot time at the start of which the tagged node is idle
is given by φX(λ). Then, it is easy to check that N has the
following Geometric probability distribution:

P(N = h) = [1− φX(λ)] [φX(λ)]
h−1

, h ≥ 1. (68)

Let M be the number of slots it takes for the tagged node to
complete its transmission (including contention). Conditioning
on Q = k, we get:

M |Q=k =

{
1 w.p. pk+1,

1 + M̃ otherwise.
(69)

where M̃ is the residual node busy time. Thanks to the mean
field approximation, M̃ has the same probability distribution
as M . Hence:

ϕM |Q=k
(z) = E[zM |Q = k]

= pk+1z + (1− pk+1)zϕM (z) (70)

Removing the conditioning and solving for ϕM (z), we get:

ϕM (z) =

∑n−1
k=0 qkpk+1 z

1−
∑n−1

k=0 qk(1− pk+1)z
=

p′z

1− (1− p′)z
(71)

where p′ =
∑n−1

k=0 qkpk+1 is the mean probability of transmis-
sion in a slot where the tagged node is backlogged. Inverting
the generating function of M , it is found that:

P(M = m) = p′ (1− p′)
m−1

, m ≥ 1 (72)

APPENDIX C
PROOF OF UNIQUENESS OF FIXED POINT OF EQUATION (23)

The fixed point Equation (23) can be written as:

b =
1− φX(λ)

1 + p′ − φX(λ)
=

∑n−1
k=0 akqk∑n−1

k=0 (ak + pk+1)qk
= F (b) (73)

where ak = 1 − e−λTk , k = 0, 1, . . . , n − 1. The function
F (b) is analytic in (0, 1), with 0 < F (0) = a0/(a0 + 1) < 1
and 0 < F (1) = an−1/(an−1 + pn) < 1. Brouwer’s theorem
guarantees that a fixed point exists and it must belong to the
interior of the interval [0, 1] given that F (b) is strictly positive
and less than 1 at the extremes of the interval.

Let ck =
(
n−1
k

)
and u = b/(1− b), whence b = u/(1 + u).

Then Equation (73) can be re-written as follows:

u

1 + u
=

∑n−1
k=0 akcku

k∑n−1
k=0 (ak + pk+1)ckuk

(74)

Re-arranging terms, we get:

n−1∑
k=0

pk+1cku
k+1 =

n−1∑
k=0

akcku
k (75)

Since b ∈ [0, 1], u is restrained to the positive semi-axis.
The probabilities pk are set according to Equation (9) for

k = 1, . . . , n, that is to say, pk = 1/k for k = 1, . . . , kc − 1
and pk = 1 otherwise. The parameter kc is a given positive
integer.

Let us first tackle the special case where n ≤ kc − 1. Since
γk = γmax for k = 1, . . . , kc − 1, in case n ≤ kc − 1, we have
ak = a1 for all k = 1, . . . , n−1. Exploiting this special values
of the ak’s, together with pk+1 = 1/(k+1) for k = 0, . . . , n−1,
the left hand side of Equation (75), denoted with A(u), is cast
into the following special form for n ≤ kc − 1:

A(u) =

n−1∑
k=0

1

k + 1
cku

k+1 =
1

n
[(1 + u)n − 1] (76)

As for the right-hand side of Equation (75), denoted with B(u),
we get:

B(u) = a0 + a1

n−1∑
k=1

cku
k = a0 + a1(1 + u)n−1 − a1 (77)

It is A(0) = 0 < a0 = B(0). Moreover, it is A(u) > B(u)
for sufficiently large values of u since A(u) is a polynomial of
degree n, while B(u) is a polynomial of degree n− 1. Since
both A(u) and B(u) are strictly increasing and convex for
u ≥ 0, it follows that there exists a unique intersection of the
curves of A(u) and B(u) for some positive u∗. This completes
the proof in case n ≤ kc − 1.
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In the following, we assume therefore n ≥ kc. Then,
Equation (75) can be re-written as follows:

n−1∑
k=0

cku
k+1 =

kc−1∑
k=0

k

k + 1
cku

k+1 +

n−1∑
k=0

akcku
k (78)

The left-hand side can be expressed in closed form, using
the binomial expansion formula, obtaining

∑n−1
k=0 cku

k+1 =
u(1 + u)n−1 = A(u).

The right-hand side is a polynomial B(u) of degree n− 1
with positive coefficients.

It is easily verified that both A(u) and B(u) are strictly
increasing and strictly convex for u ≥ 0. Moreover, it is
A(0) = 0 < a0 = B(0) and A(u) > B(u) for sufficiently
large u, since A(u) ∼ un while B(u) ∼ un−1, as u → ∞.
It follows that there is a unique value of u, say u∗ > 0,
such that A(u) = B(u). The corresponding value of b, i.e.,
b∗ = u∗/(1 + u∗) is the unique solution of Equation (73) in
(0, 1).

ACKNOWLEDGEMENT

This work was partially supported by the European Union un-
der the Italian National Recovery and Resilience Plan (NRRP)
of Next Generation EU, partnership on “Telecommunications
of the Future” (PE00000001 - program “RESTART”).

REFERENCES

[1] S. K. Sharma and X. Wang, “Toward Massive Machine Type Commu-
nications in Ultra-Dense Cellular IoT Networks: Current Issues and
Machine Learning-Assisted Solutions,” IEEE Communications Surveys
& Tutorials, vol. 22, no. 1, pp. 426–471, 2020.

[2] N. H. Mahmood, S. Böcker, A. Munari, F. Clazzer, I. Moerman,
K. Mikhaylov, O. L. A. López, O. Park, E. Mercier, H. Bartz, R. Jäntti,
R. Pragada, Y. Ma, E. Annanperä, C. Wietfeld, M. Andraud, G. Liva,
Y. Chen, E. Garro, F. Burkhardt, H. Alves, C. Liu, Y. Sadi, J. Dore,
E. Kim, J. Shin, G. Y. Park, S. Kim, C. Yoon, K. Anwar, and P. Seppänen,
“White Paper on Critical and Massive Machine Type Communication
Towards 6G,” CoRR, vol. abs/2004.14146, 2020.

[3] M. B. Shahab, R. Abbas, M. Shirvanimoghaddam, and S. J. Johnson,
“Grant-Free Non-Orthogonal Multiple Access for IoT: A Survey,” IEEE
Communications Surveys & Tutorials, vol. 22, no. 3, pp. 1805–1838,
2020.

[4] L. Tello-Oquendo, I. Leyva-Mayorga, V. Pla, J. Martinez-Bauset, J.-
R. Vidal, V. Casares-Giner, and L. Guijarro, “Performance Analysis
and Optimal Access Class Barring Parameter Configuration in LTE-A
Networks With Massive M2M Traffic,” IEEE Transactions on Vehicular
Technology, vol. 67, no. 4, pp. 3505–3520, 2018.
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