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ABSTRACT
The demand for wireless bandwidth in indoor environments
such as homes and offices continues to increase rapidly. Al-
though wireless technologies such as MIMO can reach link
throughputs of 100s of Mbps (802.11n) for a single link, the
question of how we can deliver high throughput to a large
number of densely-packed devices remains an open problem.
Directional antennas have been shown to be an effective way
to increase spatial reuse, but past work has focused largely
on outdoor environments where the interactions between
wireless links can usually be ignored. This assumption is not
acceptable in dense indoor wireless networks since indoor
deployments need to deal with rich scattering and multipath
effects. In this paper we introduce DIRC, a wireless network
design whose access points use phased array antennas to
achieve high throughput in dense, indoor environments. The
core of DIRC is an algorithm that increases spatial reuse
and maximizes overall network capacity by optimizing the
orientations of a network of directional antennas. We imple-
mented DIRC and evaluated it on a nine node network in
an enterprise setting. Our results show that DIRC improves
overall network capacity in indoor environments, while being
flexible enough to adapt to node mobility and changing traffic
workloads.

Categories and Subject Descriptors
C.2.2 [Computer System Organization]: Computer-
Communication Networks

General Terms
Algorithm, Design, Performance

Keywords
Directional Antenna, Indoor Wireless Capacity

1. INTRODUCTION
The demand for wireless bandwidth in indoor environments
continues to increase with the rapid integration of Wi-Fi
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radios in every day consumer electronic devices such as lap-
tops, cell phones, cameras, and audio/video equipment. This
increased density of Wi-Fi transmitters has exacerbated con-
tention for the wireless medium and reduced overall through-
put. For example, in [17], the authors observed that more
than 70% of the frames in a conference had at least one
contender. One effective approach to improving throughput
is to reduce interference among radios, thus allowing them
to transmit concurrently.

Directional antennas have the potential to provide the
necessary interference reduction by spatially confining trans-
missions. For example, commercial, off-the-shelf directional
antennas can provide spatial isolation of up to 20 dB by
confining the signal within a sector of 10◦, i.e., the signal
outside the sector is at least 20 dB weaker than the signal
within the sector. This high degree of spatial isolation can
support concurrent transmissions between pairs of radios
even when they are located close to one another—provided
that the antennas can be oriented correctly.

Traditionally, directional antennas have mostly been used
in outdoor environments where there is a direct line-of-sight
(LOS) between the two endpoints [19, 21]. In such appli-
cations, orienting directional antennas is relatively simple
because the LOS antenna orientation usually maximizes the
signal strength at the receiver and is the only configuration
that works well. In an indoor environment, the presence
of rich scattering and multipath effects results in non-LOS
antenna orientations that provide comparable signal strength
at the receiver. In fact, conventional wisdom has been that
directional antennas will not be effective indoors because of
this issue. Although the existence of these alternate good
orientations complicates the configuration of the system, it
also creates an opportunity for reducing interference between
transmissions. For example, while the LOS orientation of
a transmitter may cause interference at some location (e.g.,
S1’s signal interfering with R2’s reception in Figure 1(a)), an
alternate configuration that uses a reflected path may steer
the signal such that it reaches the intended recipient without
causing interference (e.g., Figure 1(b)).

However, to achieve the gains offered by these alternate con-
figurations requires significant, explicit coordination between
the transmitters in the network. For example, coordination
is necessary for transmitters to measure the interference cre-
ated in different antenna configurations. In addition, since
the presence of directional antennas exacerbates the pres-
ence of hidden and exposed terminals in the network [23],
coordination is also needed to address MAC related problems.

In this paper, we present DIRC, a wireless network design
that improves spatial reuse in indoor environments using
directional antennas. We focus our exploration on a typi-
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Figure 1: Example of exploiting multiple paths using directional antennas and conflict graph

cal enterprise environment in which: 1) the access points
(APs) are centrally controlled and managed, 2) the APs
are equipped with phased array (software steerable, direc-
tional) antennas, and 3) the clients have standard 802.11
hardware. The core of our solution is an algorithm that
identifies close-to-optimal orientations for the directional an-
tennas, maximizing system-wide capacity while ensuring that
configuration overhead is low and scales linearly with the
number of APs. DIRC also incorporates a new TDMA-based
MAC protocol designed for indoor directional antennas. This
design is much more efficient than CSMA/CA-based MAC
protocols, which assume that the interference at the sender
is similar to the interference at the receiver. This assumption
breaks down dramatically with directional antennas.

This paper makes the following contributions. We design
and implement DIRC, the first system that improves indoor
wireless capacity through the use of directional antennas.
DIRC’s centralized algorithm can achieve close-to-optimal
transmission scheduling and antenna orientations with very
low computational overhead, as demonstrated on a testbed
with 3 directional APs and 6 clients. We show that the
end-to-end DIRC implementation works well in practice. In
a testbed network, UDP performance improves by 65% over
prior approaches and 100% over using only omni-directional
antennas. Our experiments demonstrate that DIRC can
handle node mobility and dynamic traffic patterns.

The rest of the paper is organized as follows. We first
elaborate on the challenges associated with the indoor use
of directional antennas in Section 2. We then present our
solution, DIRC, in Sections 3 and 4. Section 5 evaluates
DIRC in two real world deployments. In Section 6 we discuss
related work and conclude in Section 7.

2. CHALLENGES
In this section, we first present the RF technology back-
ground that is necessary to understand the challenges and
our proposed solutions. We then detail the two main chal-
lenges in using directional antennas to improve indoor RF
spatial reuse: 1) determining effective antenna orientations
and 2) determining which directional nodes should trans-
mit concurrently. Note that these two challenges cannot
be addressed independently. For example, the choice of an-
tenna orientation may depend on the set of nodes that the
MAC protocol determines should transmit concurrently. We
consider such interactions below.

2.1 Background
The focus of our work is on the use of directional antennas to
increase spatial reuse. Unlike omni-directional antennas that

have a uniform gain in each direction, directional antennas
have a different antenna gain in each direction. As a result
the signal level at a receiver can be increased or decreased
simply by rotating the orientation of the directional antenna.
In the directional mode, the antennas we use have the ability
to increase or decrease the signal strength at a receiver
node by up to 20 dB. Received signal strength indoors can
be further affected by the presence of strong RF reflectors
like metal cabinets, walls, and doors, resulting in multiple
reflected paths that add up constructively or destructively
at a receiver.

In addition to directionality, our design also relies on the
property of many Wi-Fi radios, called the capture effect. If
a card supports capture, it can successfully receive a packet
transmission in the presence of concurrent transmissions, as
long as the desired transmission has a sufficiently higher
signal strength. The signal strength difference required is
usually in the range of 20-25 dB for 54 Mbps. The majority
of this difference, 10-20 dB, can be provided by appropriately
orienting the antennas. The rest of the difference can be
achieved from the fact that many receivers are closer to their
senders than to the interferers. As a result, with careful con-
figuration of directional antennas, we can often ensure that
the intended receivers can “capture” their packets, despite
the presence of interfering transmissions.

2.2 Antenna Orientation
Simple Heuristics Do Not Work Well. Directional an-
tennas have primarily been used in outdoor deployments,
where the LOS orientation of the antenna towards the re-
ceiver provides both the best performance and the best signal
strength [19, 21]. Indoors, the LOS path may not exist be-
cause of obstructions between sender and receiver. As a
result, existing indoor directional deployments have tried
using the direction of maximum signal strength to determine
the antenna orientation. We call this approach the Max
SNR approach. However, this approach only works well in
isolation. If multiple directional senders exist in an indoor
space, and can potentially transmit simultaneously, then
orienting the senders according to the max SNR direction
will not necessarily lead to the maximum spatial reuse, or
system-wide capacity.

Figures 1(a) & (b) illustrate why the Max SNR approach
may not always maximize spatial reuse. Nodes S1 and S2 are
two directional senders that wish to transmit data to omni-
directional receivers R1 and R2 respectively. Given that there
are no obstructions between senders and receivers, the max
SNR direction is the same as the LOS direction (Figure 1(a)).
Unfortunately, the LOS/max SNR directions lead to high
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Figure 2: Median network capacity under different antenna
orientation algorithms and MAC protocols

interference at the receivers. For example, the transmission
of S2 to R2 interferes with reception at R1, since R1 is within
the transmission range of S2. In this configuration, the MAC
protocol must ensure that the two senders never transmit
at the same time. In contrast, if the two senders select the
orientations shown in Figure 1(b), then both senders could
transmit simultaneously. Interference would still exist at the
receivers, but it would be weaker, leading to a higher SINR
at R1 and R2, and potentially successful packet receptions.
This example illustrates that the best antenna orientation
is not just a function of the receiver’s location, but also a
function of the location of interfering transmitters.

This example also shows how the benefits of directional
antennas differ from those of transmit power control (i.e.,
when the senders S1 and S2 reduce their transmission power
levels to try and avoid interfering with one another). When
senders reduce their transmission power, they do not only
reduce the interference at the unintended receiver, but they
also reduce (by the same amount) the signal strength at the
intended receiver. Using directional antennas and reflected
paths may make it possible for the transmissions to leverage
the environment (e.g., the obstacle in this example) to reduce
the interference level significantly while only slightly reducing
the signal level.

Figure 2 illustrates the dramatic performance impact that
correctly orienting directional antennas can have. These
experimental results are for two testbeds, each using three
directional transmitters. The testbed and experimental setup
are described in Section 5 (this figure only shows median
capacity, and mean capacity is similar). The OMNI bar
in the graphs shows the performance observed when the
APs transmit omni-directionally. Max SNR is the simple
heuristic where each sender chooses the direction that has the
maximum SNR, as observed at the receiver. An alternative
heuristic is denoted as Max Thp, where each sender chooses
the direction that maximizes its individual link throughput.
Note that this second heuristic relies on an iterative process
by which each sender picks the direction that maximizes its
own throughput given the directions selected by the other
directional senders. The final configuration of Max Thp is
either one where no sender can further improve its throughput
or the one reached after 30 algorithm iterations. Finally, the
Max Cap bar in the graph shows the performance obtained by
orienting the antennas in directions that maximize system-
wide capacity. We determine this configuration through
exhaustive search to illustrate the maximum capacity that
can be achieved in each scenario. For each of these antenna
orientation schemes, we operate the system using the 802.11

CSMA MAC protocol (red/lower bars) and using an optimal
MAC protocol that is capable of coordinating transmissions
across space while avoiding hidden and exposed terminals
(OptMAC - red plus blue/lower plus upper bars).

Figure 2 shows that carefully configured directional an-
tennas (Max Cap) with OptMAC can provide about twice
the performance of using omni-directional antennas (also
with OptMAC). Note that the maximum possible gain with
three transmitters would be a factor of three. Unfortunately,
simple local heuristics (Max SNR and Max Thp) are unable
to identify configurations that perform close to optimal, even
with OptMAC. Although it may prove difficult to find this
optimal configuration, this result shows that there can be
significant performance gains. The graph also highlights
the importance of an effective MAC protocol; the CSMA
protocol, for example, does a poor job using the capabilities
of the directional antennas. Our work and contributions ad-
dress both of these aspects: an optimal antenna orientation
algorithm and a MAC protocol design. We will show later
that the performance of our solution is very close to that of
the Max Cap with OptMAC.

Enormous Search Space. The greatest drawback of
the Max Cap approach is that it requires exploration of
all possible orientations of every sender.1 The size of this
search space grows exponentially when potential interferers
are also directional. Assuming that all n directional senders
in the network can choose any of k directions, the search
space to identify the optimal orientation for each one of the
senders to their respective receivers is kn. As directional
antenna technology improves, beam widths are likely to
become smaller [1], thus increasing k. This will render a
brute force approach even more impractical.

Dynamicity. The problem of antenna orientation be-
comes even harder when one considers RF environment vari-
ability and user mobility. Any algorithm for optimal antenna
orientation across directional senders will need to be able to
collect, process and act on information very quickly. Current
electronically steerable antennas can change their orienta-
tion on a per-packet basis. The challenge is to design an
algorithm that provides the best tradeoff between optimality
and stability/overhead.

2.3 MAC for Indoor Directional Transmissions
Choosing the correct MAC protocol is crucial to realizing
the performance benefits described above. In this section, we
present requirements of an indoor directional MAC protocol
and discuss several candidates.

First, the most important task of any MAC protocol is to
identify the set of non-interfering transmissions in an area
and to coordinate the activities of the various senders. As we
discussed above, the notion of non-interfering transmissions
depends on the antenna orientations of the senders. Thus, an
indoor directional MAC protocol must not only identify the
set of possible concurrent transmissions but also determine
their orientations.

Second, not all transmitters in the environment will be
directional. For example, in Figure 1(a), the two senders
are directional and the two receivers are omni-directional. If
directional transmission S1→ R1 and omni-directional trans-

1Note that this complexity would be even higher in the presence
of directional receivers. Throughout the paper we assume that
receivers are omni-directional, since such devices are likely to be
laptops and handhelds.
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mission R2→ S2 happen simultaneously, the interference at
R1 from R2 may be too strong, no matter what direction is
used by S1. Thus, any MAC protocol must coordinate both
the directional and omni-directional nodes in an area.

One possible choice for a MAC protocol is to use CSMA
like in 802.11. However, as earlier research and our results
above point out, while CSMA works well in networks with
omni-directional transmitters, it has several problems in
networks with directional transmissions and performs poorly.

Past research has proposed a wide range of MAC protocols
for directional wireless networks [15, 10, 16, 26, 9, 20, 28, 5].
Much of this work uses RTS/CTS, and directional virtual
carrier sensing (DVCS) or directional network allocation
vector (DNAV). The basic idea of these solutions is that a
direction will be reserved if RTS or CTS is received from that
direction, and that direction is marked as unusable during the
DVCS/DNAV. One way in which these designs fail to meet
our needs is that they assume that the antenna orientation
for any sender-receiver pair is fixed (it is a function only of
the receiver). This is a reasonable assumption for outdoor
settings, where there is a single reasonable orientation (the
LOS direction) for any transmission.

Other research [19, 21] has proposed the use of TDMA-
based MAC protocols in directional wireless networks. How-
ever, these past designs have assumed that there is either no
or only controlled interference between directional transmis-
sions in determining the TDMA schedule. Our tests show
that this assumption is too aggressive in indoor settings.
Even with narrow beamwidth (8◦) antennas, our experi-
ence is that transmissions are not completely isolated from
each other. Another weakness of past MAC designs is that
they largely ignore packet capture, i.e., CSMA, DNAV and
DVCA approaches tend to be too conservative in scheduling
transmissions. Although this observation is not specific to
directional networks or indoor environments, we found that
taking advantage of capture can significantly improve spatial
reuse.

3. DESIGN
In this section, we first provide an overview of the DIRC
system and we then discuss its two key components, conflict
graph generation and transmission scheduling, in detail.

3.1 System Overview
Within the larger umbrella of “indoor environments,” there
are a number of possible scenarios that one might consider.
Rather than try to address all possible scenarios, we focus on
designing and building a working wireless system for the fol-

lowing common scenario—an infrastructure wireless network
where there are n APs and m clients. We assume that all of
the APs have software steerable directional antennas with
small reconfiguration times (e.g., phased array directional
antennas), and all of the clients are omni-directional (e.g.,
laptops). Each directional AP has k directions, or, more
precisely, antenna patterns. We use K to denote the set of
directions. The APs are connected to each other through a
separate, independent channel such as wired Ethernet and
are coordinated by a central controller. Examples of such a
scenario can be commonly found in enterprise wireless net-
works. The central controller uses a conflict graph to encode
interfering links, and it schedules concurrent transmissions
across the non-interfering links. Scheduling is done within
the context of a TDMA MAC that creates upstream and
downstream slots for scheduling purposes.

3.2 Building the Conflict Graph
A conflict graph is a concise way to encode interference
in wireless networks. In a conflict graph, vertices represent
transmissions and an edge between two vertices/transmissions
means that those two transmissions cannot occur simultane-
ously. In an omni-directional antenna network, the construc-
tion of the conflict graph is based on direct measurements
of pair-wise link throughput or frame receptions, either syn-
chronously [4] or asynchronously [27], so the overhead is
O(n2) for n transmissions.

In directional antenna networks, each vertex (i, j, k) repre-
sents the transmission from AP i to client j with direction
k on the AP. Figure 1(c) shows an example of a conflict
graph for the network of Figures 1(a) & (b). Since the full
conflict graph for this network is very large, the figure only
shows a small part of it. The lack of an edge between ver-
tices (S1, R1,↗) and (S2, R2,↘), for example, indicates
that the two transmissions can occur simultaneously using
direction ↗ and ↘ respectively (See Figure 1(b)). The cost
of building the conflict graph in directional antenna networks
is higher than in omni-directional networks, because each AP
can use one of k directions. As a result, a total of O((nk)2)
measurements are required to build the conflict graph.

Although building the conflict graph through direct mea-
surement is often practical in an omni-directional antenna
network, the overhead is prohibitive in networks with direc-
tional antennas. For example, the Phocus Array antennas [2]
have 16 factory preloaded directions; in a network with five
active nodes, 2560 sets of measurements need to be collected.
Each measurement takes 100 ms (we justify the figure 100
ms in Section 4.1), so an exhaustive search takes 4 minutes.
Such a high overhead is especially intolerable in dynamic
indoor environments, where reconfiguration may be necessary
when conditions change. To make matters worse, the conflict
graph is affected by the transmission rate used for the pack-
ets. More robust modulation and coding schemes are more
likely to lead to a successful reception even in the presence
of interfering transmissions. To reduce the overhead, DIRC
instead generates the conflict graph based on a modified
Signal to Interference and Noise Ratio (SINR) model that
reduces the measurement overhead from O((nk)2) to O(nk).

Building Conflict Graphs Using the SINR Model.
The SINR model is widely used in wireless networks to predict
whether a frame will be successfully received/decoded [13].
It states that a frame will be received if the ratio of signal
to interference is higher than a threshold. Otherwise it will



not be decodable. The SINR model can be a good predictor
given two conditions: 1) the interface hardware exhibits
capture effects, and 2) there are no exposed terminals due
to physical or virtual carrier sensing. The first condition has
been confirmed by recent work [22] and our experimental
results. If the second condition does not hold, the throughput
of a link can be much lower than that predicted by the
SINR model because carrier sensing prevents the senders
from transmitting frames. We discuss how we ensure this
condition in Section 3.2.

The SINR model incorporates several simplifying assump-
tions that we must adapt for our settings. First, it uses an
SINR threshold that determines whether the receiver can
decode either none or all the frames. In practice, one can
observe intermediate loss rates. Thus, we extend the SINR
model to support intermediate loss rates by using two SINR
thresholds th1 and th2. When estimating the loss rate, we
assume that any frame whose SINR is below th1 will not be
decoded, any frame whose SINR is above th2 will always be
decoded, and SINR values between the two thresholds will
have an intermediate loss rate (line 12-14 of Algorithm 1).
Second, the SINR model assumes that all nodes share the
same SINR threshold. In our measurements, we have ob-
served up to 3–4 dB difference in SINR thresholds in different
locations. Thus, we calibrate the thresholds for each loca-
tion. Note that ideally the SINR thresholds for different
cards should also be calibrated by recording and comparing
the SINR vs. loss rate curve for each client. However, our
algorithms do not require the SINR model to predict the link
throughput with high accuracy (we validate this claim ex-
perimentally in Section 5). Thus, in our experiments, we do
not calibrate each individual card. Third, the SINR model
assumes that the SINR thresholds do not depend on the
interferers. We have observed that the SINR thresholds for
captured frames are very different from that without inter-
ferers. Thus, we use two sets of SINR thresholds: one to
predict the link throughput when all other APs are inactive,
and one to predict the throughput otherwise.

To generate the edges of the conflict graph using the SINR
model, we look at each pair of vertices. For example, a
potential edge between (i1, j1, k1) and (i2, j2, k2) is based
on the transmissions from AP i1 to client j1 using direction
k1 and from AP i2 to client j2 using direction k2. Let
S(i, j, k) denote the received signal strength from AP i to
client j using direction k. Then, the SINRs for both links
are: SINR1 = S(i1, j1, k1) − S(i2, j1, k2) and SINR2 =
S(i2, j2, k2)−S(i1, j2, k1). Finally, our modified SINR model
can be applied on these SINR values to predict the reception
rate for both links (note that each edge is tagged with two
reception rates, one for each link).

Multi-rate Support. To support multiple data rates,
we use multiple SINR thresholds, one for each data rate. We
use R = {(r, th1, th2, thp)} to denote the set of data rates
with SINR thresholds, where r is the data rate, th1 is the
low threshold, th2 is the high threshold, and thp is the full
throughput for the data rate. Given these thresholds and
the measured SINR on a link, DIRC can directly select the
highest rate that can be supported on a link (line 11-18 of
Algorithm 1). This is possible because the SINR measured on
a link is independent of the data rate used on the interfering
links.

The estimation process is shown in Algorithm 1. Note
that the information needed to generate the complete conflict

Algorithm 1: Estimate capacity using the SINR model

Input: set of concurrent transmissions T = {(i, j, k)},
where i is the AP, j is the client, k is the
direction; set of data rates with SINR thresholds
R = {(r, th1, th2, thp)}

Output: capacity estimation estcap for T
estcap← 01

foreach (i1, j1, k1) ∈ T do2

signal← S(i1, j1, k1)3

intf ← 04

foreach (i2, j2, k2) 6= (i1, j1, k1) ∈ T do5

if S(i2, j1, k2) > intf then6

intf ← S(i2, j1, k2)7

end8

sinr ← signal − intf9

maxthp← 010

foreach (r, th1, th2, thp) ∈ R do11

if sinr < th1 then curthp← 012

else if sinr > th2 then curthp← thp13

else curthp← thp ∗ (sinr − th1)/(th2 − th1)14

if curthp > maxthp then15

maxthp← curthp16

end17

end18

estcap← estcap + maxthp19

end20

return estcap21

graph is the set of S(i, j, k) for any AP i, any client j and
any direction k.

Collecting Measurements. We collect the RSSI infor-
mation as follows. Each directional AP scans all its directions
and transmits a burst of frames in each direction (the du-
ration of the burst is determined empirically in Section 4).
All of the clients record the RSSI readings for the frames
received, and they calculate S(i, j, k) as the mean RSSI at
client j from AP i using direction k. When one directional
AP is scanning, clients that are not associated with this AP
also record the received RSSI as the interference level from
that AP. Throughout this process, we assume that clients can
be modified to collect the above measurements. To ensure
that the measurement probes can be received at the client,
during each measurement, all APs are silenced except the
scanning AP, and each AP is instructed to scan in turn.

One important limitation of our measurement process is
that we only consider decodable frames, but undecodable
frames can also interfere; note that throughput tests do not
suffer from this problem. To address this issue we proceed as
follows. First, all probe frames use the minimum data rate
(1 Mbps) to maximize the probability of decoding. Second,
the clients report the RSSI readings of all frames even if they
are erroneous. Then, if some S(i, j, k) is still unavailable (i.e.,
no frame has been received), we use the following criteria to
determine its value: 1) if client j can receive frames from
AP i in other directions, we set S(i, j, k) to the minimum
decodable signal level, i.e., -95 dBm (we take a conservative
approach), 2) otherwise, if no frames from AP i can be
received by client j at all, we set S(i, j, k) to NO INTF ,
(we take an aggressive approach). Such a solution may still
fail in scenarios where the interference level from a couple of
directions could be right below the decodable threshold, and



may “hide” hidden terminal interference. In the next section,
we discuss a feedback mechanism, aimed at dealing with these
cases. Finally, we observed that the prediction of the link
throughput S(i, j, k) is usually very poor if only a few frames
are available (received) for the calculation. Consequently,
our algorithm treats measurements produced by fewer than
3 probes as if no frame was received.

3.3 Scheduling Using the Conflict Graph
Given the conflict graph, the second phase of the system
operation is for the central controller to determine which
transmissions can take place and, if they are directional, with
what orientation. Such a decision is made for each timeslot
and based on the actual traffic pattern across the network.

Full Scheduling Problem: The scheduling problem to
optimize capacity for directional antennas is NP-hard. The
size of the problem is

`
n
n

´
kn +

`
n

n−1

´
kn−1 + ... +

`
n
1

´
k, where

each
`

n
i

´
is the number of ways the controller can pick i

out of n transmissions, and ki is the number of all possible
antenna configurations for these i directional APs. (Even
the simpler, special case of omni-directional antennas where
k = 1, is NP-hard.)

Reducing the Search Space in Scheduling: We pro-
pose two heuristics to reduce the complexity. Algorithm 2
shows this process for one time slot. First, we order the
transmissions according to the time their frames arrived at
the APs (i.e., FIFO). The scheduler goes through each trans-
mission, t, in order (line 2-24) and adds it to the schedule for
the next time slot, Tnext, if it improves the network capacity,
maxcap, (line 21-23). This step reduces the complexity to
kn + kn−1 + ... + k. Any unscheduled transmissions will re-
main in the FIFO queue, and those transmissions that have
been scheduled and have more frames to send will be ap-
pended at the tail. This way, starvation is prevented. In the
worst case, a transmission will be scheduled after n− 1 time
slots. At the same time, the channel will be well-utilized,
since transmissions with fewer conflicts will be scheduled
more often. Note that this approach of servicing requests
will not lead to more unfairness than what would be expected
in a normal 802.11 network; senders that experience more
conflicts will have fewer opportunities to transmit.

Second, we apply a greedy algorithm to find the orienta-
tions. Instead of visiting all kn states, the scheduler emulates
an iterative process (line 6-19) where all APs start at antenna
orientation 1 (line 4) and then taking turns (line 8-18) to
maximize the network capacity by varying the orientation
of its own antenna and by keeping the orientations of other
APs fixed (line 11-17). This iterative process will converge
because in each iteration, the capacity is improved (line 14).
The number of rounds for the algorithm to converge depends
on individual scenarios, and in the worst case, the complexity
of the greedy algorithm can be O(kn). In our algorithm, we
set an upper limit for 30 rounds, and, in practice, we find the
algorithm converges after approximately 16.25 rounds on av-
erage. Note that we choose these two heuristics because they
are simple and they perform well in our testbed. In a very
large system, however, other heuristics may provide better
performance. For example, algorithms like the one proposed
in [7] for capacity maximization in omni-directional antenna
networks, or simulated annealing may be better alternatives
to meet the system goals and avoid local maxima. Indeed,
we tested these two alternatives in our scheduler, but they
did not provide further improvement.

Algorithm 2: Pick directions and assign timeslot

Data: FIFO queue of active transmissions Nall = {t}
Output: assignment of next time slot and direction

Tnext = {(t, k)}, where t is the transmission
and k is the direction to be used; note that
unscheduled transmissions will remain in the
queue

Tnext ← ∅, maxcap← 0, Ncur ← ∅1

foreach t ∈ Nall do /* test if t can be added to Tnext */2

Ncur ← Ncur ∪ {t}, Tlast ← ∅3

Tcur ← {(t, k), where t ∈ Ncur and k ← 1}4

/* each AP chooses orientation in turn, greedily5

increasing network capacity until convergence */
while Tcur 6= Tlast do /* test if Tcur changes since6

last iteration */
Tlast ← Tcur7

foreach t′ ∈ Ncur do8

localmaxcap← 0, Ttmp ← Tcur9

/* find orientation of t′ that maximizes10

capacity, with other orientations fixed */
foreach k ∈ K do11

Ttmp[t′]← (t′, k) /* set the orientation of12

t′ to k */
curcap← estimate capacity(Ttmp)13

if curcap > localmaxcap then14

localmaxcap← curcap15

Tcur ← Ttmp16

end17

end18

end19

/* if including t can increase network capacity, then20

it should be scheduled for next timeslot */
if maxcap < localmaxcap then21

maxcap← localmaxcap22

Tnext ← Tcur23

end24

Nall ← Nall − Tcur /* remove scheduled transmissions */25

Feedback. In some cases, the SINR model may fail to
predict the link throughput, for example, when a client
cannot decode frames from another interferer. Our system
uses a feedback mechanism to deal with this problem. The
idea of a feedback mechanism is that if a certain scheduling
assignment fails to deliver the expected performance, the
controller will pick the next best scheduling assignment. Note
that it is possible that the prior assignment was indeed the
optimal assignment but the actual measured throughput was
lower than the estimated throughput. In our measurements,
we observe that although there is some difference between
the estimated and actual throughput, the estimation mostly
preserves the ordering (i.e., schedules with higher expected
throughput provide better throughput). Consequently, our
algorithm samples at most three scheduling assignments and
picks the best. In the greedy heuristic in Algorithm 2, we
use a different starting state in each iteration, and could thus
converge to a different final state.

3.4 Dynamics
A practical solution needs to account for the dynamics caused
by people moving, doors opening and closing, and changes
in the location of wireless devices (e.g., laptops). We identify



two types of dynamicity: short-term dynamics caused by mul-
tipath fading and other short-lived environmental changes,
and long-term dynamics caused by more permanent changes.

Short-term dynamics cause the RSSI and link throughput
measurements to fluctuate quickly. The APs should not
respond to such changes, since the coherence time is too
short for our algorithm to rescan and reconfigure. Using
a moving average is a common mechanism to obtain more
stable and statistically sound readings.

Long-term changes, on the other hand, should trigger the
regeneration of the conflict graph based on new measure-
ments. In some cases, changes can be readily observed (e.g.,
loss of throughput on a link or packet losses due to collisions)
while in other cases they cannot (e.g., a previously inefficient
transmission schedule is now attractive because a door was
closed). As a result, pure failure-based re-scanning is not
practical, and we need to periodically rebuild the conflict
graph (Section 4). The challenge is to find a good trade-
off between a rapid response to long-term dynamics while
ignoring short-term effects. Note that periodic rescanning
does not help with the SINR model mis-predictions discussed
above, since these are caused by limitations of the node
measurement capabilities.

4. DIRC IMPLEMENTATION, OPERATION
In this section we present the details of DIRC’s protocol
of operation. Our DIRC implementation is based on the
Madwifi driver and Atheros 5212 wireless cards, present on
both clients and APs. The controller is a Linux machine that
can access all APs through the wired Ethernet.

4.1 Measurement Collection and Scanning
DIRC builds the conflict graph based on RSSI measure-
ments that are collected across the network. To maintain an
accurate conflict graph, it is important that the RSSI mea-
surements adapt to short-term as well as long-term dynamics
of the environment while minimizing the overhead on the
system performance. Thus, DIRC periodically instructs all
APs to scan for updated RSSI measurements, or a scan can
also be explicitly requested by the APs when the measured
throughput on any link drops below a set threshold.

The protocol between the APs and the central controller
to initiate a scan is as follows. Scans are requested by
the AP through a request-to-scan message. The controller
initiates the scan by sending a clear-to-scan message to the
AP; scans in response to AP requests are dampened and
take place at most once a second. The controller gives higher
priority to scan requests than to transmissions, since efficient
transmissions require an accurate conflict graph. Each scan
probe includes the AP identifier and the direction used for
the probe frame. When the client receives a scan probe,
it records the RSSI reading of the frame. The client will
send this measurement back to the AP the next time it is
allowed to access the medium. When the APs receive scan
responses, they forward them to the controller. To reduce
the probability that scan responses are lost, all APs that
overhear the scan responses forward them to the controller.

There are four primary system parameters that determine
the RSSI measurement collection: the interval and duration
for periodic scanning, the interval over which link throughput
is measured, and the threshold used to explicitly request a
scan.

Link Win. Size (ms) 5 10 100 1000

Least Bursty RSSI (dB) 0.2 0.16 0.05 0.03
Reception (%) 25 21 15 5

Most Bursty RSSI (dB) 2.2 1.5 1.3 1
Reception (%) 50 35 26 16

Table 1: Allan deviation of RSSI and frame reception rate
for different intervals

Interval 500 ms 1 s 5 s 30 s 10 m

Mean Thp (Mbps) 13.9 19.3 19.5 18.3 17
Overhead (%) 48 24 4.8 0.8 0.04

Table 2: Effect of scanning intervals on link throughputs

Link Throughput Measurement Interval and Thresh-
old: An AP can explicitly request a scan when it detects a
significant drop in throughput on any link. Table 1 shows the
Allan deviation in the reported RSSI and packet reception
rate across different time intervals for the least bursty and
most bursty link in our testbed. The antennas are oriented
based on the Max Cap configuration (Section 2.2). We find
that the links exhibit varying behavior. For example, for a
100 ms window, the least bursty link only has a 15% devia-
tion in reception rate while the most bursty link deviates by
as much as 26%. Thus, it is difficult to select a threshold that
works for all links and maintaining per-link thresholds would
lead to a significant overhead. This led us to an alternative
approach, where the detection thresholds are set to a con-
servative value and we rely on fixed-cost periodic scanning
to prevent the system from operating in a suboptimal state.
We measure link throughput over 100 ms intervals (which
span five 20 ms time slots) and set the detection threshold
for explicit rescanning to be 50% of the reception rate during
the first window after a scan.

Periodic Scan Interval and Duration: The periodic
scanning should be frequent enough to maintain an updated
conflict graph and should not significantly impact the network
performance. Table 1 shows that the deviations of the RSSI
measurements are stable even for small time intervals, e.g.,
even for the most bursty link it is only about 2.2 dB for
5 ms. The RSSI measurements are much more stable than
reception rate because they are obtained when all other APs
are silenced while throughput measurements are obtained
when multiple APs are active. This means that a 4 ms scan
duration will accommodate most short-lived changes in RSSI
readings.

To determine the scanning interval, we evaluate the over-
head of scanning on the link throughputs. Table 2 shows the
mean link throughput and corresponding scanning overhead
for different scanning interval values. We see that when the
scanning interval is too small, e.g., 500 ms, the overhead of
the protocol is too high, reducing the link throughputs; while
if the scanning interval is too large, e.g., 10 min, the system
is unable to escape suboptimal states. The table shows that
5 seconds is a reasonable tradeoff, incurring less than 5%
overhead while providing up-to-date RSSI information.

This system design is optimized for nomadic clients, i.e.,
clients that may appear at multiple locations across the
network (laptops) but are used in stationary positions. In
Section 5 we show that DIRC can also adapt to scenarios



where users are walking with their devices.

4.2 Two-Phase TDMA Protocol
DIRC relies on the intelligent scheduling of transmissions
across the network. A TDMA based MAC protocol is used
to synchronize the downlink and uplink traffic. Additionally,
DIRC’s TDMA protocol also adapts to different traffic work-
loads instead of having a fixed time allocation for the uplink
and downlink traffic.

All nodes in the network, including APs, clients, and
the controller are time synchronized. On the clients and
APs, clock synchronization is implemented in the Atheros
5212 card through beacon messages. Since the driver has
access to the hardware clock, wireless nodes can transmit at
the time slot boundaries with microsecond accuracy. Our
TDMA-based MAC operates in two phases; the first phase is
dedicated to directional transmissions, while the second phase
accommodates omni-directional nodes, including clients and
legacy APs. We term these two phases of our protocol dirc-
tx and omni-tx.

During the dirc-tx phase, the centralized controller sched-
ules AP-to-client transmissions, with carrier sensing disabled
at the APs. This is done by raising both the receiver and
transmitter CCA thresholds, allowing the APs to send frames
even in the presence of interference. Furthermore, the inter-
frame spacing (IFS) is set to the minimum possible value
since it is not needed in a TDMA schedule. We also disable
link-layer ACKs since they introduce mixed traffic from both
directions. Similar to previous work with a TDMA-based
MAC [19], our protocol uses block link-layer ACKs, i.e., a
bitmap that encodes all frames received in the previous time
slot, transmitted during the omni-tx phase.

Note that though individual channels are symmetric due
to channel reciprocity, the SINR values are not, i.e., they
do not apply if we switch the roles of all transmitters and
receivers. For this reason, the omni-tx phase uses the tradi-
tional 802.11 protocol, with all nodes, including APs, using
omni-directional antennas.

By default, our system operates on 16 ms dirc-tx phases
and 4 ms omni-tx phases. There are two reasons for this
choice: 1) the majority of the traffic in enterprise WLANs
tends to be downlink, from the APs to the clients, and 2)
4 ms is the minimum slot time that can be scheduled reliably
in our implementation. A fixed time allocation for directional
and omni-directional transmissions, however, severely limits
the types of workload that can be accommodated by the
network. As a result, DIRC uses measurements to identify
the right time division between the two phases. The controller
periodically collects information about the queue length on
clients and APs. It then calculates the client-AP backlog
ratio and uses this to dynamically adjust the slot time sizes.
For simplicity, our controller picks one of the three up-down
ratios: 16-4 ms, 10-10 ms, and 4-16 ms. Starting from a split
of 16-4 ms (down-up), the network will switch to 10-10 ms
if the ratio drops below 1, and 4-16 ms if the ratio drops
below 0.25. The same holds in the reverse direction. The slot
time size are adjusted at most once every second to avoid
thrashing, and to reduce the probability of inconsistencies
among APs and clients.

4.3 Frame Transmission and Reception
The AP transmits frames destined to a particular client
as follows. First, the AP sends a request-to-send to the

centralized controller over the wired Ethernet connection.
This request-to-send includes the AP and client identifiers,
and the queue length on this AP; the AP discards additional
requests containing the same AP and client identifiers.

The controller collects all of the requests-to-send and cal-
culates a time slot assignment for the next dirc-tx time
slot using Algorithm 2. The controller sends a clear-to-send
message (over the wired Ethernet) to each AP that it has
scheduled for the upcoming time slot. The clear-to-send
message tells the AP which client it should transmit to next,
what direction and what data rate to use when transmitting
its frames. We chose to serve a single client during the en-
tire time slot, since serving multiple clients would require a
change in the antenna orientation. This may force clients to
wait a time proportional to the number of clients associated
with the same AP. We could reduce this time by (i) using
finer granularity time slots (4 ms was the minimum time slot
we could implement in our testbed), or (ii) allowing multiple
clients to be served using the same antenna orientation (ei-
ther because they are in the same sector, or happen to receive
adequately strong signals under the same antenna configura-
tion). Note that if no AP is active, and there is a change in
the time slot split between directional and omni-directional
traffic, the controller will assign the APs to send the new
split information omni-directionally. This split information
could be easily integrated in the Beacon frames.

When the dirc-tx phase arrives, each AP checks to see
if it is clear-to-send. If not, the AP waits until the next
time slot and checks again. If the AP is scheduled to send,
it un-buffers the frames to that client, sets the direction,
disables CCA, and transmits frames until the end of the
dirc-tx phase. The AP appends a trailer to each frame that
includes a frame identifier for a block ACK, and the split
for the next time slot. Each AP buffers all unacknowledged
frames. The AP estimates the transmission time for each
frame that it transmits (or retransmits), so it can make sure
that the total transmission time for the frames put on the
hardware queue does not exceed the time slot duration.

During the dirc-tx phase, the clients receive frames from
the APs and record all the frame identifiers in a bitmap.
Then, in the omni-tx phase, each client first transmits a
block ACK back to the AP. The use of block ACKs can
result in out-of-order frames which significantly reduces the
performance of TCP. To address this, frame reordering is
implemented in the driver.

After the client transmits its block ACKs, it transmits any
other frame. The queue length on that client is piggybacked
in each frame, and forwarded to the controller by the AP.
During this omni-tx phase, the APs all set their antennas
to omni-directional mode, and start receiving frames from
clients. When a block ACK is received at the AP, the cor-
responding frame is removed from the receive buffer. Note
that in this phase, the wireless nodes operate using CSMA,
e.g., link-layer ACKs are enabled and the default Madwifi
rate adaptation algorithm is used.

4.4 Association
It is important for DIRC to quickly bootstrap a new client
into the network and update the conflict graph while mini-
mizing the overhead on the system. The number of probes
needed to generate the conflict graph are O(nk) and may
result in a high overhead when the association and disas-
sociation rate is high. Thus, in our protocol, we take the
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lazy approach where measurements are delayed until the
next scanning period. The lazy approach incurs minimum
overhead for client association, but it has the downside that
the conflict graph will be incomplete for this client. The
controller will not schedule transmissions when the part of
the conflict graph for that transmission is incomplete. Thus,
when the client first associates with an AP, the AP is not able
to initiate frame transmissions to the client until the next
scanning period. In practice, we do not expect this delay to
be a problem because the client typically associates with an
AP upon boot time. The inherent delays in this process, e.g.,
the clock synchronization in wireless hardware can take sev-
eral seconds, is likely to mask the controller delays. Certain
data traffic that may follow the association, such as DHCP
requests, need to be delayed until after synchronization and
scanning is finished.

5. EVALUATION
In this section, we evaluate DIRC’s centralized scheduling
algorithm and overall performance using a working implemen-
tation of DIRC in two real-world settings. We present three
key results: 1) DIRC’s centralized algorithm can achieve
close-to-optimal transmission scheduling and antenna orien-
tations with very low overhead. 2) The end-to-end DIRC
implementation works well in practice. In a network with
three directional APs, UDP performance improves by 65%
over the max SNR approach (100% over using only omni-
directional antennas), and TCP performance improves by
40% over the max SNR approach (42% over omni-directional
antennas). 3) DIRC can handle node mobility and dynamic
traffic patterns.

5.1 Experimental Setup
Our experimental testbed consists of three directional an-
tennas (Fidelity Comtech Phocus Array [2]) and six omni-
directional nodes (Linux desktops and/or laptops). Although
the number of directional antennas appears to be small, the
tested configuration would be what one would see in an enter-
prise network in one of the multiple orthogonal frequencies,
possibly reflecting performance in networks that may feature
3 times (in 2.4 GHz) or 11 times (in 5 GHz) more directional
nodes. The phased array antennas have eight antenna ele-
ments and the antenna pattern has a beamwidth of 45◦. The
antenna can be electronically steered at angular displacement
of 22.5◦, providing a total of 16 directional antenna states
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Figure 5: Performance of the DIRC’s scheduling and direction
selection algorithm

and one omni-directional antenna state. Since the goal of
the protocol is to improve spatial reuse instead of extending
communication range, the directional patterns we picked
have similar antenna gain to that of the omni-directional
pattern (only around 2 dB difference), and the side lobes of
the directional patterns are very small.

We conducted our experiments in two physical testbeds:
a campus and a research lab. The maps and the locations
of the nodes are shown in Figure 4. Nodes D1 − D3 are
the directional antennas, and the omni-directional nodes are
labeled 1− 6. Since the experiments use the 2.4 GHz band,
they share the channel with other 802.11 devices.

Our evaluation consists of two parts. In the first part, we
use collected measurements to evaluate the accuracy of the
SINR model and the emulated performance of DIRC’s core
algorithm. The second part reports on the working end-to-
end implementation of DIRC, with all associated overheads.

5.2 Direction Selection and MAC Strategies
In this subsection, we first evaluate the effectiveness of the
SINR based model to predict link throughput. We then eval-
uate various direction selection and MAC strategies using
offline measurements, including the performance of DIRC’s
centralized algorithm for orienting the antennas and schedul-
ing transmissions as presented in Section 3. In these experi-
ments, we collect measurements first and then apply various
algorithms on the collected data.

The data measurements are collected as follows: 1) The
APs broadcast UDP traffic, and all clients record the RSSI
and link throughputs from the APs. This approach helps
to reduce the number of measurements that need to be col-
lected. 2) To evaluate the effect of CSMA, we carry out one
set of experiments where all three APs transmit using the de-
fault CCA threshold across all possible antenna orientations
(i.e., 173 = 4913 measurements). 3) To determine the maxi-
mum achievable performance, we run a set of experiments to



measure capacity under all possible schedules and antenna
orientations (i.e.,
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173 = 5831 measure-

ments). Here, we disable CCA on the APs to ensure that
they all transmit simultaneously. Note that the maximum
capacity results are drawn out of this particular experiment.
4) We run the above-mentioned experiments twice for each
of two data rates: 36 and 54 Mbps. These data rates are
chosen because the AP-client distance is relatively short in
our testbed. In summary, in this offline experiment, we col-
lect a total of (5831 + 4913) ∗ 2 = 21488 measurements, and
each individual measurement runs for 1 second. The whole
experiment spans several hours, and the environment may
change during the experiment. Since we apply the various
algorithms on the same data set, all tested algorithms are
consistently exposed to the same changes in the environment.

To evaluate the effectiveness of the SINR model, we calcu-
late the correlation coefficient of the estimated throughput
using the SINR model and the actual measured throughput.
Figure 5(a) shows a scatter plot for a single client. The
coefficient across all the nodes in the testbed is 0.98 which is
sufficient for DIRC to pick the right schedules.

Client to AP association is currently not addressed by
DIRC. To evaluate overall network capacity, however, we
need to manually associate clients with APs. We do that by
looking through all possible associations of 3 clients (out of
the 6 client locations in our testbed) with the 3 directional
APs. For each such configuration, we identify the configura-
tion that leads to the highest overall capacity and use this
as the most reasonable association pattern.

Before presenting the results, we should note that since we
use broadcast frames to collect the measurements, our data
does not incorporate the effect of rate adaptation. Thus,
we cannot directly evaluate any interactions between the
simple heuristics and rate adaptation. Therefore, in our
evaluation, we emulate optimal rate adaptation for these
heuristics, picking the best data rate for each individual link
that achieves the max throughput. This provides an upper
bound on the performance of these competing designs. Note
that this does not apply to DIRC’s algorithm since DIRC
selects the data rate for each individual link as part of the
algorithm.

Figure 5 compares the performance of three variants of
DIRC’s centralized algorithm to the maximum achievable
capacity. Reduced, in Figure 5, refers to the scheduling
heuristic for the reduction of the search space, while Full
refers to the full scheduling algorithm. FB and No FB refers
to the use of feedback to avoid problems with SINR-based
throughput prediction. Max Cap (described in Section 2.2)
is the maximum achievable capacity. DIRC’s centralized
algorithm is shown as FB/Reduced. The results show 1)
the effectiveness of the SINR model in picking schedules and
orientations, 2) the effectiveness of the feedback mechanism
(FB), and 3) how the scheduling heuristics affect the network
capacity and computation cost.

The results show that directly using the SINR model
(No FB/Full) to pick the schedules often performs much
worse than Max Cap. After applying the feedback mecha-
nism that improves on the SINR model predictions (FB/Full),
the performance is very close to that of Max Cap. DIRC’s al-
gorithm (FB/Reduced) leads to a slight reduction in network
capacity, but its heuristics are able to reduce the number of
configurations searched from 4912 down to 283 and 255 in
two scenarios—a factor of 17 improvement.

5.3 End-to-End Performance
In this section, we evaluate the protocol and implementa-
tion of DIRC. We examine how much overhead is incurred,
where the gain comes from, how well it interacts with trans-
port protocols (especially TCP), and how well it can deal
with environment dynamics and node movement. In this set
of experiments, we deployed DIRC on the campus testbed.
Since this set of experiments evaluates the end-to-end proto-
col performance that depends on the client responses, (e.g.,
block ACKs, scanning responses, TCP ACKs), we must pick
a static AP-client association. For simplicity, we associate
clients with the closest AP: 1, 2→ D1; 3, 4→ D2; 5, 6→ D3.
We measure UDP and TCP throughput using the standard
iperf utility. The packet generation rate for UDP is set to
30 Mbps (TCP manages the rate itself).

Figure 6 shows the UDP and TCP performance of DIRC.
In these experiments, the directional APs run iperf to each
of their clients for 10 seconds, and we repeat this end-to-
end measurement for each of the AP’s clients (total of eight
experiments). We report mean and median capacity.

Although the UDP packet generation rate is 30 Mbps, the
maximum actual throughput that DIRC can achieve is only
27 Mbps. This is because by default DIRC reserves 20% of
the airtime for client transmissions, though it recovers some
of that lost throughput by reducing the inter-frame spacing
(IFS); as the maximum effective throughput for 54 Mbps is
approximately 32 Mbps, the maximum throughput DIRC
can achieve is approximately 27 Mbps. Consequently, the
maximum network capacity for 3 directional transmitters is
approximately 81 Mbps. Our results show that the median
UDP capacity of DIRC is about 76% of this upper bound.
Note that CSMA MAC does not have the 20% loss from air-
time reserved for the client (nor the gain from reduced IFS),
allowing it to achieve close to 30 Mbps (out of 90 Mbps). Fig-
ure 6(b) shows the breakdown of DIRC’s gain and overhead,
where the solid part shows the gain and the patterned part
shows the overhead. It shows that much of the benefits come
from directionality of the antennas, and the major overhead
for UDP traffic is the reserved 4 ms omni-tx phase. The TCP
performance of DIRC is approximately 45 Mbps, which is a
40% improvement over max SNR and 42% over the default
omni-directional antennas. The improvement is not as high
as UDP, which can be due to 1) the interactions between
TDMA and TCP, and 2) the split between two phases is not
flexible enough. Split-TCP can be used to solve the problem,
which we will explore in future work.

Next, we study the performance of the protocol itself. We
pick two links from the campus testbed: link 1 from D1
to client 2 and link 2 from D2 to client 3. We run iperf
UDP tests with a packet rate of 30 Mbps for 10 seconds on
both APs. We present the throughput of each link and the
orientation of the directional APs in Figure 7(a). During
t = 0 to 5, link 1 is the only transmitter and uses direction
9, which is the max SNR direction. At t = 5, scanning is
carried out and link 1 suffers a drop in throughput due to the
measurement collection. Since there are two transmissions
now, the controller decides that two APs can transmit simul-
taneously, using directions 14 and 3. At t = 10, link 1 stops
transmitting, and since link 2 is now the only transmitter, it
can use max SNR direction (i.e., 2).

Figure 7(b) shows the protocol behavior when we use a
laptop as the client and move from location 4 to location
2 in the campus setup, while associated with D2. Note
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Figure 6: UDP and TCP performance of DIRC
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Figure 7: Protocol behavior during initialization, handling node mobility and change in traffic patterns.

that between any two scanning events, the movement of
this laptop will only affect its own link throughput, but
not the throughputs of other transmissions. Furthermore,
for multiple mobile users, one rescanning will update the
RSSI information for all such mobile devices. Thus, we only
enable one transmission in this experiment to simplify our
presentation. We run the UDP iperf test from D2 to the
client at the 30 Mbps data transfer rate. The detection
threshold for re-scanning is set to 50% of the link throughput
of the first window after each scan. At time t = 0, the client
is at location 4, as it moves towards location 2, the link
throughput drops below the detection threshold and triggers
a re-scanning at t = 2.3; this process is repeated and the
re-scanning is triggered again at t = 4; finally it stabilizes
at around t = 4.5. The drops in throughput at t = 2.3 and
t = 4.0 are due to scanning.

Figure 7(c) shows how DIRC can respond to changes in
traffic patterns by adjusting the amount of airtime allocated
to APs versus clients. In this experiment, we let client 4
associate with AP D2 and run UDP iperf on both nodes
to each other (bidirectional UDP), and we do not enable
other transmissions. We let the second data transfer start
several seconds later than the first data transfer. The figure
shows the link throughputs for both directions over time. At
time t = 0, only the AP is transmitting and the scheduler
allocates most of the airtime to the AP. At t = 2.3, the client
starts transmitting. The queue length on the AP reaches
around 30, and on the client it reaches around 54; these
lengths exceed DIRC’s 1/1 threshold, causing the controller
to split the airtime equally between the AP and client at

t = 2.8. At t = 7.2, the transfer from AP to client ends, and
at t = 7.8, the controller re-allocates the airtime again, but
favoring the client.

6. RELATED WORK
Existing work on directional antennas mostly assumes out-
door applications, where the dominating line-of-sight (LOS)
path should be used for communication. This work includes
MAC layer protocols for directional antennas [15, 10, 16,
26, 9, 20, 28, 5], using directional antennas in vehicular
networks [18], and using directional antennas to form long
distance Wi-Fi links [19, 21, 8]. In this paper, we show that
because of the unique characteristics of rich scattering in
indoors environments, these outdoor solutions do not per-
form well indoors. In particular, past schemes largely orient
antennas by maximizing the signal strength (SNR), which
does not apply indoors. One relevant effort [25] uses the
capabilities of digital adaptive antennas to direct pattern
nulls towards sources of interference. This is, in fact, similar
to our idea of reducing interference to other transmissions.

Conflict graphs are widely used in wireless networks to
encode interference information [27, 4]. However, exist-
ing approaches to generate conflict graphs based on omni-
directional antennas are not suited for directional networks
and incur a significant overhead. In [24], the authors discuss
the definition and generation of directional conflict graphs,
with additional consideration of side lobes, but the primary
usage is still in an outdoor ad-hoc network with little or no
multipath.

There is also extensive work on TDMA scheduling in wire-



less networks using conflict graphs or physical layer interfer-
ence information [7, 14]. Some of this work is complementary
to ours and might supplement or replace our basic scheduling
heuristics in future versions of our system. Their integration,
however, requires further study since our indoors scenario
combined with directional antennas creates a much larger
configuration state space.

In addition to spatial beamforming based on phased array
antennas, MIMO beamforming can also be used to increase
spatial reuse. Recent advances in multiuser-MIMO (MU-
MIMO) techniques [12] enable a single AP to serve multiple
clients simultaneously by leveraging independent multipath
channels at each client. MU-MIMO techniques require chan-
nel state feedback across all the clients in the network to
characterize the multipath channel [3] and use advanced sig-
nal processing techniques like dirty paper coding and block
diagonalization [11] to simultaneously transmit to all or a
subset of clients.

Recent work [6] has studied the performance of directional
antennas in indoor environments, including directionality,
spatial reuse, and localization. The authors observe that
even though directionality is weaker (i.e., the resulting ra-
diation pattern is less directional) in indoor environments,
directional antennas can still offer enough isolation to im-
prove performance over omni-directional antennas. They
also observe that the LOS direction does not always have the
strongest signal. The paper, however, does not consider how
to make use of directional antennas indoors, even though
their measurement results suggest that it is more challenging
than in LOS environments. In short, their results provide
excellent motivation for our work on DIRC.

7. CONCLUSION
Conventional wisdom has been that directional antennas are
ineffective indoors, due to the complex scattering and mul-
tipath effects of the indoor RF environment. In this work,
we demonstrate that this is not the case. DIRC is an indoor
directional antenna system that is able to improve spatial
reuse and system-wide network capacity in indoor spaces
where wireless devices are densely deployed. In a nine node
testbed, DIRC provides a 100% improvement for UDP and
42% improvement for TCP over omni-directional solutions,
while being able to deal with changing workloads and envi-
ronments. The core of DIRC is an algorithm that identifies
close-to-optimal antenna orientations with low overhead, and
a MAC protocol that coordinates transmissions to maximize
transmission concurrency. We implemented this design in a
network using phased array directional antennas, and our
experiments show that DIRC works well in practice.
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